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other groups may also distute working documents as Internet-Drafts.

Internet-Drafts are draft documentslid for a maximum of six months and may be updated, replaced, or obsoleted by
other documents at griime. Itis inappropriate to use Internet-Drafts as reference material or to cite them other than as

'work in progress’.
The list of current Internet-Drafts can be accessed at http:/ietfrarg/ietf/lid-abstracts.txt
The list of Internet-Draft ShadoDirectories can be accessed at http://wietfvorg/shadov.html

To learn the current status ofyamternet-Draft, please check the “lid-abstracts.txt™ listing contained in the Internet-

Drafts Shade Directories on ftp.is.co.za (Africa), nic.nordu.net (Europe), munnari.ozaaifiPRim), ftp.ietf.og (US East
Coast), or ftp.isi.edu (US ¥¢t Coast).

Abstract

This document defines a protocol for the transport pfS8v¥ TCAP-User signalling (e.g, NP, MAP, etc.) over IP us-
ing the Stream Controlr@insport Protoc8FC 2960 The protocol should be modular and symmetric, toaaitcto work in
diverse architectures, such as a Signalling ®agend IP Signalling End-point architecturrotocol elements are added to
allow seamless operation between peers in the SS7 and IP domains.

1. Introduction
This draft defines a protocol for the transport of SS7 TE€AR: T1.114sers (i.e, MAPINAP, dc.) signalling messages
over IP wsing the Stream Controkdnsmission Protocol (SCTRHC 2960 This protocol would be used between a Signalling
Gatavay (SG) and Signalling End-point located in an IP reatev Additionally;, the protocol can be used to transport SS7
TCAP users between tnsagnalling end-points located within an IP netb.
1.1. Scope

There is on-going inggation of SCN netarks and IP netarks. Netvork service preiders are designing all IP archi-
tectures that include support for SS7 signalling protodélgprovides an dective way to transport user data and for opera-
tors to &pand their neterks and hild nev services. Inthese netarks, there is a need for intawvking between the SS7
and IP domairf&C 2719

This document details the dediy of TC-user messages (MABAP, INAP, dc.) over IP between tw sgnalling end-
points. Consideratiois given for the transport from an SS7 Signalling @ate (SG) to an IP signalling node (such as an
IP-resident Database) as described in the FramkeArchitecture for Signalling fnsportFC 2719This protocol can also
support transport of TC-user messages betweermrd-points wholly contained within and IP nerk.

The delvery mechanism addresses the foliog criteria:

« Support for transfer of TCAP messagesARIMAP, etc.)
¢ Support for TCAP operation class 1, 2, 3 and 4 operation.
« Support for the seamless operation of TC-User protocol peers.

« Support for the management of SCTP transport associations between an SG and one ore more IP-based signalling not

B. Bidulock Version 0.0 Page 1



Inter net Draft SS7 TCAP-User Adaptation Layer January 10, 2002

« Support for distriluted IP-based signalling nodes.
« Support for the asynchronous reporting of status changes to management.

1.2. Terminology

Application Server (AS} a logical entity serving a specific Routingg)k An example of an Application Seev is a virtual
database element handling all HLR or SCP transactions for a particular SS7 Signalling PeiE contains a set of
one or more uniquapplication Server Ricessesof which one or more is normally ae#ly processing trdiic. Thereis
a 11 relationship between an Application Sarand a Routing &y.

Application Server Ricess (ASP) a process instance of an Application SarvAn Application Server Ricesssenes as an
active, backup, load-share or broadcast process of an ApplicatiorerS@ng, part of a distrilted signalling node or
database elementExamples of ASPs are MGCs, IP SCPs, or IP HLRs$.ASP contains an SCTP end-point and may
be configured to process fiiafwithin more that onépplication Server

Association- refers to an SCTP associatity 2960 The association puides the transport for the dedry of TCAP proto-
col data units and TAJlayer peer messages.

Component Sub-layer (TC)
The Component Sub-layer of TCRP’L

Fail-over — the capability to reroute signalling tfiaf as required to an alternate Application ®erProcess, or group of
ASPs, within an Application Seeyv in the gent of failure or ungailability of a currently used Application SeswPro-
cess. Fail-over may apply upon the return to service of avresly unaailable Application Serer Process.

Host- the computing platform that the process (S&FP or IPSP) is running on.

IP Server Pocess (IPSPy a process instance of an IP-based applicatién.IPSP is essentially the same as an,ASgept
that it uses T in a pint-to-point ishion.

Layer Mangement (LM)- a nodal function that handles the inputs and outputs between tAd aydr and a local manage-
ment entity

Messge Tansfer Rrt (MTP)
The Messageransfer RriQ-701. T1.11l5f the SS7 protocol.

Nodal Interworking Function (NIF) an implementation dependent inteking function present at a Signalling Gasg
that intervorks primitives and procedures between the TCAP andATdyers in the SG.

Network Appeance (M) — a value that identifies the SS7 neik context of a Routing Ky, The Network Appeance
value is of significance only within an administvaticomain; it is coordinated between the SG and.ASP

Network Byte Qder — the ordering of bytes most-significant-byte first, also referred to as Big Endian.

Routing Contet (RC)- avalue that uniquely identifies a Routingei and an Application Seer. Routing Contet values
are either configured using a configuration managementdogrbr by using the Routingell Management (RKM)
messages and procedures defined foh.TU

Routing Ky RK) — describes a set of SS7 parameters and paran@tersvthat uniquely define the range of signalling traf-
fic to be handled by a particular Application Sarv

Signalling Connection Cordt Part (SCCP)- The Signalling Connection ControafR-"11of the SS7 protocaol.

Signalling Gatevay (SG)- a dgnalling agent thatxehanges SCN nat sgnalling at the edge of the IP netRFC 2719
An SG appears to the SS7 netlwas an SS7 Signalling PoinAn SG contains a set of one or more Signalling Bate
Processes, of which one or more is normallyvelgtiprocessing trdic. Whenan SG contains more than one SGB
SG is a logical entity and the contained SGPs are assumed to be coordinated into a single manageéo#ntosiard
the SS7 netark and tovard the supported Application Sens.

Signalling Gatevay Piocess (SGPy a process instance of a Signalling Gasg. It serves as an astg, backup, load-sharing
or broadcast process of a Signalling @ete

Stream- an SCTP stream; a unidirectional logical channel established from one SCTP endpoint to another associated SCT
endpoint, within which all user messages arevdedd in sequencexeept for those submitted to the unorderedvegti
service.

Transaction Capabilities ApplicationaPt (TCAP)— The Transaction Capabilities ApplicatiorafR-771. T1.1145f the SS7
protocol.

Transaction Mapping Function (TMF an implementation dependent function that is responsible for resolving the address
and application conke presented in the incoming PlUmessage to the correct SCTP association and RoutingxXtonte
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for the desired applicationThe TMFMAY use routing conté or routing lkey information as selection criteria for the
appropriate SCTP association.

Transaction Sublayer (TR) The Transaction Sublayer of TCAP 71

Transport Addess— an address that sees as a source or destination for the unreliableghacansport service used by
SCTP In IP networks, a transport address is defined by the combination of IP address and an SCTP port number [1].

1.3. TUA Overview

1.3.1. SignallingTr ansport Architecture

The framevork architecture that has been defined for SCN signalling transpart RRFC 2719,ses multiple compo-
nents, including an IP transport protocol, a signalling common transport protocol and an adaptation module to support tl
services gpected by a particular SCN signalling protocol from its underlying protocol layer

In general terms, the TAJarchitecture can be modeled as a pgegpeer architectureThe first section considers the
SS7-to-IP intenwrking architectures for TCAP class 1, 2, 3, and 4 operatiBasthis case, it is assumed that the ASP initi-
ates the establishment of the SCTP association with the SG.

1.3.2. Potocol Architecture for Classes 1, 2, 3 and 4

In this architecture (illustrated Figure 1), the TCAP and TW layers interfice in the SGA Nodal Intervorking Func-
tion (NIF) provides for intervarking between the TCAP and Adayers and pnddes for the transfer of the user messages
as well as management messages.

1.3.3. AllIP Ar chitecture

This architecture, illustrated Figure 2 can be used to carry a protocol which uses the transport services of MEAP
is contained within an IP nebtrk. Thisallows extra flexibility in developing netvorks, especially when interaction between
legacy dgnalling is not neededThe architecture renves the need for a signallingatpvay function.

SEP SS7 P
OF  seeeereececcnennens SG ..................... ASP
STP
TC-User NIF TC-User
TCAP TCAP
TUA TUA
SCCP SCCP
MTP3 MTP3
SCTP SCTP
MTP2 MTP2
L1 L1 IP IP

Figure 1L Protocol Architecture
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IP
ASP ..................... ASP
TC-User TC-User
TUA TUA
SCTP SCTP
IP IP

Figure 2 All IP Architecture

1.3.4. ASPFail-over M odel and Terminology
The TUA protocol supports ASRafl-over functions to support a higlvalability of transaction processing capability

An Application Serer can be considered as a list of all ASPs configuredgisteeed to handled TC-user messages
within a certain range of routing information, or within a certain set of transaction dialogues, &a@ "Routing &y."
One or more ASPs in the list may normally bewacth handle trafic, while others may be inaeé kut available in the gent
of failure or unwailability of the actve ASPs.

For operational considerations, see Appendix A.
1.3.5. Sevices Piovided by the TUA L ayer

1.3.5.1. Supportfor the transport of TCAP-User Messages

The TUA supports the transfer of TC-user messadgdse TUA layer at the SG and the ASP support the seamless trans-
port of user messages between the SG and the ASP

1.3.5.1.1. TCAPOperation Class Support

Depending on the TC-users supported, thé Bhiall support the 4 possible TCAP operation classes transparéhtly
TCAP operation classes are defined as Widto

Opeination Class 1- provides for transactions reporting both success aiharé.
Opeination Class 2- provides for transactions reportingilure.

Opeination Class 3- provides for transactions reporting success.

Opeination Class 4- provides for transactions reporting neither successailuré.

1.3.5.2. Natve Management Functions

The TUA layer preides the capability to indicate errors associated with th&-pitdtocol messages and to pige no-
tification to local management and the remote peer as necessary
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1.3.5.3. Interworking with TCAP Management Functions

The TUWA layer prwides intervorking with TCAP management functions at the SG for seamless interoperation between
the SCN netwrk and the IP neterk. TUA provides the follaving management functions:

(1) Provides an indication to the TC-user at an ASP that an SS7 subsystem, SCCRrtJseiMA P Destination is un-

available.

(2) Provides an indication to the TC-user at an ASP that an SS7 subsystem, SCCRutUserMPTP Destination is
available.

(3) Provides an indication to the TC-user at an ASP that an SS7 subsystem or MTP Destination is congested (flo
trolled).

(4) Provides the initiation of an audit of SS7 subsystems or MTP Destinations status at the SG.

The intervorking with TCAP management messages consists of QUMVA , DAUD, DRST, DUPU or SCON mes-
sages on receipt of managemevrdngs to the appropriate ASP3he primitives in Table 1are sent between the TCAP and
TUA management functions in the SG to triggesds in the IP and SS7 domain.

The TUA layer preides transparent passing of SCG#ilability, unavailability and congestion status indication primi-
tives N-STATE, N-PCSRTE and N-COORD) as praded for inITU-T Q.771 2.2.8-771

1.3.5.4. Supportfor the Management of SCTP Associations

The TUA layer at the SGP maintains theitability state of all configured remote ASPs, to manage the SCTP Associa-
tions and the tréit between TW peers. Aswell, the actve/inactive and congestion state of remote ASPs is maintained.

The TUA layerMAY be instructed by local management to establish an SCTP association to a feeydeU This
can be achied using the M-SCTP_ESNBLISH primitives to request, indicate and confirm the establishment of an SCTP
association with a peer TUnode. © avoid redundant SCTP associations betweea WA peers, one side (client)
SHOULD be designated to establish the SCTP association, Arcbdfiguration information maintained to detect redun-
dant associations (e.g, via kmedge of the ¥pected local and remote SCTP endpoint addresses).

Local managemenlAY request from the TA layer the status of the underlying SCTP associations using the M-
SCTP_SRATUS request and confirm primiés. Also,the TUA MAY autonomously inform local management of the reason
for the release of an SCTP association, determined either locally within théayer or by a primitie from the SCTP

Also, the TWA layer MAY inform the local management of the change in status of an ASP oTAS.MAY be
achieved using the M-ASP_SATUS request or M-AS_SWTUS request primities.

1.4. FunctionalAreas

Table 1.Mapping of Management Primits

Name Refeence TA
Management
Generic Specific ITU-TQ.711 | ANSIT1.112 Message
N-STATE Request 6.3.2.3.2 2.3.2.3.2 DUM
Indication DAVA
SCON
N-PCSTRTE | Indication 6.3.2.3.3 2.3.2.34 DUM
DAVA
SCON
DUPU
N-COORD Request 6.3.2.3.1 2.3.2.3.3 DRST
Indication
Response
Confirm
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1.4.1. Dialoguddentifiers, Routing Contexts and Routing Keys

1.4.1.1. Oerview

The mapping of TCAP messages into dialogues between the SGP and the Applicatos iSedgtermined by Dia-
logue Identifiers, Routing &s and their associated Routing Coxtie

A Routing Key is essentially a set of TCAP parameters used to direct TCAP messages; whereas, the Routiig Conte
parameter is a 4-bytele (unsigned intgr) that is associated to that Routingykn a 1.1 relationship.The Routing Con-
text therefore can be wieed as an indeinto a sending nodeTransaction Mapping Function tables containing the Routing
Key entries.

Possible TCAP address/routing information that comprise a Routygakry includes, for xample, a local and re-
mote Point Code, Subsystem Numb@lobal Title Address, Application Contg local and remoterénsaction Id pairs, or
TC-User specific information such as User Information, IMSI,. STiire particular information used to define aATRout-
ing Key is goplication and netark dependent, and none of the eexamples are requirements for AU

An Application Serer Process (ASP) may be configured to process signallifig nelfited to more than one Applica-
tion Senrer (AS), wer a Sngle SCTP AssociationASP Active (ASPAC) and ASP Inactie (ASPIA) management messages
(see Section 3) use the Routing Cahte discriminate signalling tri€ to be started or stoppedt an ASR the Routing
Contet parameter uniquely identifies the range of signallindi¢ratsociated with each Application Semrthat the ASP is
configured to recee.

1.4.1.2. RoutingKey Limitations

Routing Keys SHOULD be unique in the sense that each reteiTCAP messag&HOULD have a il or partial
match to a single routing result.is not necessary for the parameter rargjaas within a particular Routingel¢ o be mn-
tinuous. r example, an AS could be configured to support transaction processing for multiple ranges of subscribers the
are not represented by contiguous Gloh#é Addresses.

1.4.1.3. ManagingRouting Context and Routing Keys

There are tw ways to preision a Routing I€y & an SGP A Routing Key may be configured statically using an imple-
mentation dependent management iaiezf or dynamically managed using the theATRbuting Key regstration proce-
dures.

When using a management intaré to configure Routingel§s, the Tansaction Mapping Function within the SGP is
not limited to the set of parameters defined in this docunt@titer implementation dependent disttibn algorithms may
be used.

1.4.1.4. Tansaction Mapping Function

To perform its addressing and relaying capabilities, thé Thhkes use of anréinsaction Mapping Function (TMF).
This function is considered part of AJbut the vay it is realized is left implementation or deptrent dependent (local ta-
bles, SCCP GTT database, DRE 2916 | DAP, dc.)

The TMF is ivoked when a message is reoad & the incoming intedce. TheTMF is responsible for resolving the
application contet, address and transaction ids presented in the incoming TCAP message to SCTP associations and destil
tions within the IP netark. TheTMF will select the ky information &ailable. TheRouting Keys reference an Application
Sener, which will normally hae me or more ASPs processing transactions for the R aailability and status of the
ASPs is handled by TAJASP management messages.

Possible SS7 application coxrteaddress or routing information that comprise a Routieg étry includes, for gam-
ple, SCCP subsystem number and SCCP addresses and @&lebaddresses,rinsaction ID, and Application Conte

It is expected that the routingels will be provisioned via a MIB, dynamic géstration or anxernal process, such as a
database.

1.4.1.4.1. Tansaction Mapping at the SG

To drect messages rewed from the SS7 netork to the appropriate IP destination, the SGP must perform a transaction
mapping function using information from the re@ei TCAP message.

To support this transaction mapping, the SGP might, fangle, maintain the equent of a netwrk address transla-
tion table, mapping incoming TCAP message information to an ApplicatiorerSienva particular application and set of
transactions. Thigould be accomplished by comparing the addressing, dialog or component portions of the incoming
TCAP message to currently defined Routingykin the SGP These Routing Eys ocould in turn map directly to an
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Application Serer that is enabled by one or more ASH$iese ASPs proxy dynamic status informatiogarding their
awailability, transaction handling capabilities and congestion to the SGP wsilogy management messages defined in the
TUA protocol.

The list of ASPs in the AS is assumed to be dynamic, taking into accounatiadiity, transaction handling capabil-
ity and congestion status of the inidual ASPs in the list, as well as configuration changes and posaibdedr mecha-
nisms.

Normally, one or more ASPs are adtiin the AS (i.e, currently processing transactiong)ib certain &ilure and transi-
tion cases it is possible that there may not be aneaB8P aailable. TheSGP will uffer the message destined for this AS
for a time T(r) or until an ASP becomegadable. Whenno ASP becomesvailable before gpiry of T(r), the SGP will
flush the lnffered messages and initiate the appropriate TCAP abort procedures.

If there is no match for an incoming message, auefreatmenMAY be specified Possible solutions are to pide a
default Application Sergr to direct all unallocated transactions to a (set oBuleASP(s), or to drop the messages and pro-
vide a notification to managemerithe treatment of unallocated transactions is implementation dependent.

1.4.1.4.2. Tansaction Mapping at the ASP

To drect messages to the SS7 nathy the ASPMAY perform a transaction mapping to choose the proper SGP for the
given message. Thiss accomplished by observing the Application Caht®estination Address, Destinatiomahsaction
Id, and other elements of the outgoing message, SSonkestatus, SGPvailability, and Routing Contet configuration ta-
bles.

A Signalling Gatevay may be composed of one or more SGPs [Hjere is, haever, no TUA messaging to manage
the status of an SGRVheneer an SCTP association to an SGRigs, it is assumed to b&aable. Also,evey SGP of
one SG communicating with one ASRaaling one AS praides identical SS7 connedity to this ASP

In general, an ASP routes responses to the SGP that iackoatssages from; within the routing caxttevhich it is
currently actie and receving transactionsThe routing contet itself is used by the ASP to select the SGP

1.4.1.5. SignallingGateway SS7 Lagrs

The SG is responsible for terminating up to the TC-user of the SS7 protocol fenmgadn IP-basedxéension to its
users.

From an SS7 perspeatj it is expected that the Signalling Gatay transmits and recets TCAP messages to and from
the SS7 Netark over standard SS7 netwk interfaces, using the services of the S@&PLand MTRR-704to provide trans-
port of the messages.

Note that it is also possible for the SCCP services to heédaa using the services of the SCCP-User Adaptation Layer
(SUA)SYA and the MTP3-User Adaptation Layer (MB)M3UA,

The TC-SAP through which TAJat the SG obtains its services could reside at a Signalliagster Point (STP) or Sig-
nalling End Point (SER)705

1.4.1.6. SSand TUA Interworking at the SG

The SGP praides a functional interarking of transport functions between the SS7 nétvand the IP netark by also
supporting the TW adaptation layer It alows the TCAP application toxehange componenia dialogues with an IP-
based Application Seev Process where the peer TC-User protocol layistse

To perform TCAP management, it is required that the TC-User protocols at ASPgriecktations of subsystem
awailability and congestion, as well as user pa#lability and signalling point ailability and congestion as thevould be
expected by an SS7 TCAP applicatiofo accomplish this, the N-PC3TE, N-STATE and N-COORD primitves receved
at the TCAP upper layer intade at the SG need to be progtegl to the remote TC-usewler layer interfice at the ASP

SCCP management messages (such asS$2 and MTP management messages (such asTHA] received from
the SS7 netark MUST NOT be encapsulatedThe SGMUST terminate these messages and generaferiéssage as ap-
propriate.

1.4.1.7. Application Server

A cluster of Application Sewrs is responsible for pring the werall support for one ore more SS7 upper layers.
From an TCAP standpoint, an ApplicatioarPprosides complete support for the upper layer service withirvenghppli-
cation Contgt. As an xample, an Application dt proriding HLR capabilities could prade complete support for GSM
MAP HLR (and ag other, MSC or VLR application parts located at the signalling point) fovengioint code.
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Where an ASP is connected to more than one SG, tiel@yker must maintain the status of configured SS7 destina-
tions and route messages according to vaiadility/congestion status of potentially replicated subsystem.

1.4.1.8. SCTPStream Mapping

The TUA supports SCTP streamd’he SG and AS need to maintain a list of SCTP and TC-Users for mapping pur
poses. TC-Usenmequiring sequenced message transfer need to beveeatdream using sequenced detiy.

TUA SHOULD NOT use stream 0 for TV management messagds.is OPTIONAL that sequence deéry be used
to presere the order of management messagevdsli

All TUA Dialogue Handling (DH) messages not using the optional component handlingdaetéré, DH messages
with components includedyAY select unordered dedry, depending on the requirements of the TC-User [®]. TUA
Component Handling (CH) messages and Dialogue Handling (DH) messagestaritialecomponentSHOULD select or
dered deirery.

The stream selected is based upon the Sequence Control field in the Quality of Service ptrarBédrgue Id gien
by the TC-User eer the primitive interface and other trfi€ information aailable to the SGP or ASP

1.4.2. RedundancyModels

1.4.2.1. Aoplication Server Redundancy

All TQRY and SSNM messages (e.g, TC-BEGIN, NATE) which match a prasioned Routing K€y & an SGP are
mapped to an Application Sev

The Application Sermr is the set of all ASPs associated with a specific Routayg Each ASP in this set may be ac-
tive, inactve a unavailable. Active ASPs handle tr&€; inactve ASPs might be used when &etiASPs become uwail-
able.

The fil-over model supports an "n+k" redundgnmodel, where "n" ASPs is the minimum number of redundant ASPs
required to handle tri¢ and "k" ASPs arewailable to tale over for a failed or aailable ASP A "1+1" active/backup re-
dundang is a sibset of this modelA simplex "1+0" model is also supported as a subset, with no ASP redyndanc

1.4.3. Flav Control

Local Management at an ASP may wish to stoditraicross an SCTP association to temporarily k&mioe associa-
tion from service or to perform testing and maintenanceiyctiThe function could optionally be used to control the start
of traffic onto a nwly available SCTP association.

1.4.4. CongestiorManagement

The TUA layer is informed of local and IP neivk congestion by means of an implementation-dependent function (e.g,
an implementation-dependent indication from the SCTP of IPankteongestion).

At an ASP or IPSRhe TUA layer indicates congestion to local TC-users by means of an appropriate TCAR/@rimiti
(N-PCSTTE, N-STATE, TC-NOTICE), as per current TCAP procedures, teoke gpropriate upper layer responses.
When an SG determines that the transport of SS7 messages is encountering congestion, the SG might trigger SS7 Con
tion messages to originating SS7 nodes, per the congestion procedures ofizhe @€ 711, T1.11% MTPR.704, T1.111
standard. (Thériggering of SS7 Management messages from an SG is an implementation-dependent function.)

1.5. Definitionof TUA Boundaries

TUA has three protocol boundaries: an upper boundary betwearafidlthe TC-User; a \eer boundary between T
and SCTP; and a layer management boundary betwearafidlthe Layer Management Function.

1.5.1. Definitionof Upper Boundary

The primitves and messages listed ifeble 2 are proided between the TAJand TC-User in support of Dialogue
Handling?- 771, T1.114
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Figure 3 TUA Protocol Boundaries

Table 2.Mapping of Dialogue Handling Primites

Generic Specific ITU-TQ.771 ANSIT1.114 TUA
Name Name Reference Message Msg
TC-UNI Request 31221 Unidirectional | TUNI
Indication
TC-BEGIN Request | 3.1.2.2.2.1 Querw/ Perm
Indication TOQR
Queryw/o Perm
TC-CONTINUE | Request | 3.1.2.2.2.2
(Initial) Indication
Corv w/ Perm
TC-CONTINUE | Request | 3.1.2.2.2.3 TCNV
(Non-initial) Indication
Con w/o Perm
TC-END Request Response TRSH
Indication
3.1.2.2.2.4
TC-U-ABORT Request U-Abort TUAB
Indication
TC-P-ABORT Indication | 3.1.4.2 P-Abort TRAB
TC-NOTICE Indication | 3.1.2.2.3 | ——————————- TNOT

January 10, 2002

The primitves and messages listed fable 3are proided between the TAJand TC-User inOPTIONAL support of
Component Handlirfg 771 T1.114
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Table 3.Mapping of Component Handling Prinvi¢s

Generic Specific ITU-TQ.771 | ANSIT1.114 TUA
Name Name Reference Message Msg
TC-INVOKE Request | 3.1.3.2 Ivoke L

Indication CINV

Invoke NL

TC-RESUO-L Request 3.1.3.3 Ret ResultL | CRES
TC-RESULO-NL | Indication Ret Result NL
TC-U-ERROR Request | 3.1.3.4 Re€Error CERR

Indication
TC-U-REJECT Request | 3.1.3.5

Indication
TC-L-REJECT Request Reject CREJ

Indication

3.14.1

TC-R-REJECT Request

Indication
TC-U-CANCEL | Request | 3.1.3.6 CCAN
TC-L-CANCEL Indication| | ——————————

1.5.2. Definitionof Boundary between TWA and Layer Management
M-SCTP_ESABLISH request

Direction: LM->TUA

Purpose: LM request ASP to establish an SCTP association with its peer

M-SCTP_ESABLISH confirm

Direction: TUA ->LM

Purpose: ASP confirms to LM that it has established an SCTP association with its peer

M-SCTP_ESABLISH indication

Direction: TUA ->LM
Purpose: TUA informs LM that a remote ASP has established an SCTP association.

M-SCTP_RELEASE request

Direction: LM -> TUA

Purpose: LM requests ASP to release an SCTP association with its peer

M-SCTP_RELEASE confirm

Direction: TUA ->LM

Purpose: ASP confirms to LM that it has released SCTP association with its peer

M-SCTP_RELEASE indication

Direction: TUA ->LM

January 10, 2002

Purpose: TUA informs LM that a remote ASP has released an SCTP Association or the SCTP association has

failed.

M-SCTP RESART indication

Direction: TUA ->LM

Purpose: TUA informs LM that an SCTP restart indication has beenvedei

M-SCTP_SRATUS request

Direction: LM -> TUA

B. Bidulock
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Purpose: LM requests TW to report the status of an SCTP association.

M-SCTP_SATUS confirm
Direction: TUA->LM
Purpose: TUA responds with the status of an SCTP association.

M-SCTP_SATUS indication
Direction: TUA ->LM
Purpose: TUA reports the status of an SCTP association.

M-ASP_STRATUS request
Direction: LM-> TUA
Purpose: LM requests TW to report the status of a local or remote ASP

M-ASP_STATUS confirm
Direction: TUA->LM
Purpose: TUA reports status of local or remote ASP

M-AS_STATUS request
Direction: LM-> TUA
Purpose: LM requests TW to report the status of an AS.

M-AS_STATUS confirm
Direction: TUA ->LM
Purpose: TUA reports the status of an AS.

M-NOTIFY indication
Direction: TWA ->LM
Purpose: TUA reports that it has reced a Notify message from its peer

M-ERROR indication

Direction: TUA ->LM

Purpose: TUA reports that it has rea&d an Error message from its peer or that a local operation has been un-
successful.

M-ASP_UP request
Direction: LM-> TUA
Purpose: LM requests ASP to start its operation and send an ASP Up message ta its peer

M-ASP_UP confirm
Direction: TUWA ->LM
Purpose: ASP reports that is has reead an ASP UP Ack message from its peer

M-ASP_UP indication
Direction: TUWA ->LM
Purpose: TUA reports it has successfully processed an incoming ASP Up message from its peer

M-ASP_DOWNN request
Direction: LM-> TUA
Purpose: LM requests ASP to stop its operation and send an AS# Dwessage to its peer

M-ASP_DOWNN confirm
Direction: TUA ->LM
Purpose: ASP reports that is has reead an ASP Davn Ack message from its peer

M-ASP_DOWN indication
Direction: TUA -> LM
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Purpose: TUA reports it has successfully processed an incoming ASPnDoessage from its peer the
SCTP association has been lost or reset.

M-ASP_ACTIVE request
Direction: LM-> TUA
Purpose: LM requests ASP to send an ASP Aetimessage to its peer

M-ASP_ACTIVE confirm
Direction: TUA ->LM
Purpose: ASP reports that is has reead an ASP Actve Ack message from its peer

M-ASP_ACTIVE indication
Direction: TUWA ->LM
Purpose: TUA reports it has successfully processed an incoming ASReAThEssage from its peer

M-ASP_INACTIVE request
Direction: LM-> TUA
Purpose: LM requests ASP to send an ASP Ineetinessage to its peer

M-ASP_INACTIVE confirm
Direction: LM-> TUA
Purpose: ASP reports that is has reead an ASP Inactie Ack message from its peer

M-ASP_INACTIVE indication
Direction: TUA->LM
Purpose: TUA reports it has successfully processed an incoming ASPJeaissage from its peer

M-AS_ACTIVE indication
Direction: TUA ->LM
Purpose: TUA reports that an AS has waml to the AS-ACTIVE state.

M-AS_INACTIVE indication
Direction: TUA ->LM
Purpose: UA reports that an AS has mal to the AS-INACTIVE state.

M-AS_DOWN indication
Direction: TUA->LM
Purpose: UA reports that an AS has mal to the AS-DONN state.

M-RK_REG request
Direction: LM-> TUA
Purpose: LM requests ASP to gister RK(s) with its peer by sending REG REQ message

M-RK_REG confirm
Direction: TUA->LM
Purpose: ASP reports that it has regedl REG RSP message withgistration status as successful from its peer

M-RK_REG indication
Direction: TUA ->LM
Purpose: TUA informs LM that it has successfully processed an incoming REG REQ message.

M-RK_DEREG request
Direction: LM-> TUA
Purpose: LM requests ASP to degister RK(s) with its peer by sending DEREG REQ message.

M-RK_DEREG confirm
Direction: TUA -> LM

B. Bidulock Version 0.0 Page 12
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Purpose: ASP reports that it has regedl DEREG REQ message with dgigtration status as successful from
its peer

M-RK_DEREG indication
Direction: TUA ->LM
Purpose: TUA informs LM that it has successfully processed an incoming DEREG REQ from its peer

1.5.3. Definitionof the Lower Boundary

The upper layer primites provided by the SCTP are piided in the SCTP specification "Stream Contna@remission Pro-
tocol (SCTP)RFC 2960

2. Corventions

The leywords MUST, MUST NOT, REQUIRED, SHALL , SHALL NOT, SHOULD, SHOULD NOT, RECOM-
MENDED, NOT RECOMMENDED , MAY, and OPTIONAL , when thg appear in this document, are to be interpreted as
described iRFC 2119

In this document, the foll@ing corventions are used to describesha parameter is used in the message:

Mandatory  The parameteMUST be present in the messagA. message listing a parameter as
Mandatorywithout containing such a parameter is is incorrectly formatted.

Conditional The parameteEHOULD be present in the message under the conditions specHied.
message listing a parameterGnditionalwithout containing such a parameter under the
conditions specified is incorrectly formatted.

Optional The parameteMAY be present in the message as speciffethessage listing a parame-
ter asOptionalwithout containing such a parameter is correctly formatted.

3. Protocol Elements

The general message format includes a Common Message Header together with a list of zero or more parameters as
fined by the Messageype.

For forward compatibility al Message ypesMAY have atached parametersan if none are specified in thigksion.

3.1. CommonMessage Header

The protocol messages for the TCAP-User Adaptation Protocd\)(Téduire a message structure that containsra v
sion, message type, message length and message contents:

0 1 2 3

01234567890123456789012345678901
B i S i s S S S S S S S LSRR oE
| Ver si on | Reser ved | Message C ass | Message Type |

| Message Data |

Notes:

¢ This message header is common among all signalling protocol adaptation layers.

¢ The data’ portion of TW\ messageSHALL contain zero or more TAJparameters, an8HALL NO T contain an en-
capsulated TCAP message.

« All fields in the TWA messagdUST be transmitted in the nebwk byte orderunless otherwise stated.

3.1.1. TLA Protocol Version
Version: 8-bits (unsigned integer)

The Version field of the Common Message Header contains ¢hsion of the T4 adaptation layer The supportedesr
sions are:

B. Bidulock Version 0.0 Page 13
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1 - TUA Version 1.0

3.1.2. Messag€lasses
Message Class: 8-bits (unsigned geg

The Message Qassfield of the Common Message Header contains the class of the meShagaipported classes are as
follows:

Management (MGMT) Message
Resened for Other Signalling Adaptation Layers
SS7 Signalling Netwrk Management (SSNM) Messages
ASP State Maintenance (ASPSM) Messages
ASP Traffic Maintenance (ASPTM) Messages
TUA Dialogue Handling (DH) Messages
TUA Component Handling (CH) Messages
Resened for Other Signalling Adaptation Layers
Resened for Other Signalling Adaptation Layers
Routing key Management (RKM) Messages
10 - 127 Resered by the IETF
128 - 255 Resered for IETF-Defined Message Class Extensions

O©CoOo~NOOOTA, WNNO

3.1.3. Messagdypes
Message ype: 8-bits (unsigned inger)

The Message Typefield of the Common Message Header contains the type of message within a messadéelasp-
ported types of messages within the supported classes are as:follo

Management (MGMT) Messages
0 Error (ERR)
1 Notify (NTFY)
2 - 127 Resered by the IETF
128 - 255 Resered for IETF-Defined Message Class Extensions

SS7 Signalling Netark Management (SSNM) Messages
Resered
Destination Uneailable (DUNA)
Destination Aailable (DAVA)
Destination State Audit (BUD)
Destination Congestion (SCON)
Destination User &t Unavailable (DUPU)
Destination Restricted (DRST)
7 - 127 Resered by the IETF
128 - 255 Resered for IETF-Defined Message Class Extensions

OOk WNEO

Application Serer Process State Maintenance (ASPSM) Messages
Resered
ASP Up (UP)
ASP Davn (DOWN)
Heartbeat (BER)
ASP Up Ack (UP £K)
ASP Davn Ack (DOWVN ACK)
Heartbeat Ack (BEA ACK)
7 - 127 Resered by the IETF
128 - 255 Resered for IETF-Defined Message Class Extensions

OOk WNEO
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Application Serer Process raffic Maintenance (ASPTM) Messages

0 Resened

1 ASP Active (ASPAC)

2 ASP Inactie (ASPIA)

3 ASP Active Ack (ASPAC ACK)
4 ASP Inactie Ack (ASPIA ACK)

5 - 127 Resered by the IETF
128 - 255 Resered for IETF-Defined Message Class Extensions

Routing Key Management (RKM) Messages

0 Resenred

1 Regstration Request (REG REQ)

2 Regstration Response (REG RSP)

3 Derggistration Request (DEREG REQ)
4 Derggistration Response (DEREG RSP)

5 - 127 Resered by the IETF
128 - 255 Resered for IETF-Defined Message Class Extensions

TUA Dialogue Handling (DH) Messages
Unidirectional(TUNI)
Query (TQRY)
Conversation (TCNV)
Response (TRSP)
U-Abort (TUAB)
P-Abort (TFAB)
Notice (TNQT)
7 - 127 Resered by the IETF
128 - 255 Resered for IETF-Defined Message Class Extensions

OOk WNEO

TUA Component Handling (CH) Messages
Invoke (CINV)
Result (CRES)
Error (CERR)
Reject (CREJ)
Cancel (CCAN)
6 - 127 Resered by the IETF
128 - 255 Resered for IETF-Defined Message Class Extensions

ab~wNPE

3.1.4. Messagéength
Message Length: 32-bits (unsigned integer)

The Messge Lengthfield of the Common Message Header defines the length of the message in octets, including the
header

3.1.5. Tag-Length-Value Format
TUA messages consist of a Common Message Headewéadllby zero or more parameters, as defined by the message

type. TheTag-Length-\alue (TLV) parameters contained in a message are definedag-aength-\élue format as shm
below [4].
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0 1 2 3
01234567890123456789012345678901
T e S i e i S S S S L TR

| Par anet er Tag | Par aneter Length

oo oo +
\ \
/ Par amet er Val ue /
\ \
T i S i S Sl Sk S SR SR S S

Parameter Tag: 16-bits (unsigned integer)
The Rarameter &g field is a 16-bit identifier of the type of parametétakes a alue of 0 to 65534.

Parameter Length: 16-bits (unsigned integer)
The Rarameter Length field contains the size of the parameter in bytes, includingrémecker &g, Rirameter Length,
and Rirameter ¥lue fields. The Rarameter Length does not includeg @adding bytes.

Parameter Value: variable-length
The Rirameter Wlue field contains the actual information to be transferred in the paramkegetotal length of a parame-
ter (including Bg, Rirameter Length andalte fields)MUST be a multiple of 4 byteslf the length of the parameter is
not a multiple of 4 bytes, the senddtJST pad the Brameter at the end (i.e., after therdPneter ¥lue field) with all
zero bytes.The length of the paddingUST NOT be included in the parameter length fiell senderSHOULD NOT
pad with more than 3 byte§he recerer MUST ignore the padding bytes.

3.2. TUA Message Header

In addition to the Common Message Headepecific message header is included forATidessages. ThEUA mes-
sage header will immediately follothe Common Message Header inA Dialogue Handling (DH) and Component Han-
dling (CH) messages.

The TUA Messge Headeris formatted as folles:

0 1 2 3
01234567890123456789012345678901
B

| Tag = 0x0006 | Length = 8

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo +
| Rout i ng Cont ext |
oo oo +
| Tag = 0x0013 | Lengt h

Foom e e e e e e e oo oo o Foom e e - e e e e oo oo e o +
| Correlation Id |
oo oo +
| Tag = 0x0401 | Length = 8

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo +
| Di al ogue Id |

B T E

The TUA Message header can contain the foihg parameters:

Note 1:

B. Bidulock

Parameters

Routing Contet Conditional  *1
Correlation Id Conditional  *2
Dialogue Id Conditional  *3

When an ASP is gistered or configured for multiple AS with an SG, the Routing Go&ST be present in
the TUA Message HeadeiThe Routing Contd SHOULD always be placed in the TAIMessage HeadekVhen

the Routing Contd is present in the TA) Message Header RHOULD be placed first in the header because the
context of the Dialogue Id depends on the Routing Cxinte
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Note 2: Under some circumstances, the Correlation Id paralMt(8T be included in the TA Message HeadeiSee
sections "Correlation 1d" and "ASP Aati Rocedures".

Note 3: When an AS is handling multiple Dialogues, the Dialogue Id pararitls8T be placed in the T Message
Header The Dialogue Id paramet&HOULD always be placed in the TAJMessage HeadeiThe Dialogue Id
parameteMAY be ecluded from the T header forTUNI andTPAB DH messages, or may be included then
MUST contain a alue of zero.

3.3. TUA Dialogue Handling (DH) Messages

The following section describes the AWDialogue Handling (DH) messages and parameter cont€éhtsgeneral mes-
sage format includes a Common Message He#ueMUA Message Header and the DH Message Hetalgather with a
list of zero or more parameters as defined by the Messame Tor forward compatibility al Message JpesMAY have
optional attached parameters in addition to the message headers.

3.3.1. DHMessage Header

In addition to the Common Message Header and Méssage Headea gecific message header is included forATU
Dialogue Handling (DH) message¥he DH Message Header will immediately folldhe TUA Message header in these
messages.

The DH Messge Headeris formatted as follws:

0 1 2 3
01234567890123456789012345678901
B T o S e T 1 Sl S S S S S S S

| Tag = 0x0402 | Length = 8

e, B +
| Di al ogue Fl ags |
B B +
| Tag = 0x0403 | Length = 8 |
e, B +

| Quality of Service
B et s i i e T i i S S S S S

The DH Messge headercontains the folloving parameters:

Parameters
Dialogue Flags Mandatory
Quality of Service Mandatory

3.3.2. Unidirectional (TUNI)

The Unidirectional (TUNI)Request message is sent from an ASP to an SG or IPSRke e TCAP class 4 operation.
The TUNI Indication message is sent from an SGP to an ASP to indicate the TCAP class 4 operation.

The TUNI message corresponds to the ITU-T ‘TC-UNI’ primgf-77L and the ITU-T and ANSI ‘Unidirectional’
messag@ 773, T1.114

The TUNI message is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B i S i S S

| Tag = 0x0404 | Lengt h |
Foom e e e e e e e oo oo Foom e e e e e e e oo oo +
\ \
/ Destination Address /
\ \
Fom oo Fom oo +
| Tag = 0x0405 | Lengt h |
Foom e e e e e e e oo oo Foom e e e e e e e oo oo +
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\ \
/ Originating Address /
\ \
oo oo +
| Tag = 0x0406 | Lengt h

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Application Context Nane /
\ \
oo o oo +
| Tag = 0x0407 | Lengt h

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ User | nformation /
\ \
oo o oo +
| Tag = 0x0408 | Lengt h

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Security Context /
\ \
oo o oo +
| Tag = 0x0409 | Lengt h

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Confidentiality /
\ \
oo oo +
| Tag = O0x040E | Lengt h

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Conponent s /
\ \
T i S i S Sl Sk S SR SR S S

The TUNI message can contain the foliog parameters:

Parameters

Destination Addess Conditional  *1
Originating Addess Conditional  *1
Application Contgt Name Optional

User Information Optional
Security Contet Optional
Confidentiality Optional
Components Optional *2

Note 1: The Destination Addessor Originating AddessparameteMUST be present in th& UNI message when either
parameter is not implied by the Routing Comie the TUA Message Header

Note 2: Any componentsSHOULD be included in th& UNI messagesut MAY be formatted in separate AUCompo-
nent Handling (CH) messages.

3.3.3. Query(TQRY)

TheQuery (TQR) message is sent to a Apeer to bgin a nev dialogue between TC-Users.

The TQRY message corresponds to the ITU-T ‘TC-BEGIN’ priwgl:-’71 the ITU-T ‘Begin’ messag®-’73and the
ANSI ‘Query’ messagg-114

The TQRY message is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B R e e s e i S S S e t T T el i i S S e S

| Tag = 0x0410 | Lengt h
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Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
| Transaction Id |
oo oo +
| Tag = 0x0404 | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Destination Address /
\ \
oo oo +
| Tag = 0x0405 | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Originating Address /
\ \
oo oo +
| Tag = 0x0406 | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Application Context Nane /
\ \
oo oo +
| Tag = 0x0407 | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ User | nformation /
\ \
oo oo +
| Tag = 0x0408 | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Security Context /
\ \
oo oo +
| Tag = 0x0409 | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Confidentiality /
\ \
oo oo +
| Tag = O0x040E | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Conponent s /
\ \
T e S i s s S S S L TR Tr

The TQRY message can contain the feliog parameters:

Parameters

Transaction Id Mandatory
Destination Addess Conditional  *1
Originating Addess Conditional  *1
Application Contgt Name Optional

User Information Optional
Security Contet Optional
Confidentiality Optional
Components Optional *2

Note 1: The Destination Addessor Originating AddessparameteMUST be present in th€ QRY message when the pa-
rameter is not implied by the Routing Coritian the TUA Message Header

Note 2: Any componentsSHOULD be included in th@QRY messagesut MAY be formatted in separate Component
Handling (CH) messages.
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3.3.4. Cowersation (TCNV)
The Corversation (TCNV)message is used in response T6drY message or anoth€CNVmessage.

When sent in response tal®RY message, thECNVmessage confirms and continues a dialogue; when in response to
a receved TCNVmessage, it only continues a dialogdéne Dialogue Flags in the DH Message Header indicate whether
the initiator of theTCNVmessage ge permission to the peer to terminate the dialogue.

The TCNV message corresponds to the ITU-T ‘TC-CONTINUE’ prive@’’L ITU-T ‘Continue’ messadge’’3and
the ANSI ‘Corversation’ messagé-114

The TCNVmessage is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B T T T S S e S e TS

| Tag = 0x0410 | Lengt h |
e, B +
| Transaction Id |
B B +
| Tag = 0x0405 | Length |
e, B +
\ \
/ Originating Address /
\ \
B B +
| Tag = 0x0406 | Length |
e, B +
\ \
/ Appl i cation Context Name /
\ \
B B +
| Tag = 0x0407 | Lengt h |
e, B +
\ \
/ User I nformation /
\ \
B B +
| Tag = 0x0408 | Length |
e, B +
\ \
/ Security Context /
\ \
B B +
| Tag = 0x0409 | Length |
e, B +
\ \
/ Confidentiality /
\ \
B o +
| Tag = Ox040E | Lengt h |
e, B +
\ \
/ Conponent s /
\ \
B e s s i i S S S T i s S S S S

The TCNVmessage can contain the feliog parameters:

Parameters

Transaction Id Conditional  *1
Originating Addess Conditional  *2
Application Contgt Name Conditional  *3
User Information Conditional  *3
Security Contet Conditional  *3
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Confidentiality Conditional  *3
Components Optional *4

Note 1: The Transaction IdparameteMUST be present in th€eCNV message when the message is sent in response to a
TQUR message. Thé&ransaction Idparameter contains thedahsaction ldentifier assigned by the remote TC-
User

Note 2: TheOriginating Addess paameterMUST be present in thECNVmessage when the message is used in response
to aTQRY message and the parameter is not implied by the Routingxtontae TUA Message Header

Note 3: These dialogue portion paramet&tdOULD only be optionally included in tiECNVmessage when the message
is used in response toT®QRY message. Whetihe TCNV message is sent in response to a vedei CNV mes-
sage, these paramet&<dOULD NOT be included in the respondif@NVmessage.

Note 4: Any componentsSHOULD be included in th& CNV messagesut MAY be formatted in separate Component
Handling (CH) messages.

3.3.5. Respons€TRSP)

The Response (TRSR)essage is used in response TQRY message of CNVmessage to complete andsting dia-
logue.

When sent in response tor®RY message, thERSPmessage confirms and completes a dialogue; when in response to
a receized TCNVmessage, it only terminates a dialogue.

The TRSPmessage corresponds to the ITU-T ‘TC-END’ priw@®-/71 ITU-T ‘End’ messag@-’’3and the ANSI ‘Re-
sponse’ messagéll4

The TRSPmessage is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B T E

| Tag = 0x040A | Length = 8 |

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo +
| Term nation |

oo oo +
| Tag = 0x0406 | Lengt h |

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo +
\ \

/ Application Context Nane /

\ \
oo oo +
| Tag = 0x0407 | Lengt h |

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo +
\ \
/ User | nformation /
\ \
oo oo +
| Tag = 0x0408 | Lengt h |

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo +
\ \
/ Security Context /
\ \
oo oo +
| Tag = 0x0409 | Lengt h |

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo +
\ \
/ Confidentiality /
\ \
oo o oo +
| Tag = O0x040E | Lengt h |

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo +
\ \
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/ Conponent s /
\ \
T i S i ik Sk S SR SR S S A

The TRSPmessage can contain the foliog parameters:

Parameters

Termination Mandatory
Application Contgt Name Optional *1
User Information Optional *1
Security Contet Optional *1
Confidentiality Optional *1
Components Optional *2

Note 1: These dialogue portion paramet&dOULD only be optionally included in thERSPmessage when it is issued
in response to aMQRY message. Whethe TRSPmessage is in response td @NV message, the dialogue por
tion parameterSHOULD NOT be included in th&#RSPmessage.

Note 2: Any componentsSHOULD be included in th& RSPmessagesut MAY be formatted in separate AUCompo-
nent Handling (CH) messages.

3.3.6. U-Abort(TUAB)

The TUA peer sends abl-Abort (TUAB) message when it wishes to abort a dialogue, either und&ruser control
(TC-U-ABORT).

When sent in response toT®RY message, th€UAB message mgtively confirms and aborts a dialogue; when in re-
sponse to a reagd TCNVmessage, it only aborts a dialogue.

The TUAB message corresponds to the ITU-T ‘TC-U-ABDRrimitive?-771 the ITU-T ‘Abort’ messag®-’’3and the
ANSI ‘Abort’ messaggl-114

The TUAB message is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B i T T T S S i o S s

| Tag = 0x040D | Length = 8 |
e e +
| Abort Reason |
L L +
| Tag = 0x0405 | Lengt h |
e e +
\ \
/ Originating Address /
\ \
L L +
| Tag = 0x0406 | Lengt h |
e e +
\ \
/ Appl i cation Context Name /
\ \
L L +
| Tag = 0x0407 | Lengt h |
e e +
\ \
/ User Information /
\ \
B e e s e i S S S S i e A s

The TUAB message can contain the feliag parameters:
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Parameters

Abort Reason Mandatory
Application Contgt Name Conditional  *1
User Information Optional *2

Note 1: These dialogue portion paramet&<dOULD only be optionally included in thEUAB message when it is issued
in response to aRQRY message. Whetihe TUAB message is in response td @NVmessage, the dialogue por
tion parameterSHOULD NOT be included in th& UAB message.

Note 2: The User Information parameter carriey alser Abort Information.
3.3.7. P-Abort(TPAB)

The TUA peer sends aR-Abort (TRAB) message when it wishes to abort a dialogue, either und&rcdhtrol (TC-P-
ABORT).

The TPAB message corresponds to the ITU-T ‘TC-P-ABORrimitiveQ-77 the ITU-T ‘Abort’ message-’’3and the
ANSI ‘Abort’ messaggl-114

The TPAB message is formatted as folls:

0 1 2 3

01234567890123456789012345678901
B e e s i i S S S ik i S S S N b s
| Tag = 0x040B | Length = 8 |
e e +

| Abort Cause |
B e s s e i S S e s t s T el i i S S S e

The TPAB message can contain the feliog parameters:

Parameters
Abort Cause Mandatory

3.3.8. NoticeTNOT)

An SG sends &lotice (TNQ) message when it wishes to inform the ASP of a adtwondition that concerns the
transmission of TCAP or T messages to the remote TC-User in a dial8gié It is uised at the SG when an SCCP mes-
sage containing TC-User information from an AS has been returned in a UDTS when the "Return Opti@s' $leigimthe
Quality of Service parameters when the messatgesent.

The TNOT message corresponds to the IT8F1TC-NOTICE primitive.

The TNOT message is formatted as folls:

0 1 2 3

01234567890123456789012345678901
B S S i i S S S e T T s s i S S S
| Tag = 0x040C | Length = 8 |
e, e, +

| Report Cause |
B et s i i S i Tl T s i i i S S S S

The TNOT message can contain the feliog parameters:

Parameters
Report cause Mandatory
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3.4. TUA Component Handling (CH) Messages

The following section describes the AUWComponent Handling messages and parameter confEinésgeneral message
format includes a Common Message HeadeflUA Message Headest CH Message Headgfollowed by a list of zero or
more parameters as defined by the Messgge.TFor forward compatibility dl Message JpesMAY have dtached op-
tional parameters in addition to the message headers.

Component Handling (CH) messages are used toegommponents associated with operations within a dialogue.
They are issued prior to the Dialogue Handling (DH) message with whighatleeassociated,ub are receied dter recev-
ing a Dialogue Handling (DH) message that has the "Components Present" bit set in the Dialogue Flags parameter within 1
DH message.

3.4.1. CHMessage Header

In addition to the Common Message Header an8 Méssage Headea gecific message header is included forATU
Component Handling (CH) messagd$ie CH Message Header will immediately fallthe TUA Message Header in these
messages.

The CH Messge Headerif formatted as follavs:

0 1 2 3
01234567890123456789012345678901
B T T T T T T

| Tag = 0x0411 | Length = 8 |
Fe e e e e e e e e e e e . Fe e e e e e e e e e e e . +
[ I nvoke 1d |
g e e e e e e meeaeaaaaa +
| Tag = 0x0412 | Length = 8 |
Fe e e e e e e e e e e e . Fe e e e e e e e e e e e . +
[ Li nked Id |

B T T T T S i S S T T

The CH Messge Headercan contain the follwing parameters:

Parameters
Invole Id Mandatory
Linked Id Optional

3.4.2. Irvoke (CINV)

Thelnvoke (CINV) message is used to/oke an operation within a dialogue.

The CINV message corresponds to the ITU-T ‘TC-IOKE’ primitiveQ-7’L the ITU-T ‘Invoke’ componer®-773 and
the ANSI ‘Invoke (Last)’ and ‘Irvoke (Not Last)’ componenig-114

The CINV message is formatted as folls:
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0 1 2 3
01234567890123456789012345678901
B e

| Tag = 0x0413 | Length = 8 |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
| Conmponent Fl ags |
oo oo +
| Tag = 0x0418 | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
| Ti meout |
oo oo +
| Tag = 0x0414 | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Operation /
\ \
oo oo +
| Tag = 0x0415 | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Par anet ers /
\ \
T e S i s s S S S L TR Tr

The CINV message can contain the foliog parameters:

Parameters

Component Flgs Mandatory  *1
Timeout Mandatory
Operation Mandatory
Parametes Optional

Note 1: The Component Flags paramekAY be ignored by the recair of the CINV message for ITU-T protocolavi-
ants of TC-Users that do not support the concept of a "Not Last" TOKE/primitive.

3.4.3. Resul{CRES)

TheResult (CREShessage is used to report the successful completion of an operation within a dialogue.

The CRESmessage corresponds to the ITU-T ‘TC-RES$ULand ‘TC-RESUI-NL’ primitivesQ-771 the ITU-T ‘Re-
turn Result (Last)’ and ‘Return Result (Not Last)’ comporféritSand the ANSI ‘Return Result (Last)’ and ‘Return Result
(Not Last)’ components.

The CRESmessage is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B i T T S S S S i S S S S

| Tag = 0x0413 | Length = 8 |
L L +
| Conponent Fl ags |
L L +
| Tag = 0x0414 | Lengt h |
L L +
\ \
/ Operation /
\ \
L L +
| Tag = 0x0415 | Lengt h |
L L +
\ \
/ Par aneters /
\ \
B e s e e i S S il ik T i i i S S e e
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The CRESmessage can contain the feliog parameters:

Parameters

Component Flgs Mandatory
Operation Conditional  *1
Parametes Optional

Note 1: The Operation paramet®fUST be present in thERES message when thewRmeters parameter is also present.
3.4.4. Error (CERR)

TheError (CERR)message is used to report théure of an operation within a dialogue.

The CERR message corresponds to the ITU-T ‘TC-U-EBRR primitive?771 the ITU-T ‘Return Error
componerfe-’73and the ANSI ‘Return Error’ componéatl14

The CERRmessage is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B S

| Tag = 0x0416 | Lengt h |
Foom e e e e e e e oo oo Foom e e - e e e e oo oo +
\ \
/ Error /
\ \
Fo oo Fom o +
| Tag = 0x0415 | Lengt h |
Foom e e e e e e e oo oo Foom e e - e e e e oo oo +

\
Par aneters /

\

T T i S T T o e T e

The CERRmessage can contain the foliog parameters:

Parameters
Error Mandatory
Parametes Conditional *1

Note 1: TheParametes parameter is only included in the message for specific error codes.
3.4.5. Rejeci{CREJ)
TheReject (CREJnessage is used to reject an operation within a dialogue.

The CREJmessage corresponds to the ITU-T ‘TC-L-REJECT’, ‘TC-R-REJECT’ and ‘TC-U-REJECT’ weg®iti 73
the ITU-T ‘Reject’ componeR’’3and the ANSI ‘Reject’ componeit114

The CREJmessage is formatted as folls:

0 1 2 3

01234567890123456789012345678901

B e e e I ik ol NI I R S S e S S o i S S i i S T R e e e e
Tag = 0x0417 | Lengt h

\ \
/ Pr obl em Code /
\ \
R NI e i T S T R e ke it it (EIE I R S R T S et eI I S R N
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The CREJmessage can contain the feliog parameters:

Parameters
Problem Code Mandatory

3.4.6. Cance[CCAN)
TheCancel (CCAN)message is used to cancel an operation within a dialogue.i
The CCANmessage corresponds to the ITU-T ‘TC-L-CANCEhd ‘TC-U-CANCEL primitivesQ-771
The CCANmessage presently contains no Messagm-Epecific parameters.

3.5. SS7Signalling Network Management (SSNM) Messages

SS7 Signalling Netark Management (SSNM) Messages are used teegoretwork management information to the
TC-User Theses messages correspond to specific AFBTN-PCSATE and N-COORD primitves.

3.5.1. DestinationUnavailable (DUNA)

The Destination Unavailable (DUNA) message is sent from an SGP to all concerned ASPs to indicate vhiabila
ity of an SS7 SCCP subsystem or signalling poirtie TC-User at the ASP ixgected to stop tri€ to TC-User peers at
the afected subsystems or signalling points via the SG initiatin@thidA message.

When theDUNA message contains ti8ibsystem Numbearameterthe message corresponds to the IT®Z¥land
ANSITL.112:N_STATE’ primitive. When theDUNA message does not contain Sigbsystem Numbearametermessage,
the message corresponds to the IT®Z¥Land ANSI'1-112‘N-PCSTATE’ primitive.

The DUNA message is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B i T T S S S S i S S SRR S

| Tag = 0x0006 | Lengt h |
e e +
\ \
/ Routi ng Cont ext /
\ \
L L +
| Tag = 0x0012 | Lengt h |
e e +
\ \
/ Af f ected Point Code /
\ \
L L +
| Tag = 0x0419 | Length = 8 |
e e +
| Subsyst em Nunber |
L L +
| Tag = Ox041A | Length = 8 |
e e +
| Subsystem Mul tiplicity Indicator |
L L +
| Tag = 0x0004 | Lengt h |
e e +
\ \
/ Info String /
\ \
B e s s i i e S S S T i S S S

The DUNA message can contain the feliog parameters:

B. Bidulock Version 0.0 Page 27



Inter net Draft SS7 TCAP-User Adaptation Layer January 10, 2002

Parameters

Routing Contet Mandatory
Affected Bint Code Mandatory
Subsystem Number Conditional  *1
Subsystem Multiplicity Indicator Optional *2
Info String Optional

Note 1: The Subsystem NumbparameteSHALL be present in thBUNA message when indicating the uaability of
a absystem, an&HALL NO T be present when indicating the uaitability of a signalling point.

Note 2: The Subsystem Multiplicity IndicatgrarameteSHOULD NOT be present in thBUNA message when tieub-
system Numbgrarameter is not also present.

3.5.2. DestinationAvailable (DAVA)

The Destination Available (DAVA) message is sent from an SGP to all concerned ASPs to indicateithbility of
an SS7 SCCP Subsystem or signalling poirite TC-User at the ASP ig@ected to resume tifaf to TC-Users peers at the
affected subsystems or signalling points via the SG initiatin@®&\ message.

When theDAVA message contains tiBubsystem Numbearameterthe message corresponds to the 1T and
ANSITL112:N_STATE’ primitive. When theDAVA message does not contain Bigbsystem Numbearametermessage,
the message corresponds to the IT®Z¥Land ANSI'1-112‘N-PCSTATE’ primitive.

The DAVA message is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B S T S T S S S S i S e TS

| Tag = 0x0006 | Lengt h |
e . +
\ \
/ Routi ng Cont ext /
\ \
L L +
| Tag = 0x0012 | Lengt h |
e . +
\ \
/ Af f ected Point Code /
\ \
L L +
| Tag = 0x0419 | Length = 8 |
e . +
| Subsyst em Nunber |
L L +
| Tag = Ox041A | Length = 8 |
e . +
| Subsystem Mul tiplicity Indicator |
L L +
| Tag = 0x0004 | Lengt h |
e e +
\ \
/ Info String /
\ \
B e e s T i i S S S i S S S 3

The DAVA message can contain the feliog parameters:

Parameters

Routing Contet Mandatory
Affected Bint Code Mandatory
Subsystem Number Conditional  *1
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Note 1:

Note 2:

Subsystem Multiplicity Indicator Optional *2
Info String Optional

The Subsystem NumbearameteSHALL be present in thBAVA message when indicating theagability of a
subsystem, anBHALL NO T be present when indicating theadiability of a signalling point.

The Subsystem Multiplicity IndicatggarameteSHOULD NOT be present in thBAVA message when tHgub-
system Numbgrarameter is not also present.

3.5.3. DestinationState Audit (DAUD)

The Destination State Aidit (DAUD) message is sent from an ASP to an SG to querwtilaflity state of routes to
SS7 SCCP subsystems or signalling poilssDAUD messageMAY be sent periodically after the ASP has reegia
DUNA message, and untilRAVA is receved for the afected subsystem or signalling poifthe DAUD message can also
be sent when an ASP re@os from isolation from the SG.

When theDAVA message contains tt&ubsystem Numb@arameterthe message is soliciting responses that corre-
spond to the ITU-®711and ANSI1-112‘N-STATE’ primitive. When theDAVA message does not contain Bigbsystem
Numberparametgrmessage, the message soliciting responses that correspond to th® Tfliamd ANSI1-112N-pC-
STATE’ primitive.

The DAUD message is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B e

| Tag = 0x0006 | Lengt h |

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Rout i ng Cont ext /
\ \
o oo oo +
| Tag = 0x0012 | Lengt h |

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Af fected Point Code /
\ \
o oo o oo +
| Tag = 0x0419 | Length = 8 |

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
| Subsyst em Nunber |

o oo oo +
| Tag = 0x0004 | Lengt h |

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\

/ Info String

B i S

The DAUD message can contain the foliog parameters:

Note 1:

B. Bidulock

Parameters

Routing Contet Mandatory
Affected Bint Code Mandatory
Subsystem Number Conditional  *1
Info String Optional

The Subsystem NumbparameteSHALL be present in thBAVA message when auditing the status of a subsys-
tem, andSHALL NOT be present when auditing the status of a signalling point.
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3.5.4. Network Congestion (SCON)

The Network Congestion (SCON)message is sent from an SG to all concerned ASPs to indicate that the congestion
level in the SS7 netark to a specified subsystem or signalling point has changed. The TC-User at the A&#tisdeto
stop trafic at the indicated importancevi@to TC-User peers at thefa€ted subsystems or signalling points via the SG initi-
ating theSCON message.

When theSCON message contains tiBibsystem Numbearameterthe message corresponds to the IT®7¥and
ANSITL.112:N_.STATE’ primitive. When theSCON message does not contain Bigbsystem Numbearametermessage,
the message corresponds to the IT®Z¥land ANSII'1-112‘N-PCSTATE’ primitive.

The SCONmessage is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B T T T S S T S S S S e e S

| Tag = 0x0006 | Length |
e, e, +
\ \
/ Rout i ng Cont ext /
\ \
B B +
| Tag = 0x0012 | Lengt h |
e, e, +
\ \
/ Af fected Point Code /
\ \
B B +
| Tag = 0x041B | Length = 8 |
e, e, +
| Congestion Level |
B B +
| Tag = 0x0419 | Length = 8 |
e, e, +
| Subsyst em Nunber |
B B +
| Tag = Ox041A | Length = 8 |
e, e, +
| Subsystem Mul tiplicity |ndicator |
B B +
| Tag = 0x0004 | Length |
e, B +
\ \
/ Info String /
\ \
B e s s i i i S e S S S S e e R E o

The SCONmessage can contain the feliag parameters:

Parameters

Routing Contet Mandatory
Affected Bint Code Mandatory
Congestion Leel Mandatory
Subsystem Number Optional *1
Subsystem Multiplicity Indicator Optional *2
Info String Optional

Note 1: The Subsystem NumbparameteSHALL be present in th8CON message when indicating the congestion of a
subsystem, anBHALL NO T be present when indicating the congestion of a signalling point.

Note 2: The Subsystem Multiplicity IndicatgrarameteSHOULD NOT be present in thECON message when tiféub-
system Numbgrarameter is not also present.
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3.5.5. DestinationUser Part Unavailable (DUPU)

The Destination User Rart Unavailable (DUPU) message is sent from an SG to all concerned ASPs to indicate the un-
awailability of an SS7 SCCP

The DUPU message corresponds to the F(-1and ANSIT1-112‘N-PCSTATE’ primitive.

The DUPU message is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B T T T e e S S S o e S

| Tag = 0x0006 | Length |

B B +
\ \
/ Rout i ng Cont ext /
\ \
B o +
| Tag = 0x0012 | Lengt h |

B B +
\ \
/ Af fected Point Code /
\ \
B o +
| Tag = 0x041C | Length = 8 |

B e, +
| User/ Cause |

B o +
| Tag = 0x0004 | Length |

B B +
\

/ Info String

B S S S i S S T i S S S S S R e T

The DUPU message can contain the feliog parameters:

Parameters

Routing Contet Mandatory
Affected Bint Code Mandatory
User/Cause Mandatory  *1
Info String Optional

Note 1: TheUserfield of the)User/Causgarameter must indicate an SCCP MTP-User part and can be ignored by the re-
ceiver of the DUPU message.

3.5.6. DestinationRestricted (DRST)

The Destination Restricted (DRST)message is sent from an SG to all concerned ASPs to indicate one of the follo
ing:

(1) Avreplicated subsystem is requesting that thé\ Tayer at the ASP accept transactions for tfiecefd subsystem.
The TUA layer at the ASP isxpected to determine whether it can accept thédraff the afected subsystem and re-
spond with @DRST message.

(2) An SG representing a signalling transfer point is requesting that tAel @yér at the ASP routing messageficaf
via an alternate SG if possible.

The DRST is sent from an ASP to an SG in response BIR&T from the SG when the TAJlayer at the ASP is pre-
pared to accept tréd for the afected subsystem.

When theDRST message contains tiubsystem Numbgarameterthis message corresponds to the ®131 and
ANSIT1-112:N-COORD’ primitive. When theDRST message contains tiSibsystem Multiplicity Indicatquarameterthe
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message corresponds to the ‘Request’ and ‘Indication’ forms of the ‘N-COORD’ pemtien it dos not include the pa-
rameterit corresponds to the ‘Response’ and ‘Confirm’ forms of the ‘N-COORD’ primiti

When theDRST message does not contain Sigbsystem Numbparameterthe message corresponds to the #1134
and ANST1111Transfer Restricted’ message.

TheDRSTmessage is formatted as folls:

0 1

01234567890123456789012345678901

2

3

B T T S S T o Sl S S S S S S

| Tag = 0x0006 | Length
e, e
\

/ Rout i ng Cont ext

\

B B
| Tag = 0x0012 | Lengt h
e, e
\

/ Af fected Point Code

\

B B
| Tag = 0x0419 | Length =
e, e,
| Subsyst em Nunber

B B
| Tag = Ox041A | Length =
e, e,
| Subsystem Mul tiplicity |ndicator

B B
\

/ Info String

B T T i S S S D T T

The DRSTmessage can contain the feliog parameters:

Parameters

Routing Contet

Affected Bint Code

Subsystem Number
Subsystem Multiplicity Indicator
Info String

Mandatory
Mandatory *1
Conditional  *2
Conditional  *3
Optional

B R S S

\
/
\
+

Note 1: The Affected Point Code refers to the node which has become restricted or which has requested coordinated s

vice outage.

Note 2: The Subsystem NumbparametelSHALL be present in th8CON message when requesting or responding to a
subsystem coordinated service outage,SHALL NO T be present when indicating the restriction of a signalling

point.

Note 3: The Subsystem Multiplicity IndicatgrarameteSHOULD NOT be present in thECON message when tifeub-
system Numbagyarameter is not also preseiithe Subsystem Multiplicity IndicatqrarameteSHALL be present
in the SCON message when requesting or indicating a coordinated service outaghlAbhd NO T be present
when responding to or confirming a coordinated service outage.

3.6. Application Server Process State Maintenance (ASPSM) Messages

3.6.1. ASPUp (UP)

The ASP Up (UP)nessage is used to indicate to a remoté& Ppder that the Adaptation layer is up and running.

B. Bidulock
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The ASP UPmessage is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B T T T T S S i S

| Tag = 0x0011 | Lengt h

e, e, +

| ASP | dentifier |

B B +

| Tag = 0x0004 | Lengt h

e, e, +
Info String

\ \
/ /
\ \
B T T S S T o1 Sl SH S S S S S S

The ASP UPmessage can contain the feliog parameters:

Parameters
ASP ldentifier Conditional *1
Info String Optional

Note 1: ASP IdentifierMUST be used where the IPSP/SGP cannot identify the ASP by pre-configured address/port num-
ber information (e.g, where an ASP is resident on a Host using dynamic address/port number assignment).

3.6.2. ASPUp Ack (UP ACK)
The ASP Up Ak (UP ACK) message is used to ackriedge amASP UPmessage reoed from a remote TH peer

The ASP UP £K message is formatted as folls:

0 1 2 3
01234567890123456789012345678901
i S it T i i i i S S S S it SN
| Tag = 0x0004 | Lengt h |
Foom e e - e e e e oo oo Foom e e - e e e e oo oo +

\

Info String /

\

B e e o i i i i I S S S S S e
The ASP UP £K message can contain the feliog parameters:

Parameters
Info String Optional

3.6.3. ASPDown (DOWN)
The ASP Down (D®&/N)message is used to indicate to a remot@ peer that the adaptation layer is not running.

The ASP DQVNmessage is formatted as folls:

0 1 2 3

01234567890123456789012345678901

B e i i i I e i e s o i o
Tag = 0x0004 | Lengt h

\ \
/ Info String /
\ \
B e e T ik ol i I R S S S S e S ik ik (NI T R e S R e

The ASP DAQVNmessage can contain the feliog parameters:
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Parameters
Info String Optional

3.6.4. ASPDown Ack (DOWN ACK)

The ASP Down Alc (DOWN ACK) message is used to ackrledge anASP DQVN message recgd from a remote
TUA peer

The ASP DQVN ACK message is formatted as folls:

0 1 2 3

01234567890123456789012345678901
B e s s e i S S S I  E t T T o i i S S S S
| Tag = 0x0004 | Lengt h

\
/ Info String /
\ \
B et s s i i S S e t T T s i i S S S S
The ASP DQVN ACK message can contain the feliog parameters:

Parameters
Info String Optional

Note: TheASP DQVN ACK message will abays be sent to ackmdedge amASP DAQVN message.
3.6.5. Heartbeat(BEAT)
TheHeartbeat (BEA) message is optionally used to ensure that th& péérs are still\ailable to each other

The BEAT message is formatted as folle:

0 1 2 3

01234567890123456789012345678901
B Tk i T S e S e Tl sl i s S S S S S SR
| Tag = 0x0009 | Length

\
/ Hear t beat Data /
\ \
B et s i i ik ik S S S R b
The BEAT message can contain the feliog parameters:

Parameters
Heartbeat Data Optional

3.6.6. HeartbeatAck (BEAT ACK)

TheHeartbeat £K (BEAT ACK) message is sent in response BEAT message. AeerMUST send aBEAT ACKin
response to BEAT message. lincludes all the parameters of the regediBEAT message, without gichange.

The BEAT ACK message is formatted as folls:
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0 1 2 3
01234567890123456789012345678901
B e

| Tag = 0x0009 | Lengt h |
- - e oo oo oo oo oo o Foom - e - oo oo oo oo oo +
\ \
/ Hear t beat Data /
\ \
B e

The BEAT ACK message can contain the feiog parameters:

Parameters

Heartbeat Data Optional

3.7. Application Server Process Taffic Maintenance (ASPTM) Messages

3.7.1. ASPActive (ASPAC)

The ASP Active (ASRC) message is sent by an ASP to indicate to a remofepBdr that it is Actie and ready to pro-
cess signalling tréit for a particular Application Seev

The ASRAC message is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B i T T S S S S i S S S S S

| Tag = 0x0006 | Lengt h |
e L +
\ \
/ Routi ng Cont ext /
\ \
L L +
| Tag = 0x000B | Length = 8 |
e L +
| Traffic Mode Type |
L L +
| Tag = 0x0004 | Lengt h |
e L +
\ \
/ Info String /
\ \
B e e s e i S S S e t T T o i i S S S S

The ASRAC message can contain the foliog parameters:

Note 1:

Note 2:

Parameters

Routing Contet Conditional  *1
Traffic Mode ype Optional *2
Info String Optional

When an ASP is gistered or configured for multiple AS with an SG, the Routing Goatesociated with the AS
whose actiation is being requestddUST be placed in thASFAC message.

The Traffic Mode Type parameter is not necessary in A®AC message when both peers angra of the trdic
mode of the AS by configuration omgietration.

3.7.2. ASPActive Ack (ASPAC ACK)

The ASP Active Ac (ASFAC) Ack message is used to ackredge anASFAC message recesd from a remote TA

peer

B. Bidulock
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The ASRAC AK message is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B T T T T S S i T S S S

| Tag = 0x0006 | Length |
e, e, +
\ \
/ Rout i ng Cont ext /
\ \
B B +
| Tag = 0x000B | Length = 8 |
e, e, +
| Traffic Mbde Type |
B B +
| Tag = 0x0004 | Length |
e, B +
Info String

\
/
\
B S S S i o I S S i T S S S S S S S

The ASRAC AK message can contain the feliog parameters:

Parameters

Routing Contet Conditional  *1
Traffic Mode ype Optional

Info String Optional

Note 1: When an ASP is ggstered or configured for multiple AS with an SG, the Routing Golatesociated with the AS
whose actiation is being ackneledgedMUST be placed in th@SRAC AK message.

3.7.3. ASPInactive (ASPIA)

The ASP Inactive (ASPlAnessage is sent by an ASP to indicate to a remofepBdr that it is no longer processing
signalling trafic within a particular Application Seev

The ASPIAmessage is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B T i i S T EE

| Tag = 0x0006 | Lengt h |
Foom e e e e e e e oo oo Foom e e - e e e e oo oo +
\ \
/ Rout i ng Cont ext /
\ \
Fo oo Fo oo +
| Tag = 0x0004 | Lengt h |
Foom e e e e e e e oo oo Foom e e - e e e e oo oo +
I NFO String

\
/
\
B i S D i S A T

The ASPIA message can contain the follog parameters:

Parameters
Routing Contet Conditional  *1
INFO String Optional

Note 1: When an ASP is gistered or configured for multiple AS with an SG, the Routing Golatesociated with the AS
whose deactgtion is being requestddUST be placed in thASPIAmessage.
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3.7.4. ASPInactive Ack (ASPIA ACK)

The ASP Inactive Ac (ASPIA ACK) message is used to ackviedge anrASPIAmessage recaid from a remote T@
peer

The ASPIAmessage is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B T o S S T 1 Sl S S S S S

| Tag = 0x0006 | Length |
e, e, +
\ \
/ Rout i ng Cont ext /
\ \
o mm e e e m e e e e e aaa s o mm e e e e e e e e e aaa +
| Tag = 0x0004 | Length |
e, e, +
\ \
/ I NFO String /
\ \
B T i T S S S T e i T s i i o S o S S S S S

The ASPIAmessage can contain the foliog parameters:

Parameters
Routing Contet Conditional  *1
INFO String Optional

Note 1: When an ASP is ggstered or configured for multiple AS with an SG, the Routing Golatesociated with the AS
whose deactgtion is being ackneledgedMUST be placed in thASPIA ACK message.

3.8. Managemen{MGMT) Messages
3.8.1. Error (ERR)

The Error (ERR)message is used by a Alpeer to indicate an error situatioERRmessageMUST NOT be gener
ated in response to othERRmessages.

The ERRmessage is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B S T EE

| Tag = 0x000C | Length = 8 |
Foom e e e e e e e oo oo Foom e e e e e e e oo oo +
| Error Code |
Fo oo Fom o +
| Tag = 0x0006 | Lengt h |
Foom e e e e e e e oo oo Foom e e - e e e e oo oo +
\ \
/ Rout i ng Cont ext /
\ \
Fo oo Fo oo +
| Tag = 0x0012 | Lengt h |
Foom e e e e e e e oo oo Foom e e - e e e e oo oo +
\ \
/ Af fected Point Code /
\ \
Fo oo Fom o +
| Tag = 0x0419 | Length = 8 |
Foom e e e e e e e oo oo Foom e e - e e e e oo oo +
| Subsyst em Nunber |
Fo oo Fo oo +
| Tag = 0x041D | Length = 8 |
Foom e e e e e e e oo oo Foom e e - e e e e oo oo +
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| Net wor k Appear ance |

oo oo +
| Tag = 0x0007 | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Di agnostic Info /
\ \
T i S i S ik Sk S SR SR S S A

The ERRmessage can contain the foliog parameters:

Parameters

Error Code Mandatory
Routing Contet Conditional  *1
Affected Bint Code Conditional  *2
Subsystem Number Conditional  *3
Network Appeance Conditional  *4
Diagnostic Info Conditional  *5

Note 1: When the Error Code is "Walid Routing Contgt," the Routing Contd parameteMUST contain the imalid rout-
ing contet value(s).

Note 2: When the Error Code is "Destination Status Unknibor "Subsystem Status Unkmn," the Afected Point Code
parameteMUST contain the point codes for which status is unkmor unauthorized.

Note 3: When the Error Code is "Subsystem Status Unkn'dthe Subsystem Number parameéfdST contain the sub-
system for which status is unkmo or unauthorized.

Note 4: When the Error Code is "Walid Network Appearance,” the Netwk Appearance paramet®fUST contains the
invalid network appearancealue.

Note 5: The Diagnostic Info paramet&HOULD contain the first 40 bytes of the message that caused the ERR message
to be sent.

3.8.2. Notify(NTFY)
The Notify message is used to yide an autonomous indication of Aldvents at an SG or IPSP to an ASP

TheNTFYmessage is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B S T S T i S T i S S S S S S e e S

| Tag = 0x000D | Length = 8 |
e e +
| St at us |
L L +
| Tag = 0x0011 | Lengt h |
e e +
| ASP ldentifier |
L L

| Tag = 0x0006 | Lengt h |
e e +
\ \
/ Routi ng Cont ext /
\ \
L L +
| Tag = 0x0004 | Lengt h |
e e +
\ \
/ Info String /
\ \
B e s s i i e e S S T ol i S SN S S S
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TheNTFYmessage can contain the feliog parameters:

Parameters

Status Mandatory

ASP ldentifier Conditional  *1
Routing Contet Conditional  *2
Info String Optional

Note 1: ASP IdentifierMUST be used where the IPSP/SGP cannot identify the ASP by pre-configured address/port num-
ber information (e.g, where an ASP is resident on a Host using dynamic address/port number assignment) and t
Status parameter is set to "Alternate ASP&tor "ASP FRailure".

Note 2: When an ASP is mstered or configured for multiple AS with an SG, to identify the Applicationegehe Rout-
ing Contet associated with the AS whose state is being notfifie$T be placed in th& TFY message when the
Status parameter is set to "AS_State_Change".

3.9. RoutingKey Management (RKM) Messages

Routing Ky Management (RKM)messages are used to manage the Routayg Kat are used by an SG to directficaf
toward an Application Sewer.

3.9.1. RegistrationRequest (REG REQ)

The Rayistration Request (REG RE@jessage is sent by an ASP to indicate to a remafepBdr that it wishes to ge
ister one or more gén Routing Keys with the remote peerTypically, an ASP would send this message to an S& e-
pects to recge a FEG RSP message in return with an associated Routing>Cweatee.

TheREG REQmessage is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B S R

| Tag = Ox041E | Lengt h

Foom e e e e e e e oo oo Foom e e e e e e e oo oo +
\ \
/ Routing Key 1 /
\ \
Fo oo Fo oo +
\ \
/ - /
\ \
Fo oo Fo oo +
| Tag = Ox041E | Lengt h

Foom e e e e e e e oo oo oo Foom e e e e e e e oo oo +
\

/ Routing Key n

\
/
\ \
B S S S R E

TheREG REQmessage can contain the feliog parameters:

Parameters
Routing key Mandatory  *1

Note 1: One or more Routing & parameterdMAY be included in a singIREG REQmessage. Whereasis OP-
TIONAL for an implementation to be able to generaRE&s REQmessage with more than one RoutingyKa-
rameterit is REQUIRED that the implementation be able to reeefrultiple Routing key parameters in a single
REG REQmessage.
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The Rayistration Response (REG RSRgssage is sent by an SG to an ASP to indicate the result ofieupiREG
REQ from an ASP When successful, thREG RSPmessage contains the Routing Cahtassigned to the one or more
Routing Keys that were presented in tREG REQ mesga

TheREG RSHnessage is formatted as folls:

0 1 2 3
01234567890123456789012345678901

B S S S i S S S S S S i S S S S R e o

| Tag = Ox041F | Lengt h
e, e,
\

/ Regi stration Result 1

\

B B
\

/

\

B B
| Tag = Ox041F | Lengt h
e, e,
\

/ Regi stration Result n

B S S S i S S S S S S i S S S S R e o

TheREG RSHnessage can contain the feliog parameters:

Note 1:

Parameters

Ragistration Result Mandatory  *1

+

\
/
\
+

REG RSRnessage. Whereitsis OPTIONAL for an implementation to be able to generaRE®> RSRnessage
with more than one Routingey parameterit is REQUIRED that the implementation be able to reeeirultiple

Routing Key parameters in a sSihgREG RSHnessage.

3.9.3. Deegistration Request (DEREG REQ)

The Deregstration Request (DEREG RE@jessage is sent by an ASP to indicate to a remotepEér that it wishes
to dergjister a gien Routing Key & identified by the gien Routing Cont&t. Typically, an ASP would send this message to
an SGPand epects to recee aDEREG RSPnessage in return with the associated Routing Qbwusdue.

The DEREG REQnessage is formatted as folls:

0 1 2 3
012345678901234567890123456789¢01

B e i s T e i S S S S e ke T i i S S S
| Tag = 0x0006 | Lengt h

L L
\

/ Routi ng Cont ext

\

B e i s T e i S S S S e ke T i i S S S

The DEREG REQnessage contains the follimg parameters:

Note 1:

B. Bidulock

Parameters
Routing Contet Mandatory  *1

+

I
+

\
/
\
+

One or more Routing ContevaluesMAY be included in the Routing Comteparameter Whereas it iSOP-
TIONAL for an implementation to be able to generaleEREG REQmessage with multiple Routing Coxte
values in the Routing Conte parameterit is REQUIRED that an implementation be able to reeeirultiple

Version 0.0
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Routing Contgt values in the Routing Conteparameter of thBEREG REQnessage.
3.9.4. Deegistration Response (DEREG RSP)

The Deregstration Response (DEREG RSRgssage is used as a response tDHREG REQmessage from a remote
TUA peer

The DEREG REQnessage is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B T T e T S S TR

[ Tag = 0x0420 | Length = 12 |
e, e, +
| Deregistration Result 1 |
B B +
\ \
/ . /
\ \
B B +
[ Tag = 0x0420 | Length = 12 |
e, B +

| Deregistration Result n |
B T T S e e T S S S S Tk Tk S S S S S S

The DEREG REQnessage contains the folllmg parameters:

Parameters
Deregstration Result Mandatory  *1

Note 1: One or more Deggstration Result parameted$AY be included in on®EREG RSPnessage. Where#ss OP-
TIONAL for an implementation to be able to general@EREG RSHnessage with multiple Dagistration Re-
sult parameters, it REQUIRED that an implementation be able to reeeirultiple Dergjistration Result param-
eters in a SingI®EREG RSMPnessage.

3.10. CommonParameters

These TWI parameters are common across théedéht adaptation layers.
Parameter Name  Parameter ID  Section

Reserved 0x0000 -
Not used in TW 0x0001 -
Not used in TW 0x0002 -
Not used in TW 0x0003 -
Info String 0x0004 3.10.1
Not used in TW 0x0005 -
Routing Contet 0x0006 3.10.2
Diagnostic Info 0x0007 3.10.3
Not used in TW 0x0008 -
Heartbeat Data 0x0009 3.10.4
Not used in TW 0x000A -
Traffic Mode pe 0x000B 3.10.5
Error Code 0x000C 3.10.6
Status 0x000D 3.10.7
Not used in TW 0x000E -
Not used in TW 0x000F -
Not used in TW 0x0010 -
ASP ldentifier 0x0011 3.10.8
Affected Bint Code 0x0012 3.10.9
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Correlation Id 0x0013 3.10.12

3.10.1. Inb String

Thelnfo Stringparameter is optionally included in all MGMASPSM and ASPTM messages toypde additional de-
bugging or diagnostic information.

Thelnfo Stringparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
T e S i i SR S S S A STl S SN S

| Tag = 0x0004 | Lengt h

\
/ Info String /
\ \
T i S i i SR S S S A ST S SN S

Thelnfo Stringparameter contains the foling fields:
Info String field: v ariable (ASCII string)

The Info Stringfield can carry anmeaningful 8-bit ASCII character string along with the messagmgth of the Info
String field is from 0 to 255 characterslo procedures are presently identified for its useitnplementations may use
the Info String for deligging purposes.

3.10.2. RoutingContext

The Routing Contet parameter is included in all FUSSNM, DH and CH messages as well as in MGMEPTM,
ASPSM that reference one or more Application 8exv TheRouting Contet parameter is used to uniquely identify an Ap-
plication Serer and Routing Ky within an association between an SGP and.ASP

TheRouting Contet parameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
T i S i S S S S ek T

| Tag = 0x0006 | Lengt h

\
/ Rout i ng Cont ext (s) /
\ \
B e i i S S e e T T e S S
TheRouting Contet parameter can contain the follmg fields:
Routing Context field: list of 32-bit (unsigned integer)
TheRouting Contet field contains (a list of) 32-bit unsigned igegs indging the Application Sewr trafic that the send-
ing ASP is configured or géstered to recee. There is 1:1 relationship between a Routing Cdantalue, an SG Routing
Key and an Application Seer [5].
3.10.3. Diagnostidnformation
The Diagnostic Infoparameter is used in the MGMT Error (ERR) message twade@dditional information concern-
ing the message that generated an Error message T@piagnostic InfoparameteSHOULD contain the first 40 bytes

of the message that generated the error

TheDiagnostic Infoparameter is formatted as folle:
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0 1 2 3
01234567890123456789012345678901
T e S i e i S S S S L TR

Tag = 0x0007 | Lengt h

\ \
/ Di agnostic Info /
\ \
T e S i e i S S S S L TR

TheDiagnostic Infoparameter contains the foling fields:
Diagnostic Info field: variable length (bytes)

The Diagnostic Infofield can contain gninformation germane to the error condition, to assist in the identification of the
error condition. The Diagnostic INfiHOULD be the first 40 bytes of thefehding message.

3.10.4. HeartbeatData

The Heartbeat Data parameter is used in the BEAnd BEAT-Ack messages and contains whaténformation the
sender of the BERmessage chooses to includgome uses for the Heartbeat Data parameter are described in Section 4.

TheHeartbeat Dataparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B i S s ik s i S S S S S S S

Tag = 0x0009 | Lengt h

\ \
/ Hear t beat Data /
\ \
B

TheHeartbeat Dataparameter contains the folking fields:
Heartbeat Data field: variable length (opaque)

The sending node defines the Heartbeat Data field contenay include a Heartbeat Sequence NumbeiliroeIstamp,

or other implementation specific detailhe recarer of a Heartbeat message does not process this field as it is only of
significance to the sendefhe receier MUST echo the content of the Heartbeat Data in a BB&k messageThe data

field can be used to store information in the heartbeat message useful to the sending node (e.g. the data field can contz
time stamp, a sequence numiate.).

3.10.5. Taffic Mode Type

The Traffic Mode Type parameter indicates thailfover and trafic distribution algorithm and procedures that will be
used for an Application Sesv Process serving an Application ServEach Application Serr has associated with it only
one Taffic Mode Type.

The Traffic Mode ypeparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
T i S i i S S S ek T

| Tag = 0x000B | Length = 8
Foom e e e e e e e oo o oo o Foom e e e e e e e oo o oo +

| Traffic Mode Type
B T i S i i S S S S L T

TheTraffic Mode ypeparameter contains the folling fields:

Tr affic Mode Type field: 32-bits (unsigned integer)
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The Traffic Mode Type field identifies the tri€ mode of operation of an ASP within an AShe \alid values for the
Traffic Mode Type field are as follos:

1 Overide
2 Loadshare
3 Broadcast

Within a Routing Contd, Override, Load-shareypes and Broadcast cannot be edx TheOverride \alue indicates that
the ASP is operating in @vwride mode, and that when the ASP becomeseaftti the Application Sewmy, it will take over
all trafiic for the AS (i.e, primary/back-up operation)eaiding ary currently actve ASP in the AS.In Load-share
mode, when the ASP becomes aetior the AS, the ASP will share in the fiafdistribution with ary other actve ASPs.
In Broadcast mode, when the ASP becomewsadbr the AS, the ASP will receg the same tréit as ay other actve
APSs.

3.10.6. Error Code

The Error Codeparameter is used in the Error (ERR) message to indicate the reason that the ERR nassgagerw

ated and, along with the other parameters in the Error message, help to locate the problem that generated the error condi

TheError Codeparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B T S i T S S S L r R T -
| Tag = 0x000C | Length = 8 |
Fo - e - e e e e e e e oo Foom e e e e e e e e e oo +

[ Error Code |
o dm e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e

TheError Codeparameter contains the foling fields:
Err or Code field: 32-bit (unsigned integer)

The Error Codefield indicates the reason for the Error Messabige Error Code fieldalue can be one of the folling
vaues:

1 Invdid Version
3 Unsupported Message Class
4 Unsupported Messagegfe
5  Unsupported flaffic Handling Mode
6  Unexpected Message
7  Protocol Error
9 Invdid Stream Identifier
13 Refused Management Blocking
14  ASPldentifier Required
15 Irvalid ASP Identifier
17  Irvalid Parameter ¥lue
18 FRarameter Field Error
19 Unepected Brameter
20 DestinatiorStatus Unknan
21  Irvalid Network Appearance
22 Noconfigured AS for ASP
23  Irvalid Routing Contet
24 SubsysterBtatus Unknan

The "Invalid Version" error is sent if a messagaswvecaied with an irvalid or unsupportedersion. TheError message
contains the supporte@ssion in the Common headerhe Error message could optionally yide the supportedersion in
the Diagnostic parameter
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The "Unsupported Message Class" error is sent if a message withxaected or unsupported Message Class is re-
ceived.

The "Unsupported Messagegpe" error is sent if a message with anxpeeted or unsupported Messaged is re-
ceived.

The "Unsupported raffic Handling Mode" error is sent by a SGP if an ASP sends an ASFeAxtissage with an un-
supported Taffic Mode Type or a Taffic Mode Type that is inconsistent with the presently configured mode for the Applica-
tion Serer. An example would be a case in which the SGP did not support load-sharing.

The "Unepected Message" errAY be sent if a defined and recognized message isveddbat is not gpected in
the current state (in some cases the ASP may optionally silently discard the message and not send an ErroiFaressage).
example, silent discard is used by an ASP if it remka DATA message from an SGP while iasvin the ASP-INCTIVE
state. Ifthe Unepected message contained Routing Cd(d® the Routing Conté(s) SHOULD be included in the Error
message.

The "Protocol Error" error is sent foryaprotocol anomaly (i.e., reception of a parameter that is syntactically correct
but unexpected in the current situation.

The "Invalid Stream Identifier" error is sent if a message is vedain an unexpected SCTP stream (e.g, a Management
message as receied on a gream other than "0", or a Data messa@s vecaied on sream "0").

The "Refused - Management Blocking" error is sent when an ASP Up or ASR Aetssage is reaad and the re-
quest is refused for management reasons (e.g, managemenit'lhckf this error is in response to an ASP Aetiressage,
the Routing Conte(s) in the ASP Actie messagé&SHOULD be included in the Error message.

The "ASP Identifier Required" is sent by a SGP in response to an ASP Up message which does not contain an A
Identifier parameter when the SGP requires driee ASPSHOULD resend the ASP Up message with an ASP Identifier

The "Invalid ASP Identifier" is send by a SGP in response to an ASP Up message witHidn(iie., non-unique) ASP
Identifier

The "Invalid Parameter ®lue" error is sent if a message is reegiwith an irvalid parameter alue (e.g, a DUPU mes-
sage vas receied with a Mask alue other than "0").

The "Rarameter Field Error" ould be sent if a message is reediwith a parameter ling a wrong length field.
The "Unepected Brameter” error auld be sent if a message contains aglith parameter

The "Destination Status Unkwa" Error MAY be sent if a BUD is receved a an SG inquiring of the wailability or
congestion status of a destination, and the SG does not wishvideptioe status (e.g, the sender is not authorized tw kno
the status).For this error the irvalid or unauthorized Point Code(B)UST be included along with gnNetwork Appear
ance or Routing Conteéassociated with the Point Code(s) from theJD message.

The "Invalid Network Appearance" error is sent by a SGP if an ASP sends a message withidr{uinconfigured)
Network Appearancealue. For this erroythe invalid (unconfigured) Netark AppearanceMUST be included in the Net-
work Appearance parameter in the Error message.

The "No Configured AS for ASP" error is sent if a message isveetfom a peer without a Routing Cortgarame-
ter and it is not knwn by configuration data which Application Sers are referenced.

The "Invalid Routing Cont&t" error is sent if a message is reedifrom a peer with an walid (unconfigured) Routing
Contet value, or if a message is ream from a peer without a Routing Cortgparameter and it is not kwa by configu-
ration data which Application Sexxs are referenced-or this error the invalid Routing Contgt(s) MUST be included in
the Error message.

The "Subsystem Status Unkma" Error MAY be sent if a BUD is receved a an SG inquiring of the wailability or
congestion status of a subsystem, and the SG does not wislvitteptte status (e.g, the sender is not authorized t@ kno
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the status).For this error the invalid or unauthorized Point Code and Subsystem Nuité¢$T be included along with an
Network Appearance or Routing Corteassociated with the Point Code and Subsystem Number fronAthE Bhessage.

3.10.7. Status

The Status parameter identifies the type of the status that is being notified in a Notify (NTFY) message and the Stat
ID.

The Statusparameter is formatted as falls:

0 1 2 3
01234567890123456789012345678901
B T T S S T 1 Sl S S S i S S
| Tag = 0x000D | Length = 8 |
Foom e e e e e e e e e oo Fom e e e e e e e e e oo +

| Status Type | Status ID |
B e s s e i e T i i S S S S S

The Statusparameter contains the foling fields:
Status Type field: 16-bits (unsigned integer)

The \alid values for Statusype field are as folles:

1 Application Serer state change (AS_State_Change)
2 Other

Status ID field: 16-bits (unsigned integer)
The Status ID parameter contains more detailed information for the notification, basedalndlaf the Statusype.

(1) Ifthe Status ype is "AS_State_Change", then the StatusdDes are as folles:

1 resered

2 Application Serer Inactve (AS-Inactive)

3 Application Serer Active (AS-Active)

4 Application Serer Pending (AS-Pending)

These notifications are sent from an SGP to an ASP upon a change in status of a particular Applicatiorh8erv
value reflects the mestate of the Application Seev.

(2) If the Status YIpe is "Other", then the folleing Status Informationalues are defined:

1 Insuficient ASP resources aedi in AS
2 Alternate ASP Actie
3  ASP hilure

These notifications are not based on the SGP reporting the state change of an ASahésuficient ASP
Resources case, the SGP is indicating to an "w@idiSP(s) in the AS that another ASP is required to handle the
load of the AS (Load-sharing mode or Broadcast mo#e).the Alternate ASP Acte case, an ASP is informed
when an alternate ASP transitions to the ASPv&ctiate in Oerride mode.

3.10.8. ASPdentifier

The ASP Identifieparameter is formatted as falls:
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0 1 2 3
01234567890123456789012345678901
T e S i e i S S S S L TR

| Tag = 0x0011 | Length = 8
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +

| ASP Identifier |
T e S i e i S S S S L TR

The ASP Identifieparameter contains the foling fields:
ASP Identifier field: 32-bits (unsigned integer)

The ASP Identifier field contains a uniquedue that is locally significant among the ASPs that support anTA8.SGP
should sae the ASP Identifier to be used, if necessaiith the Notify message (see Section 3.7.2).

The optional ASP Identifier parameteowid contain a uniquealue that is locally significant among the ASPs that sup-
port an AS.The SGP should sa the ASP Identifier to be used, if necessaiith the Notify message (see Section 3.3.3.2).

3.10.9. AffectedPoint Code

The Affected Bint Codeparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B

| Tag = 0x0012 | Lengt h
Foo- - - - o - Foo- - - - o - Foom e e e e e e e oo oo +
| Mask | Af fected Point Code 1
Foo- - - - o - Foom e e e e e e oo oo e oo e e e e +
\ \
/ ce /
\ \
Foo- - - - o - Foom e e e e e e oo oo e oo e e e e +
| Mask Af f ected Point Code n

B e

The Affected Bint Codeparameter contains the foling fields:
Affected Destination Point Code field: n x 32-bits

The Affected Bint Codeparameter contains a list of one or mordegfed Destination Point Code field#. is OP-
TIONAL to generate an Adcted Point Code parameter with more than orfecédéd Destination Point Code fieldjtht
is REQUIRED to accept it.

Each Afected Destination Point Code field in the list contains theviatig fields:
Affected Point Code field: 24-bits (unsigned integer)

Each Afected Point Code field is a three-octet field tovalior up to 24-bit binary formatted SS7 Point CodAsfected
Point Codes that are less than 24-bits are padded on the left to the 24-bit hotiheaiglloving examples shw ANSI
and ITU-T point codes:

ANSI 24-bit Bint Code:

0 1 2 3
01234567890123456789012345678901
T s T i S S S S T e i S St s
| Mask | Net wor k | Cl uster | Menber |
T i T i S S S S A S e SN

ITU-T 14-bit Pint Code:
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0 1 2 3
01234567890123456789012345678901
B S S

| Mask |0 000O0O0O0O0 0 0] Zone | Regi on | SP
T s T i S S S i S SN S S
[ MBB----mmmmmme oo LSB|

Mask field: 8-bits (unsigned integer)

The Mask parameter can be used to identify a contiguous rangéecfesf Point Codes, independent of the point code
format. Identifyinga contiguous range of Aécted Point Codes may be useful when a managementtsmultaneously
affects the status of a series of destinations at an SG.

The Mask parameter is an iger representing a bit mask that can be applied to the relafectetf PC field.The bit
mask identifies he mary bits of the Afected PC field are significant and which afeaively "wild-carded". For exam-
ple, a mask of "8" indicates that the last eight bits of the PC is "wild-cardedan ANSI 24-bit Affected PC, this is
equivdlent to signalling that all PCs in an ANSI Cluster arevaitable. A mask of "3" indicates that the last 3 bits of the
PC is "wild-carded".For a 14-bit ITU Affected PC, this is eqealent to signalling that an ITU Rén is unaailable.

A Mask walue equal (or greater than) the number of bits in the Point Code indicates that the entire axtess is af-
fected: this is used to indicate netk isolation to the ASP

3.10.10. Corelation Id
The Correlation Idparameter is used to tag messages sent to an ASP in a Broadcast group as well ad-dueng f

TheCorrelation Idparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
T i S e S T i St S M SR S i

| Tag = 0x0013 | Length = 8
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +

| Correlation Id |
T i S S S S S i sl i St SRS S S

TheCorrelation Idparameter can contain the fallimg fields:
Correlation Id field: 32-bits (unsigned integer)

The Correlation Idfield contains a Correlation IdThe Correlation Id is a 32-bit identifier that is attached to tha TU
Message Header to indicate to avhyeentering ASP in a Broadcast AS where in thefirdfow of TUA messages the

ASP is joining. It is attached to the TANMessage Header of the first DH or CH message sent to an ASP by an SG after
sending an ASP Aate Ack or otherwise starting tria¢ to an ASP The Correlation Id is only significant within a Routing
Contet [6].

3.11. TUA-Specific parameters

These TW parameters are specific to the Agrotocol.
Parametes used in DH Messges

Parameter Name Parameter ID  Section

Dialogue Id 0x0401 3.11.1.1
Dialogue Flags 0x0402 3.11.1.2
Quality of Service 0x0403 3.11.1.3
Destination Address 0x0404 3.11.1.4
Originating Address 0x0405 3.11.15
Application Contgt Name 0x0406 3.11.1.6
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User Information 0x0407 3.11.1.7
Security Contet 0x0408 3.11.1.8

Confidentiality 0x0409 3.11.1.9

Termination 0x040A 3.11.1.10
Abort Cause 0x040B 3.11.1.11
Report Cause 0x040C 3.11.1.12
Abort Reason 0x040D 3.11.1.13
Components Ox040E 3.11.1.14
Component Ox040F 3.11.1.15
Transaction Id 0x0410 3.11.1.16

Parametes uised in CH Messges
Parameter Name Parameter ID Section

Invoke Id 0x0411 3.11.2.1
Linked Id 0x0412 3.11.2.2
Component Flags 0x0413 3.11.2.3
Operation 0x0414  3.11.2.4
Paameters 0x0415 3.11.2.5
Error 0x0416 3.11.2.6
Problem Code 0x0417 3.11.2.7
Timeout 0x0418 3.11.2.8

Other Rarametes

Parameter Name Parameter ID  Section

Subsystem Number 0x0419 3.11.3.1
Subsystem Multiplicity Indicator ~ 0x041A 3.11.3.2

Congestion Leel 0x041B 3.11.3.3
User/Cause 0x041C 3.11.34

Network Appearance 0x041D 3.11.35
Routing key X041E 3.11.3.6
Registration Result 0x041F 3.11.3.7
Derggistration Result 0x0420 3.11.3.8
Address Range 0x0421 3.11.3.9
Destination Tansaction Id 0x0422 3.11.3.10
Originating Transaction Id 0x0423 3.11.3.11
Transaction Id Range 0x0424 3.11.3.12
Global Title 0x0425 3.11.3.13
Point Code 0x0426 3.11.3.14

3.11.1. Rrameters used in DH Messages

3.11.1.1. Dialogudd

The Dialogue Idparameter is used in the AWM essage Header to identify the dialogue within the ApplicationeBerv
indicated by the Routing Contie(also in the T Message Header).

TheDialogue Idparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B T i i T i T ot S i N SRRV S
| Tag = 0x0401 | Length = 8 |
Foo- - - - e a Fo - - - - e +
| Di al ogue Id |
B T i i S i T ot S i S N SRRV S
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TheDialogue Idparameter contains the foling fields:
Dialogue Id field: 32-bits (unsigned integer)

TheDialogue Idfield contains an identifier that is used both at the SG and the ASP to identify a dialogue within an Appli-
cation Serer. The Dialogue Id &lue must be unique within the scope ofvegiApplication Serer and Routing Conké

For a gven AS and Routing Contet, either the SG or the ASP is responsible for assigning Dialogueukdsotboth.

3.11.1.2. Dialogud-lags

The Dialogue Flags parameter is used in the DH Message Header and is used to indicate whether components are pr

sent (when the message is sent from SG to ASP) and whether permission is granted fovihg T€téiser to terminate
the dialogue.

TheDialogue Flagsparameter is formatted as folle:

0 1 2 3

01234567890123456789012345678901
B e T s e i e S T T i i S S S S S
| Tag = 0x0402 | Length = 8 |
e, e, +
| Di al ogue Fl ags |
B e s s e i e T i i S S S S S

TheDialogue Flagsparameter contains the folling fields:
Dialogue Flags field: 32-bits (bit field)

The Dialogue Flags field contains flag bits used in to indicate additional characteristics of the DH nidss&yjalogue
Flags field is formatted as follc:

0 1 2 3

01234567890123456789012345678901
B R e s s T i S e e T s i I S S
| reserved | Pl |
B R et s o i S R e o i I S S S S

Bits 0-28: Reserved (coded apr
Resered bits are reseed for later IETF etensions and are coded zero.
Bit 29: Components Bsent

The Components Risentbit is set in the indication (i.e, sent from SG to ASP) forms of Dialogue Handling (DH) mes-
sages to indicate that Component Handling (CH) messages willvfalintaining the components associated with the
Dialogue Handing message.

Bit 20: Rermission

The Permissionbit is cleared in Dialogue Handling (DH) messages to indicate that the remote TC-User is not permitted
to end the dialogue.

Bit 31: Reserved (coded ogr

Resered bits are reseed for later IETF etensions and are coded zero.

3.11.1.3. Qualityof Sewice

The Quality of Servicgparameter contains the QoS parameters for the underlying SCCBrkl&®rvice.
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The Quality of Servicgparameter is formatted as falls:

0 1 2 3
01234567890123456789012345678901
B T T T T i S s

| Tag = 0x0403 | Length = 8 |
- - - - - - - - - - - - - - - - - - - - - - - - B e e
| Msg Priority | |Inportance | Seq Control |R - | Pds |

B T T T e e S S S o e S

The Quality of Servicgparameter contains the foling fields:
Protocol Class field: 4-bits (unsigned integer)

The Protocol Class field indicates the SCCP Protocol Class requested by the TC-User for the current Dialogue Handli
message. 3id values for the Protocol Class field are as fetip

0 SCCP Protocol Class 0 TCAP Operation Class 4

1 SCCP Protocol Class 1 TCAP Operation Class 1, 2, and 3
2  SCCP Protocol Class 2 TCAP Operation Class 1, 2, and 3
3  SCCP Protocol Class 3 TCAP Operation Class 1, 2, and 3

Spare field: 3-bits (coded zeo)
Spare bits are coded zero.
Return Option field: 1-bit (boolean)

Specifies whether the SCCP "return message on error" is requested when the Protocol Class field is set to SCCP Prott
Class 0 or 1.When the Protocol Class field is set to SCCP Protocol Class 2 or 3, thisifi¢de ignored by the SG.
The Return Option field has the folling values:

0 No "Return On Error" option requested.
1 "Return On Error" option requested.

Sequence Contol field: 8-bits (unsigned integer)

When the Protocol Class field is other than SCCP Protocol Class ®edaence Cortf field provides a sequence con-
trol parameter which is used by the underlying SS7 SCCP and MTP layer at the SG to generateahre SVgherthe
Protocol Class field is set to Protocol Class 0, this 8&I@OULD be coded to zero aidUST be ignored by the SG.

Importance field: 8-bits (unsigned integer)

The Importance field contains the SCCP Importaned tequested by the TC-UseWhere the underlying SCCP trans-
port at an SG does not support SCCR ftontrolR-714 this field SHOULD be coded to zero afdUST be ignored by
the SG [7]. Valid values for the Importance field are as fato

SCCP Importance bl 0 or Unspecified
SCCP Importance bl 1
SCCP Importance bl 2
SCCP Importance hasl 3
SCCP Importance el 4
SCCP Importance el 5
SCCP Importance el 6
SCCP Importance hal 7

~NOoO oA~ WNEO

Message Priority field: 8-bits (unsigned integer)

The Message Priority field contains the MTP Message Priority requested when the underlying SS7 transport at an SG s
ports multiple congestion Vels?-7%4 When the underlying transport does not support mukiptngestion leels or
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states, this fiel SHOULD be coded to zero afdUST be ignored by the SG [8Malid values for the Message Priority
field are as follws:

0 Message Priority 0 or Unspecified
1 Message Priority 1
2  Message Priority 2
3 Message Priority 3

3.11.1.4. DestinatiorAddress

The Destination Addessparameter is formatted as folle:

0 1 2 3

01234567890123456789012345678901
B et e s e i S S e T T s i i S S e e
| Tag = 0x0404 | Lengt h |
e, e, +

\ \
/ Addr ess paraneter(s) /
\ \
B et e s e i S S e T T s i i S S e e

The Destination Addessparameter contains the foling fields:

Addr ess field: ariable length (address parameter list)

The Addressfield contains a list of one or more address paramefdrieast one address parameatdST be present in
the Address fieldThe Addressfield can contain the folleing parameters:

Parameters

Point Code Conditional  *1
Subsystem Number Conditional  *1
Global Ttle Optional

Note :1 When the Address field containSabsystem Numbparameterit must also contain Roint Codeparameter
3.11.1.5. OriginatingAddress

TheOriginating Addessparameter is formatted as folle:

B. Bidulock Version 0.0 Page 52



Inter net Draft SS7 TCAP-User Adaptation Layer January 10, 2002

0 1 2 3

01234567890123456789012345678901

T S s S i st s sk S SO SR S S
Tag = 0x0405 | Lengt h

\ \
/ Addr ess par aneter(s) /
\ \
T s S i st s St S S SRS A S S S

TheOriginating Addessparameter contains the folng fields:

Addr ess field: ariable length (address parameter list)

The Addressfield contains a list of one or more address paramefdrieast one address parame¥dST be pre-
sent in the Address fieldlhe Addressfield can contain the folleing parameters:

Parameters

Point Code Conditional  *1
Subsystem Number Conditional  *1
Global Ttle Optional

Note :1 When the Address field containSabsystem Numbparameterit must also contain Roint Codeparameter

3.11.1.6. Avplication Context Name

The Application Contet Nameparameter contains the identifier of the application ctne@posed by the dialogue ini-
tiator or by the dialogue respondéekn goplication contgt is an eplicitly identified set of application-service-elements, re-
lated options and grother necessary information for the intenking of application-entities on a dialogue.

For a description of the Application ConteName parametesee the ITW®- 771 TCAP specifications.

The Application Contgt Nameparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B i T T S S S S i i S S

| Tag = 0x0406 | Lengt h |
e e +
| Application |d Type |
e +
\

/ Application ldentifier

\
/
\ \
B I T T S I S S i T S SUpv A S

The Application Contgt Nameparameter contains the folling fields:

Application Id Type field: 32-bits (unsigned integer)

The Application Id Wpefield indicates the type of Application Identifier that is present in the Application Identifier field.
Valid values for the Application Idype are as folls:

0 ASN.1 OBJECT IDENTIFIER
1 ASN.1INTEGER

Application Identifier field: v ariable length (bytes)

The Application Identifiercontains an identifier of the application cotitthat is being proposed by the dialogue initiator
or responderWhen the Application yipe is ‘0’ this fieldMUST be formatted as a@BJECT | DENTI FI ERX-680 repre-
senting the proposed Application [8Vhen the Application yipe is ‘1’ this fieldMUST be formatted as 32-bit unsigned
integer value representing the proposed Application Id.
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3.11.1.7. Useinformation

The User Informationparameter contains information which can kehanged between TC-Users independently from
the Remote Operation Service.

For a description of the User Information parametee the IT®-771TCAP specifications.

TheUser Informatiorparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B ks i T S S Tk i i o S S S S S S S
| Tag = 0x0407 | Lengt h |
e, e, +
\ \
/ User Information /
\ \
B ks i T S S S The i i S S S S S S S S

TheUser Informatiorparameter can contain the follimg fields:

User Information field: variable length (bytes)

The internal format of th&ser Informationfield is opaque to T and to TCAP The contents of this field is a string of
bytes as thewere praoided to the T\ layer by the TC-User in a TC-BEGIN, TC-CON¥ TC-END primitive.

3.11.1.8. SecurityContext

The Security Contet parameter contains the identifier of the security canieoposed by the dialogue initiator or by
the dialogue responder

The Security Contet parameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B T S T T S S

| Tag = 0x0408 | Length |
e, e, +
| Security Type |
e +
\

/ Security ldentifier

\
/
\ \
B T S T i S i S s

The Security Contet parameter contains the folling fields:

Security Id Type field: 32-bits (unsigned integer)

The Security Id Ypefield indicates the type of Security Identifier that is present in the Security Identifier\aid val-
ues for the Security Idype are as follws:

0 ASN.1 OBJECT IDENTIFIER
1 ASN.1INTEGER

Security Identifier field: variable length (bytes)

The Security Identifiecontains an identifier of the application costthat is being proposed by the dialogue initiator or
responder When the Securityype is ‘0’ this fieldMUST be formatted as a@BJECT | DENTI FI ERX-680 representing
the proposed Security IdWWhen the Securityype is ‘1’ this fieldMUST be formatted as 32-bit unsigned e \alue
representing the proposed Security Id.
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3.11.1.9. Confidentiality
Confidentiality Identifier is coded comtespecific (in the cons of the dialogue portion sequence), constructor

The Confidentialityparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B T S T T T i i S s

[ Tag = 0x0409 | Length I
Fe e e e e e e e e e e e e . Fe e e e e e e e e e e e e . +
| Confidentiality |d Type |
Fo e e e e m e e a e e e e e e e e e e e e e e e e e e e e +
\ \
/ Confidentiality ldentifier /
\ \
B T T S e e T S S S e e e sk wi i S S S s

The Confidentialityparameter contains the folling fields:
Confidentiality Id T ype field: 32-bits (unsigned integer)

The Confidentiality Id Ypefield indicates the type of Confidentiality Identifier that is present in the Confidentiality Identi-
fier field. Valid values for the Confidentiality Idype are as foll@s:

0 ASN.1 OBJECT IDENTIFIER
1 ASN.1INTEGER

Confidentiality Identifier field: v ariable length (bytes)

The Confidentiality Identifiecontains an identifier of the application cotthat is being proposed by the dialogue initia-
tor or responderWhen the Confidentialityype is ‘0, this fieldMUST be formatted as aBBJECT | DENTI Fl ERX.680
representing the proposed Confidentiality Mhen the Confidentiality yppe is ‘1) this field MUST be formatted as
32-bit unsigned inger \alue representing the proposed Confidentiality Id.

3.11.1.10. €rmination
The Terminationparameter indicates the dialogue termination scenario chosen by the TC-User (prearranged or basic).

The Terminationparameter is formatted as folle:

0 1 2 3

01234567890123456789012345678901
B T i S S S Tt i i o S S S S S R e ok
| Tag = Ox040A | Length = 8 |
e, e, +

| Term nation |
B T i S S S Tt i i o S S S S S R e ok

The Terminationparameter contains the folling fields:
Termination field: 32-bit (unsigned integer)

The Terminationfield indicates the dialogue termination scenario chosen by the TC-User and/ieanéhaf the follav-
ing values:

0 Prearranged
1 Basic
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3.11.1.11. AbortCause

The Abort Causeparameter is included in tHEUAB, TPAB, TUAB and TPAB messages and indicates the reason for
aborting the transaction or dialogue.

TheAbort Causeparameter is formatted as folle:

0 1 2 3

01234567890123456789012345678901
B b i T S S e T e i T T i i S S o S S S
| Tag = 0x040B | Length = 8 |
e, e, +

| Abort Cause |
B et e s e i S S et T s ol i S S S S

The Abort Causeparameter contains the folling fields:
Abort Cause field: 32-bit (unsigned integer)

The Abort Causdield indicates the reason for aborting the dialogue and has a TCAP praidenitspecific slue. Ex-
ample alues for ITWR-773and ANSI'1-114are as follavs:

ITU-T Description ANSI Description
0 | unrecognized message type -
1 | unrecognized transaction id unrecognized package type
2 | badly formatted transaction portion incorrect transaction portion
3 | incorrect transaction portion badly structured transaction portion
4 | resource limitation unassigned responding transaction identifier
5 | L_RESOURCE_LIMIT permission to release problem
6 | invalid dialogue request resource unailable
7 | pending &pired unrecognized dialogue portion identifier
8 | beagin expired badly structured dialogue portion
9 | inactive exired missing dialogue portion
10 | destination address unkmp inconsistent dialog portion
11 | network error -
12 | unrecognized dialogue identifier -
13 | abnormal dialogue portion -
14 | no common dialogue portion -

3.11.1.12. ReporCause

The Report Causgparameter indicates the reason for the sending of anTTiN€sage and reflects the SCCP reason
that would be used for returning a TCAP message.

TheReport Causparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
i S i T i S S S S S S S i S S M
| Tag = 0x040C | Length = 8 |
Foom e e e e e e e oo oo Foom e e - e e e e oo oo +

| Report Cause |
B o S i ik L Sk i S S S S S S S

TheReport Causparameter contains the follting fields:
Report Cause field: 32-bit (unsigned integer)

TheReport Causéield indicates the reason that a TC-User message could not\yeeateind has the folldng values:
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no translation for an address of such nature
no translation for this specific address
subsystem congestion
subsystemdilure

unequipped user

MTP failure

network congestion

SCCP unqualified

error in message transport

error in local processing

10 destinatiortannot perform re-assembly
11 SCCHailure

12  hopcounter violation

13 s@mentation not supported

14  sgmentation diled.

O©CoO~NOOUTDS WNPEFO

3.11.1.13. AbortReason

The Abort Reasomparameter indicates whether a dialogue is aborted because tivedepelication contgt name is
not supported and no alternatione can be proposed or because gfaher user problem.

The Abort Reasomparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
T i S i S SR S A S S A S S S S
| Tag = 0x040D | Length = 8 |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +

| Abort Reason |
T i S i S SR S A S S A S S S S

The Abort Reasomparameter contains the foling fields:
Abort Reason field: 32-bits (unsigned integer)
The Abort Reasorfield indicates whether the dialogu@asvaborted because the reedigpplication contgt name is not

supported and no alternai an be proposed or because of ather user problemThe \alid values forAbort Reason
are as follavs:

0 application contgt not supported
1 user specific

3.11.1.14. Components

The Componentparameter is used to attach components directly toAadidlogue Handling (DH) message instead of
in separate Component Handling (CH) massages.

TheComponentparameter is formatted as folle:
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0 1 2 3
01234567890123456789012345678901
B e

| Tag = O0x040E | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
| Tag = O0x040F | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Conmponent #1 /
\ \
Foom o e e e e e e e oo e e e e e e e e e e e e e e e +
\ . \
/ . /
\ . \
/ /
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
| Tag = O0x040F | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
\ \
/ Conmponent #n /
\ \
T e S i S ik Sk S SR SR S S

The Componentparameter contains the folking parameters:

Parameters
Component Conditional  *1

Note 1: The ComponentparameteMUST contain at least on€omponeniparameterbut may contain more than one
Componenparameter

3.11.1.15. Component

The Component yipefield identifies the type of component (CINSRES, CCAN, etc.) that is contained withitCam-
ponentparameter

The Component yipeparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B i T T S S i St S S S S A

| Tag = 0x040F | Lengt h |
e e +
| Conponent Type |
e +
\ \
/ Conponent paraneter(s) /
\ \
B e s e i i S S e e T e i i S S S

The Component yipeparameter contains the folling fields:
Component Type field: 32-bit (unsigned integer)

The Component yipefield indicates the type of component contained in the component parathetar tale on the fol-
lowing values: (Note that not alklues are supported for intesvking with all TCAP protocol ariants.)

Invoke Last
Invoke Not Last
Result Last
Result Not Last
Error

Reject (User)

A~ wWNEFEO
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6 Reject (Local)
7 Reject (Remote)
8 Cancel

Component field: variable length (TLV parameter list)

The Componenfield contains the parameters associated with the componbistfield may contains the follding com-
ponents, haever, the formatting of the Component fieMUST be the same as for the correspondingATiessage as

follows:

Component Type CHMsg Section
0 Invoke Last

CINV 3.4.2
1 Invoke Not Last
2 Result Last

CRES 3.4.3
3 Result Not Last
4  Error CERR 3.4.4
5 Reject (User)
6 Reject (Local) CREJ 3.4.5
7 Reject (Remote)
8 Cancel CCAN 3.4.6

3.11.1.16. Tansaction Id

The Transaction Idparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B R e T s s i i ity St S S S S i St S S
| Tag = 0x0410 | Length = 8
e, e, +

| Transaction Id
B e s s i S i i S S S R e bR E

The Transaction Idparameter contains the folking fields:
Transaction Id field: 32-bits (unsigned integer)
The Transaction Idfield contains thealue of the originating or terminating transaction identifier
3.11.2. Rrameters used in CH Messages

3.11.2.1. Iwoke Id

Thelnvoke Id parameter identifies anvioke mmponent. Thigdentifier is only significant within the scope of a transac-
tion and need only uniquely identify a dialogue within a transaction inea direction (e.g, from SGP to ASP)he \alue
of thelnvole Id parameter is chosen by the Algeer sending the woke. As both the ASP and SGP could be assigning the
same alues ofinvoke Id to invocations in each direction, ttevole Id need only be unique in one direction.

Thelnvoke Id parameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B w s a i T S S S e et i s a T i i o S S S S S S S
| Tag = 0x0411 | Length = 8
e, e, +
[ I nvoke Id |
B s a i T S S S e e s i s Tk sl i T S S S S S S S

B. Bidulock Version 0.0 Page 59



Inter net Draft SS7 TCAP-User Adaptation Layer January 10, 2002

Thelnvole Id parameter contains the follting fields:
Invoke Id field: 32-bit (unsigned integer)

Thelnvoke Id field contains thealue of the imoke identifier for the current component.

3.11.2.2. Linked Id

TheLinked Idparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B et s e i et T s el i S S S
| Tag = 0x0412 | Length = 8
e, e, +

[ Li nked 1d |
o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e+

TheLinked Idparameter contains the follting fields:

Link ed Id field: 32-bit (unsigned integer)

The Linked Idfield contains thealue of the linkd or correlation woke identifier which is related to the current compo-
nent.

3.11.2.3. ComponenFlags

The Component Flgsparameter is used in ti&NV andCRESCH messages to indicate whether the contained compo-
nents are ggnented and whether theepresent the lastgment in a sequence of componemjrsents.

The Component Flgsparameter is formatted as falls:

0 1 2 3

01234567890123456789012345678901
B T i T S S S T s m i s S S o S S S SR
| Tag = 0x0413 | Length = 8 |
e, e, +

| unused | N|
B T i T S S S T e i s e S S o S S S SR

The Component Flgsparameter contains the folng fields:

Component Flags field: 32-bits

The Component Flags field is used toaninformation about the components in a Component Handling (CH) message.
It contains the follwing bit fields:

Bits 0-30: Unused
These bits are resad and are coded to zero.

Bit 31: Not Last Bit

The Not Last bit is used to indicate whether the component present in the CH message is the last component of a
quence of sgmented componentdt has the follaving values:

0 Last componentin a component sequence.
1 Not the last component in a component sequence.

To smoothly intervork with TCAR TUA includes a mechanism whereby components candgmesged: the CH mes-
sage with the "Not Last" bit set in the Component Flags fieldigies for the initial sgments of a ggmented
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component, whereas the CH message with the "Not Last" bit clear in the Component Flagsviiéd fwo the final
(or only) sgment in a sequence of componergmsents representing the complete compon&vhen intervorking
with TCAP, each component genent may be sent in a féifent TCAP package’’>

3.11.2.4. Operation

The Operation parameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B T S T S S S i S e TS

| Tag = 0x0414 | Lengt h |
e e, +
| Qperation C ass |
e +
| Qperation Type |
e +
\

/ Qperation Code

\
/
\ \
B T S i T S S S i S S S A S

The Operation parameter contains the folling fields:
Operation Class field: 32-bit (unsigned integer)

TheOpemation Clasdield indicates the operational class of theoke in which it appears and has the feliog values:

not specified
Class 1 both success andifure are reported
Class 2 only failure is reported
Class 3 only success is reported
Class 4 neither success, naaifure is reported

A WNPEFO

Operation Type field: 32-bit (unsigned integer)

TheOpemation Typefield indicates the type of operation code and has thenfioifpvalues:

1 National TCAP Operation INTEGER
2  Private TCAP Operation  INTEGER
3 Local TCAP Operation INTEGER
4  Global TCAP Operation  OBJECT IDENTIFIER

Operation Code field: \ariable length (based on type)
The Operation Codefield contains an identifier of the requested operatidhen the Operationype is "National," "Pri-
vate," or "Local," this fieldMUST be formatted as 32-bit unsigned igee \alue representing the requested operation.
When the Operationype is "Global," this fieldMUST be formatted as a®BJECT | DENTI FI ERX-680. representing
the requested operatioithe \alue of this field is TCAP protocolaviant-specific.
3.11.2.5. Rrameters

The Parametes parameter identifies the parameter set or parameter sequence that accompanies an oyatiiom in
or response.

The Parametes parameter is formatted as folle:
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0 1 2 3
01234567890123456789012345678901
B e

| Tag = 0x0415 | Lengt h

o e e e e e e e oo o oo oo o e e e e e e e oo o oo oo +
\ \
/ Par anet ers /
\ \
B

The Parametes parameter contains the foling fields:
Parameters field: variable length (bytes)

The Parametes field contains all of the parameters coded according to the cbtfiigor Parameter Sequences ca-P
rameter Sets per the applicable TCAP protocol specificaonexample, ITUR:-773or ANSIT1-114 9]

3.11.2.6. Eror

TheError parameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B e

| Tag = 0x0416 | Lengt h

Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
| Error Type |
Foom o e e e e e e e e e e e e e e e e e e e e e e e +
\ \
/ Error Code /
\ \
T i S i S Sl Sk S SR SR S S

TheError parameter contains the folling fields:
Err or Type field: 32-bit (unsigned integer)

TheError Typefield indicates the el (i.e, local or global) at which the erromw generatedit has the follaving values:

1 National TCAP Error INTEGER
2  Private TCAP Error INTEGER
3 Local TCAP Error INTEGER
4  Global TCAP Error OBJECT IDENTIFIER

Err or Code field: variable length (based on type)
The Error Codefield contains an identifier of the indicated err@vhen the Error ype is "National," "Pwate," or "Lo-
cal," this fieldMUST be formatted as a 32-bit signed e \alue representing the indicated errdvhen the Error {ipe
is "Global," this fieldMUST be formatted as a@BJECT | DENTI FI ERX-680representing the indicated errdihe \alue
of this field is TCAP protocolariant-specific.
3.11.2.7. Poblem Code

The Problem Codgoarameters identifies the reason for rejecting a component.

The Problem Codgparameters is formatted as folls:
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2 3

01234567890123456789012345678901
B e

| Tag = 0x0417

| Pr obl em Code
B

TheProblem Codgarameters contains the fallimg fields:

Problem Type field: 32-bit (unsigned integer)

The Problem Vpefield indicates the reason for rejecting a component and has theifgllealues: (Note that not all
problem type field alues are applicable to all TCAP protocatiants.)

General Problem

Problem with Irvoke
Problem with Return Result
Problem with Return Error

A WNEFO

Problem Code field: ariable length (signed integer)

Problem with Tansaction Portion (deprecated)

The Problem Coddield indicates the specific problem associated with the Probyge Tor more information on prob-
lem codes, see Q.773 Chapter 4.2.2.6 and ANSI T1.114.3 Chapter 5.16.2.

Problem Code field: 32-bit (signed integer)

The Problem Coddield indicates the specific problem associated with the Probygm. TThisis a TCAP protocol-ari-
ant-specific alue. Pllowing are somexample alues for ITR-773and ANSIT1-114

ITU

ANSI

General Ounrecognized component
Problem 1mis-typed component
2 badly structured component
3 —

unrecognized component type
incorrect component portion
badly structured component portion

Invoke O duplicate iwoke id
Problem lunrecognized operation
2 mis-typed parameter
3 resource limitation
4 initiating release
5 unrecognized linkd id
6 linked response urpected
7 unexpected linled operation

duplicate iwocation
unrecognized operation
incorrect parameter
unrecognized correlation id

Return  Ounrecognized woke id

Result  1return result uneected

Problem 2mis-typed parameter
2 —

unrecognized correlation id
unexpected return result
incorrect parameter

Return  Ounrecognized woke id
Error 1 return error unepected
Problem 2unrecognized error

3 unexpected error

4 mis-typed parameter

unexpected return error
unrecognized error
unexpected error
incorrect parameter

Trans 1-
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Portion 2- incorrect transaction portion
Problem 3 - badly structured transaction portion
(depr) 4 - unassigned responding transaction id
5 - permission to release problem
6 - resource unailable

3.11.2.8. Tmeout

The Timeoutparameter is formatted as folle:

0 1 2 3

01234567890123456789012345678901
B et s e e i S S S e t T T el i i S S S S
| Tag = 0x0418 | Lengt h |
e e +

| Ti meout |
B et s s i i S S e t T T s i i S S S S

The Timeoutparameter contains the folling fields:

Timeout field: 32-bit (unsigned integer)

TheTimeouffield contains the timeoutlue in seconds that the sender willithbefore an iwocation is canceled.

3.11.3. OtherParameters
3.11.3.1. Subsysterlumber

The Subsystem Numbparameter is formatted as folle:

0 1 2 3

01234567890123456789012345678901
B e s s T i O e S S S i St SN S S
| Tag = 0x0419 | Length = 8 |
e e +

| Reserved | SSN |
B e s s T i O e S S S i St SN S S

The Subsystem Numbparameter contains the folling fields:
Resewed field: 24-bits (coded zeo)
Resered bits are coded zero.
SSN field: 8-bits (unsigned integer)
The SSNfield contains the SCCP subsystem nurRp@s: T1.112
3.11.3.2. SubsysterMultiplicity Indicator
The Subsystem Multiplicity Indicatas formatted as folls:
0 1 2 3
01234567890123456789012345678901
B e e s T i i S S S i S S S 3
| Tag = Ox041A | Length = 8 |
e e +

| Reser ved | SM |
B T S S e i S T S S S i s T i i e

The Subsystem Multiplicity Indicataontains the follaing fields:
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Resewed field: 24-bits (coded ze)
Resenred bits are coded zero.
SMI field: 8-bits (unsigned integer)

The SMifield contains the SCCP subsystem multiplicity indicaialid values for thesMlfield are as follars:

0 Resered/Unknavn
1 Solitary

2 Duplicated

3  Triplicated

4 Quadruplicated

255 Ljﬁspecified
3.11.3.3. Congestiohevel

The Congestion Leel parameter is used to indicate the MTP ragkwcongestion kel or SCCP restricted importance
level and is used in the Netwk Congestion (SCON) message.

The Congestion Leel parameter is formatted as folle:

0 1 2 3

01234567890123456789012345678901
B et s e i S S S e t T T s s i S S S S
| Tag = 0x041B | Length = 8 |
e, e, +

| Congestion Level |
B T i T S S S e T e i T T i i S S o S S SR

The Congestion Leel parameter contains the foling fields:
Congestion Level field: 32-bits (unsigned integer)
The Congestion Ll field contains the el at which congestion has occurred.

When the Congestion kel parameter is included in a SCON message that corresponds to an KWIFEOSGuest indica-
tion primitive, the Congestion Ll field indicates the MTP congestiorvdeexperienced by the local orfatted sig-
nalling point as indicated by the fatted Point Code(s) also in the SCON messagéhis case, alid values for the Con-
gestion Leel field are as follas:

0  No Congestion or Undefined
1 Congestion Leel 1
2 Congestion Leel 2
3 Congestion Led 3

When the Congestion kel parameter is included in a SCON message that corresponds to allME-&fuest or indica-

tion primitive, the Congestion Ll field indicates the SCCP restricted importaneel lexperienced by the local or af-
fected subsystem as indicated by théedtied Point Code and Subsystem Number also in the SCON mes$sabés

case, wlid values for the Congestion L field range from 0 to 7, where 0 indicates the least congested and 7 indicates
the most congested subsystem.

3.11.3.4. User/Cause

The User/Causgarameter is used to report théeafed user and the cause of thevaiability of the user in DUPU
message.

TheUser/Causeparameter is formatted as folle:
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0 1 2 3

01234567890123456789012345678901
T e S i e i S S S S L TR
| Tag = 0x041C | Length = 8 |

| Cause | User |
T S S S ik S b S S SN S S

TheUser/Causgarameter contains the folking fields:
Cause field: 16-bits (unsigned integer)

The Causefield indicates the cause of the uaitability of the remote userValid Causevalues are as folles:

0 Unknown
1 Unequipped Remote User
2 Inaccessible Remote User

User field: 16-bits (unsigned integer)

The User field contains the Slalue of the MTP Us&704that is being reported uwalable. For TUA, this is the SI
value of the SCCP (normally SI = 3The TC-UseMAY ignore thelUserfield.

3.11.3.5. Netwrk Appearance

The Network Appeanceparameter is used as a parameter in thggsRation Request (REG REQ) message to indicate
the netvark contet in which the remainder of the RoutingeKparameters are to be interpretethe Network Appeance

parameter is also used in the Error (ERR) message in response to a REG REQ message wiethNeteoek Appear
ance parameter contains awdlid value.

TheNetwork Appeanceparameter is formatted as folle:

0 1 2 3

01234567890123456789012345678901
T i S e S e Tl S S S
| Tag = 0x041D | Length = 8 |
Foom e e e e e e e oo oo Foom e e e e e e e oo oo +

| Net wor k Appear ance |
T i S e S e Tl S S S

The Network Appeanceparameter can contain the fallimg fields:
Network Appearance field: 32-bits (unsigned integer)
The Network Appearance field identifies the SS7 ratwcontet for the Routing ley. The Network Appearancealue is
of local significance onlycoordinated between the SG and ASmerefore, in the case where the ASP is connected to

more than one SG, the same SS7 Netwontet may be identified by a dérent Netvork Appearancealue depending
upon to which SG the ASP isgistering.

In the Routing ey, the Network Appearance identifies the SS7 Point Code and Gldbal Transaction §pe format
used, and the SCCPCAP and TC-User protocol (typeariant and grsion) used within the specific SS7 nettiv

3.11.3.6. Routingkey

The Routing kKey parameter is used in tlREG REQmessage to list and identify the Routingy& that are being ggs-
tered.

TheRouting keyparameter is formatted as folle:
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0 1 2 3
01234567890123456789012345678901
B e

| Tag = Ox041E | Lengt h |
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +
| Local Routing Key ldentifier |
Foom o e e e e e e e e e e e e e e e e e e e e e e e +
\ \
/ Key paraneter(s) /
\ \
T e S i e i S S S S L TR

TheRouting Ky parameter can contain the falling fields:
Local Routing Key Identifier field: 32-bits (unsigned integer)
TheLocal Routing Iy dentifierfield is used to uniquely identify thegistration requestThe identifier alue is assigned
by the ASP and is used to correlate the response in a REG RSP message with the gigiatibrerequestThe identi-
fier value must remain unigue until the REG RSP (or ERR) message igetecei

Key field: variable (TLV parameters)

The ley field can contain the folleing parameters:

Parameters

Network Appeance Conditional  *1
Traffic Mode Tpe Optional
Originating Addess Optional
Destination Addess Optional
Address Rang Optional
Originating Transaction Id Optional
Destination Tansaction Id Optional
Transaction Id Rang Optional
Application Contgt Name Optional
User Information Optional

Note 1: The Network Appearance parametgfUST be included in the Routingdy when the ASP is able togister in
multiple SS7 Netwrk contexts.

3.11.3.7. RegistratiorResult

The Rayistration Resulparameter is used to identify and report the result of tistration request for each Routing
Key that was requested géstered in &REG REQmessage.

The Rayistration Resulparameter is formatted as folle:

0 1 2 3
01234567890123456789012345678901
B i T T S S S S i S S S S S

| Tag = O0x041F | Lengt h |
e L +
| Local Routing Key ldentifier |
e +
| Regi stration Status |
e +

| Routi ng Cont ext |
B e s e e i S S S e t T T e i i S S S

The Rayistration Resulparameter can contain the folling fields:

Local Routing Key Identifier field: 32-bit (unsigned integer)
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The Local Routing €y dentifierfield contains the samelbie as found in the matching RoutingyKparameter in the
REG REQmessage.

Registration Status field: 32-bits (unsigned integer)
The Rayistration Statudield indicates the success or the reasonditure of a rgistration request.

Its values may be:

Successfully Rgistered

Error - Unknavn

Error - Invalid Destination Address

Error - Invalid Network Appearance

Error - Invalid Routing Key

Error - Permission Denied

Error - Cannot Support Unique Routing
Error - Routing key rot Currently Preisioned
Error - Insuficient Resources

Error - Unsupported RK parameter field
Error- Unsupported/Ivalid Traffic Mode Type

VWO ~NOOOUTA~WNEO

=

Routing Context field: 32-bits (unsigned integer)

The Routing Contet field contains the Routing Comtevalue for the associated Routing@¥Kif the rayistration vas suc-
cessful. ltis set to "0" if the rgistration was not successful.

3.11.3.8. Deegistration Result

The Deregstration Resulparameter is used to identify and report the result of thgidation request for each Rout-
ing Context that was requested degistered and BEREG REQnessage.

The Deregstration Resulpparameter contains the dgigtration status for a single Routing Coxttsn a DEREG REQ
message. Thaumber of results in a DEREG RSP messisigeY by arywhere from one to the total number of Routing
Context values found in the corresponding REG REQ mess®#deere multiple DEREG RSP messages are used in reply to
a sngle DEREG REQ message, a specific reSHOULD be in only one DEREG RSP message.

The Deregstration Resulparameter is formatted as falls:

0 1 2 3
01234567890123456789012345678901

B T i T S S S S T s i T s i i S S o S S S S
| Tag = 0x0420 | Length = 12 |

| Deregi stration Status |
B s i T S i S e  The i i o S S S S S S S

The Deregstration Resulparameter can contain the fallmg fields:
Routing Context field: 32-bits (unsigned integer)

The Routing Contet field contains the Routing Comtevalue of the matching Routingel © derggister as found in the
DEREG REQnessage.

Deregistration Status field: 32-bits (unsigned integer)
The Deregstration Statusdield indicates the success or the reasondidure of the demgistration.

Its values may be:
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Successfully Dergistered

Error - Unknavn

Error - Invalid Routing Contat

Error - Permission Denied

Error - Not Rejistered

Error - ASP Currently Actie for Routing Contet

g~ wNEFEO

3.11.3.9. Addess Range

The Address Rangparameter is formatted as folle:

0 1 2 3

01234567890123456789012345678901
T i S i S SR S A S S A S S S S
| Tag = 0x0421 | Lengt h

\
/ Addr ess Paraneter(s) /
\ \
B e R i i s S S o e i T s SR R S S S
The Address Rangparameter can contain the fallimg fields:

Address field: ariable (TLV parameters)

The Addressfield can contain the folleing parameters:

Parameters
Originating Addess Conditional  *1
Destination Addess Conditional *1

Note 1: The Address field must contain pairs of Originating Addresses or Destination Addresb#d&indontain one
and only one pair of addressest,iIMUST NOT mix Originating Addresses with Destination Addresses in the
same Address field.

3.11.3.10. Destinatior ansaction Id
The Destination Tansaction Idparameter is formatted as folle:
0 1 2 3
01234567890123456789012345678901
B e s s e i e S S S S T i S S S S
| Tag = 0x0422 | Length = 8 |

Foo- e - e e e e e e e oo Foo- e e e e e e e e e oo +

| Destination Transaction Id |
B e s s e i e S S i T S e S S

The Destination Tansaction Idparameter can contain the follimg fields:
Destination Transaction Id field: 32-bits (unsigned integer)
The Destination Tansaction Idfield contains the Destinationmansaction Identifier associated with the dialogue.
3.11.3.11. OriginatingTr ansaction Id

TheOriginating Transaction Idparameter is formatted as folle:
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0 1 2 3
01234567890123456789012345678901
T e S i e i S S S S L TR
| Tag = 0x0423 | Length = 8
Foom e e e e e e e oo oo o Foom e e e e e e e oo oo o +

| Oiginating Transaction |d
T e S i e i S S S S L TR

TheOriginating Transaction Idparameter can contain the follimg fields:
Originating T ransaction Id field: 32-bits (unsigned integer)
The Originating Transaction Idfield contains the Originatingransaction Identifier associated with the dialogue.
3.11.3.12. Tansaction Id Range
TheTransaction Id Rangparameter is formatted as folls:
0 1 2 3

01234567890123456789012345678901
B e

| Tag = 0x0424 | Lengt h |
Foom e e e e e e e oo oo Foom e e - e e e e oo oo o +
\ \
/ Transaction |d Paraneter(s) /
\ \
T i S s i SIS S S D Sl S S S

The Transaction Id Rangparameter can contains the feliog fields:
Transaction Id field: list of 32-bit (unsigned integer)

TheTransaction Idfield can contain the folleing parameters:

Parameters
Originating Transaction Id Optional  *1
Destination Tansaction Id Optional  *1

Note 1: The Transaction Id field must contain pairs of Originatim@gnBaction Ids or Destinatiorransaction Ids and
MUST contain one and only one pair afafisaction Id parametergytbMUST NOT mix Originating Tansac-
tion Ids with Destination fansaction Ids in the sameahsaction Id field.

3.11.3.13. Globarlitle

The Global Title parameters is formatted as folls:

0 1 2 3
01234567890123456789012345678901
B I T T S S S S s o S s

| Tag = 0x0425 | Lengt h |
F- - - - - - - - F- - - - - - - - F- - - o - - o - - - - - - - +
| Num Digits | Trans. Type | N Plan|] E Sch | Nature of Add |
F- - - - - - - - F- - - - - - - - F- - - o - - o - - - - - - - +
\

/ G obal Title Address

\
/
\ \
B I T T S S S S i T S

The Global Title parameters contains the falling fields:
Number of Digits field: 8-bits (unsigned integer)

TheNumber of Digitdield contains the number of address signals that are representecinlibéTitle Addessfield.
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Translation Type field: 8-bits (unsigned integer)

The Translation pefield contains the translation type to be performed on the address informatiorGilolaé Title pa-
rameter This is a TCAP protocolariant-specific @lue. Examplealid values for ITWR-713are as follas:

0 unknown
1 - 63 international services
128 - 254 national netwrk specific

Numbering Plan field: 4-bits (unsigned integer)

The Numbering Plarfield contains the numbering plan to which the address information containeddfote Title Ad-
dressfield belongs.This is a TCAP protocolariant-specific alue. Exampledid values for ITR-713are as follws:

0 unknown

1 ISDN/telephog numbering plan (E.163 and E.164)
2 generic numbering plan

3 data numbering plan (X.121)

4 telex numbering plan (/69)

5 maritime mobile numbering plan (E.210, E.211)

6 land mobile numbering plan (E.212)

7 ISDN/mobile numbering plan (E.214)

4

1 private network or netvork-specific numbering plan

Encoding Scheme field: 4-bits (unsigned integer)

The Encoding Skemefield contains the format for the address information contained iGlibleal Title Addessfield.
This is a TCAP protocolariant-specific alue. Examplealid values for ITWR-713are as follavs:

0 unknown

1 BCD, odd number of digits
2 BCD, even number of digits
3 national specific

Nature o Address field: 8-bits (unsigned integer)

The Nature o Addressfield contains an indication of the nature of the information represented@iahael Title Address
field. Thisis a TCAP protocol-ariant-specific @lue. Examplealid values for ITWR-713are as follavs:

unknown

subscriber number
resened for national use
national significant number
international number

A WNPEFO

Global Title Addr ess field: \ariable length (bytes)
The Global Ttle Digits field contains the global title address informatidrnis information is formatted according to the

Encoding Scheme, belongs to the Numbering Plan, has the Nature of Address, and contains the Numbe\Vgh&nigits.
the encoding scheme is BCD, the GlobileTDigits field is formatted as fohus:
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0 1 2 3
01234567890123456789012345678901

B o T e i i i T O e S o o o e TR B S S
| Dg2| Digl]| Dig4| Dig3| Dig6| Dig5| Dig8 | Dig7|
B T e e I T T SEUNS R SRR
| Dig 10| Dig 9 | I I I I I I
B T e e I T T SEUNS R SRR
\ . \
/ . /
\ . \
/ /
+- - - - - - - - e e T E T B e

| |filler | Dign . .
T s S i s S S UM S S

Where each digit is coded as folis:

0x0  digit0
Ox1  digitl
0x2  digit2
0x3  digit3
0x4  digit4
0x5  digits
0x6  digit6
0x7  digit7
0x8  digit8
0x9  digit9
OxA  spare
0xB  codell
0xC codel2
OxD  spare
OXE  spare
OxF ST

When the Encoding Scheme is not "BCD," both theAThlyer at the ASP and the AUayer at the SG should treat the
Global Title Address as opaque.

3.11.3.14. Bint Code

The Paint Codeparameters is formatted as folls:

0 1 2 3
01234567890123456789012345678901
T i S i i S S T ik 2 S oM S S
| Tag = 0x0426 | Length = 8 |
Foom e e e e e e e oo oo e Foom e e e e e e e oo o oo +

| Poi nt Code |
S s S S S S S St TP S S S S s

ThePoint Codeparameters contains the fallmg fields:
Point Code field: 32-bits (unsigned integer)

The Paint Codefield contains an SS7 signalling point cod®int codes that are less than 32-bits are padded on the left to
the 32-bit boundaryThe follonving examples shew ANSI and ITU-T point codes:

ANSI 24-bit Bint Code:

0 1 2 3

01234567890123456789012345678901
s T i i S S S S
|/0000O0O0O0 0 Net wor k | Cl uster | Menber |
s T i i S S S S
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ITU-T 14-bit Bint Code:

0 1 2 3
01234567890123456789012345678901
B T T i S T A S S S S e T =

|]OOO0OD0OO0O0D0ODO0O0O0D0OO0OO0OOOO O O] Zone | Regi on | SP |
B T T T T i TSI SpT A S SR S S S S T
| MBB- - - - e e LSB|

4. Procedures

The TUA layer needs to respond tarious local primities it receves from other layers as well as the messages that it
receves from the peer T layer This section describes the AUprocedures in response to thegengs.

4.1. Procedures to Support the TC-User
4.1.1. Receipbf Primiti ves from the TC-User

Upon receiing a TC request or response prinetfrom the upper layer at an ASP or IP®ié TUA layer sends a corre-
sponding T Dialogue Handling (DH) or Component Handling (CH) message (see Section 3) tAAifse€t The TUA
peer receiing the DH or CH message dadis the corresponding TC primié ©o the TC-User at the IPSP or Nodal Inter
working Function at the SG as illustratedHigure 4 The mapping of TC primiies o TUA DH Messages is listed ifable
2, and the CH Messages irable 3(see Section 1.6.1).

4.1.2. Receipof Primiti ves from TCAP

Upon recering a TC indication or confirmation primig from TCAP at an SG, the Nodal Intewking Function passes
the primitve o TUA. The TUA layer sends a corresponding ADialogue Handling (DH) or Component Handling (CH)
message (see Section 3) to itsATpker at the ASP

The TUA peer recaiing the DH or CH message dalis the corresponding TC primié o the TC-User at the ASP as
illustrated inFigure 5 The mapping of TC primiies to TUA DH Messages is listed ifeble 2 and the CH Messages in
Table 3(see Section 1.6.1).

Network Interworking
Function
TC-User TC-User TC-User
e oo TICUser ] oo TCUser | ___
Boundary Boundary
TUA TUA TUA TUA
SS7
N N
1] | ]
//'U ) A
Y 7/
SCTP Association SCTP Association
M”‘w.. .»”/ Ay y Vs ., , z Y r
o \~Y_/ \~Y_/ \,,\/__/
SG ASP IPSP IPSP

Figure 4 TUA Layer Model
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The TUA Transaction Mapping Function (see Section)

For TC-BEGIN indications, the TA Transaction Mapping Function (TMF) determines the Application e8g#&S)
based on comparing the address and dialogue portion information in theverinthi a prosisioned Routing I€y.

From the list of ASPs within an AS table, an ASP in the ASFHNVE state is selected and a TQRessage is con-
structed and issued on the corresponding SCTP associatienTUA at the SG is also responsible for assigning and man-
aging a Dialogue Identifier which is sent to the ASP in the Y@IRssage to identify the wéy created dialogue to the ASP
Information associated with the dialogue is stored in the SG in an implementation dependent maenar;the SG must
be capable of associating further Althessages with the correct Dialogue at the $8e SG will hae © access this stored
information to continue processing the dialogue.

The TUA Transaction Mapping Function (TMF) determines the Applicatione8€AS) based on comparing the infor
mation in the primitie with a prosisioned Routing Igy.

4.1.2.1. Receipbf Management Primitives from TCAP

When TCAP Management indications are ree@i(N-STATE, N-PCSRTE, N-COORD), TCAP Management deter
mines whether there are concerned local TC-Uséafisen these local TC-Users are attf Application Serers, serviced by
ASPs, TWA management is transparently informed with the MYEBH, N-PCSRTE, N-COORD indication primitie ypon
which it formats and transfers the applicable SSNM message ADDAVA , DRST, DUPU or SCON) to the list of con-
cerned ASPs.

The TUA message distriltion function determines the Application S&ryAS) based on comparing the information in
the TC-BEGIN, TC-CONTINUE, TC-END, or TC-ABORprimitive with a pravisioned Routing I€y.

From the list of ASPs within the AS table, an ASP in the ARH-WE state is selected and Dialogue Handling (DH)
and Component Handling (CH) messages are constructed and issued on the corresponding SCTP aHswociegitiman
one ASP is in the ASP@TIVE state (i.e., trdic is to be load-shared across more than one ASP), one of the ASPs in the
ASP-ACTIVE state is selected from the liglif the ASPs are in Broadcast Mode, all eetASPs will be selected and the
message sent to each of thexac#SPs.) Theselection algorithm is implementation dependeritdould, for @ample, be
round robin or based on the SL$he appropriate selection algorithm must be chosen carefully as it is dependent on appli-
cation assumptions and understanding of tlygegeof state coordination between the ASPFAVE ASPs in the AS.

In addition, the message needs to be sent on the appropriate SCTP stedartakaiyy care to meet the message se-
guencing needs of the signalling applicati@ialogue Handling (DH) and Component Handling (CH) mess&g3ULD
be sent on an SCTP stream other than stream ‘0'.

When there is no Routingdy match, or only a partial match, for an incoming SS7 messageaaltdgéatmenMAY
be specified Possible solutions are to pide a dedult Application Sergr at the SGP that directs all unallocateditrdd a
(set of) dedult ASP(s), or to drop the message andiidea notification to Layer Management in an M-ERRIindication
primitive. The treatment of unallocated fiiafis implementation dependent.

4.1.3. Receipbf Primiti ve from the Layer Management

On receving primitives from the local Layer Management, the A'Layer will tale the requested action and pige an
appropriate response primiti to Layer Management.

An M-SCTP_ESABLISH request primitre rom Layer Management at an ASP or IPSP will initiate the establishment
of an SCTP associatio.he TUA layer will attempt to establish an SCTP association with the remadig@er by sending
an SCTP-ASSOCIEE primitive o the local SCTP layer

When an SCTP association has been successfully established, the SCTP will send an SCTP-COMMMNICA
notification primitve o the local TWA layer At the SGP or IPSP that initiated the request, th& Tayer will send an M-
SCTP_ESABLISH confirm primitve © Layer Management when the association setup is compitéhe peer T
layer, an M-SCTP_ESABLISH indication primitive is £nt to Layer Management upon successful completion of an incom-
ing SCTP association setup.
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An M-SCTP_RELEASE request primié from Layer Management initiates the shutdof an SCTP associatioThe
TUA layer accomplishes a graceful shutdoof the SCTP association by sending an SCTP-SHUTNrimitive o the
SCTP layer

When the graceful shutdm of the SCTP association has been accomplished, the SCTP layer returns an SCTP-SHUT
DOWN_COMPLETE notification primitie o the local TWA layer At the TUA Layer that initiated the request, the AU
layer will send an M-SCTP_RELEASE confirm priméito Layer Management when the association shutde complete.
At the peer TWA Layer an M-SCTP_RELEASE indication primité is ®nt to Layer Management upon abort or successful
shutdavn of an SCTP association.

An M-SCTP_SATUS request primitie supports a Layer Management query of the local status of a particular SCTP
association. Th@UA layer simply maps the M-SCTP_AIUS request primitie o an SCTP-STRTUS primitive © the
SCTP layer When the SCTP responds, the Alayer maps the association status information to an M-SCT L&
confirm primitive. No peer protocol is inoked.

Similar LM-to-TUA-to-SCTP and SCTP-to-TAJto-LM primitive mappings can be described for tharigus other
SCTP Upper Layer primites in RFC 2960 [2960] such as INITIALIZE, SET PRIMARCHANGE HEARTBEAT, RE-
QUEST HEARTBEAT, GET SR'T REPOR, SET FAILURE THRESHOLD, SET PRTOCOL FARAMETERS, DE-
STROY SCTP INSTANCE, SEND RILURE, AND NETWORK STATUS CHANGE. Alternatvely, these SCTP Upper
Layer primitives (and Status as well) can be considered for modeling purposes as a Layer Management interaction direct
with the SCTP Layer

M-NOTIFY indication and M-ERBR indication primitves indicate to Layer Management the notification or error in-
formation contained in a reced TUA Notify or Error message respa@ly. These indications can also be generated based
on local TWA events.

An M-ASP_STATUS request primitie sipports a Layer Management query of the status of a particular local or remote
ASP. The TUA layer responds with the status in an M-ASPABTS confirm primitve. No TUA peer protocol is imoked.
An M-AS_STATUS request supports a Layer Management query of the status of a particul@hé\$UA responds with
an M-AS_STRTUS confirm primitve. No TUA peer protocol is inoked.

M-ASP_UP request, M-ASP_D@N request, M-ASP_EBTIVE request and M- ASP_IACTIVE request primitres d-
low Layer Management at an ASP to initiate state charngpen successful completion, a corresponding confirm prieniti
is provided by the TW layer to Layer Managementf an invocation is unsuccessful, an Error indication privaitis pro-
vided in the primitre. These requests result in outgoing ASP Up, ASRIMASP Actve and ASP Inactie messages to
the remote TW peer at an SGP or IPSP

4.2. Procedures to Support the Management of SCTP Associations
4.2.1. Receipbf TUA Peer Management Messages

Upon successful state changes resulting from reception of ASP Up, A&k BSP Actve and ASP Inactie messages
from a peer T, the TUA layer MAY invoke crresponding M-ASP_URM-ASP_DONN, M-ASP_ACTIVE and M-
ASP_INACTIVE, M-AS_ACTIVE, M-AS_INACTIVE, and M-AS_DQVN indication primitves to the local Layer Man-
agement.

M-NOTIFY indication and M-ERBR indication primitves indicate to Layer Management the notification or error in-
formation contained in a resed TUA Notify or Error messageThese indications can also be generated based on local
TUA events.

All MGMT, ASPSM, ASPTM and RKM messagegcept BEA and BEAT Ack, SHOULD be sent with sequenced
delivery to ensure orderingAll MGMT, ASPSM and RKM messages, with theeption of BEA and BEAT Ack mes-
sagesMUST be sent on SCTP stream '0ASPTM messageBIAY be sent on one of the streams used to carry data traf
related to the Routing Conti€s), to minimize possible message [08E£AT and BEAT Ack messageMAY be sent using
out-of-order deliery, and MAY be sent on anstream.
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4.3. ASand ASP State Maintenance

The TUA layer on the SGP maintains the state of each remoteiA&ch Application Semr that the ASP is config-
ured to recefe traffic, as input to the TA message distriltion function. Similarly, where IPSPs use TUin a pint-to-
point fashion, the TW layer in an IPSP maintains the state of remote IPSBsthe purposes of the follang procedures,
only the SGP and ASP case is describatdttie SGP side of the procedures also apply to an IPSP sendiiegtdrah AS

consisting of a set of remote IPSPs.

4.3.1. ASPStates

The state of each remote ASP each AS that it is configured to operate, is maintained in th& lEyer in the SGP
The state of a particular ASP in a particular AS changes dweritse Theevents include:

« reception of messages from the peeATdyer at the ASP;
« reception of some messages from the peeh Tayer at other ASPs in the AS (e.g, ASP ¥etimessage indicating

"Override™);
 reception of indications from the SCTP layer; or
¢ Local Management integntion.

The ASP state transition diagram iswhadn Figure 5. The possible states of an ASP are:

ASP-DONN:  Theremote TIA peer at the ASP is uwmalable or the related SCTP association isvdo Initially all ASPs
will be in this state.An ASP in this stat&HOULD NOT be sent aynp TUA messages, with thexeeption
of Heartbeat, ASP Dran Ack and Error messages.

ASP-INACTIVE:
The remote TW peer at the ASP isvailable (and the related SCTP association is wp)application traf-

fic is stopped.In this state, the ASBHOULD NOT be sent apnDH, CH or SSNM messages for the AS
for which the ASP is inaate.

ASP-ACTIVE: Theremote TIA peer at the ASP isvailable and application tr&€ is actve (for a particular Routing Con-
text or set of Routing Conx¢s).

SCTP CDI: The SCTP CDI denotes the local SCTP lay@dmmunication Dan Indication to the Upper Layer Proto-
col (TUA) on an SGP The local SCTP layer will send this indication when it detects the loss of

ASP-ACTIVE

Other
ASP in AS
Overrides

ASP Active ASP Inactive
Y

ASP Down
SCTP CDI
SCTPRI ASP-INACTIVE
ASP Down
ASP Up SCTP CDI
SCTP RI

Y

ASP-DOWN

Figure 5 ASP State fansition Diagram (Per AS)
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connectvity to the ASPs peer SCTP layeBCTP CDI is understood as either a SHUTWRN COM-
PLETE notification or COMMUNICAION_LOST notification from the SCTP layer

SCTP RI: The local SCTP layes’Restart indication to the upper layer protocol M)lbn an SG.The local SCTP
will send this indication when it detects a restart from the ASPs peer SCTP layer

4.3.2. ASStates

The state of the AS is maintained in theATkdyer on the SGPThe state of an AS changes duevents. Thesevents
include:

« ASP state transitions
« Recovery timer triggers

The possible states of an AS are:

AS-DOWN: TheApplication Serer is unaailable. Thisstate implies that all related ASPs are in the ASRAD state
for this AS. Initially the AS will be in this stateAn Application Serer is in the AS-D@/N state when it
is remaed from a configuration.

AS-INACTIVE: TheApplication Serer is aailable kut no application trdit is actve (.e., one or more related ASPs are in
the ASP-INMACTIVE state, it none in the ASP-BTIVE state). The receoery timer T(r) is not running or
has &pired.

AS-ACTIVE: TheApplication Serer is aailable and application tr&€ is actve. This state implies that at least one ASP
is in the ASP-ATIVE state.

AS-PENDING: Anactive ASP has transitioned to ASPASTIVE or ASP-DOVN and it was the last remaining aoti
ASP in the AS. A recarery timer T(r) SHOULD be started and all incoming signalling messages
SHOULD be queued by the SGIFF an ASP becomes ASP@TIVE before T(r) &pires, the AS is mad
to the AS-ACTIVE state and all the queued messages will be sent to the ASP

If T(r) expires before an ASP becomes ASBTAVE, and the SGP has no other alten@tihe SGP may stop queuing
messages and discard allyozisly queued messageshe AS will more o the AS-INACTIVE state if at least one ASP is
in ASP-INACTIVE state, otherwise it will ma o AS-DOWN state.

Figure 6 shavs an g&ample AS state machine for the case where the AS data is pre-confiforedher cases where
the ASP configuration data is created dynamictiigre would be diferences in the state machine, especially at creation of
the AS.

For example, where the AS configuration data is not created urgiRation of the first ASRhe AS-INACTIVE state
is entered directly upon the first successful REG REQ from an A8&ther @ample is where the AS configuration data is
not created until the first ASP successfully enters the ASPME state. In this case the AS-BTIVE state is entered di-
rectly.
4.3.2.1. IPSFConsiderations
The AS state diagram for the AS-SG case is applicable for IPSP communication.

4.3.3. TLA Management Pocedures br Primiti ves

Before the establishment of an SCTP association the ASP state at both the SGP and ASP is assumed to be in the ¢
ASP-DONN.

Once the SCTP association is established (see Section 4.2.1) and assuming that the local TC-Usehés lozadly

TUA ASP Maintenance (ASPM) function will initiate the reet procedures, using the ASP Up, ASPWDp ASP Actve
and ASP Inactie messages to coay the ASP state to the SGP (see Section 4.3.4).
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one ASP transitions to ACTIVE
AS-INACTIVEJ —L AS-ACTIVE

T(r) expiry
at least on ASP
in ASP-INACTIVE

Last active ASP
one ASP All ASPs one ASP transitions to
transitions to transition to transitions to ASP-INACTIVE
ASP-INACTIVE ASP-DOWN ASP-ACTIVE or ASP-DOWN

(start T(r))

Y

( AS-PENDING

AS-DOWN )< :
(queueing)

T(r) expiry and no ASP in
ASP-INACTIVE state

Figure 6. AS State Tansition Diagram

If the TUA layer subsequently rezes an SCTP-COMMUNICATION_DOWN or SCTP-RESART indication primi-
tive rom the underlying SCTP laydt will inform the Layer Management byvioking the M-SCTP_SATUS indication
primitive. The state of the ASP will be med to ASP-DONN.

At an ASRthe TC-User will be informed of the wsilability of any affected SS7 destination through the use of N-PC-
STATE indication primities.

In the case of SCTP-COMMUNICAON_DOWN, the SCTP clienMAY try to re-establish the SCTP association.
This MAY be done by the TA layer automaticallyor Layer Managemem¥lAY re-establish using the M- SCTP_EBF
LISH request primitie.

In the case of an SCTP-RESHT indication at an ASRhe ASP is na considered by its TH peer to be in the ASP-
DOWN state. The ASRIf it is to recover, must bein ary recovery with the ASP-Up procedure.

4.3.4. ASPMProcedures br Peerto-Peer Messages
4.3.4.1. ASPUp Procedures

After an ASP has successfully established an SCTP association to athé&GBP \aits for the ASP to send an ASP
Up message, indicating that the ASPATpeer is &ailable. TheASP is alvays the initiator of the ASP Up messagghis
actionMAY be initiated at the ASP by an M-ASP_UP request primnitiom Layer Management &1AY be initiated auto-
matically by an T management function.

When an ASP Up message is reediat an SGP and internally the remote ASP is in the ASPYIINDstate and not con-
sidered lockd-out for local management reasons, the SGP marks the remote ASP in the statA@BRENand informs
Layer Management with an M-ASP_Up indication priwati If the SGP is&are, via current configuration data, which Ap-
plication Serers the ASP is configured to operate in, the SGP updates the ASP state toACIPVIRIin each AS that it is
a member

Alternatively, the SGP may me the ASP into a pool of Inage ASPs &ailable for future configuration within Appli-
cation Serer(s), determined in a subsequengReation Request or ASP Ae#i procedure. Ifthe ASP Up message con-
tains an ASP Identifiethe SGP should ga the ASP Identifier for that ASPThe SGPMUST send an ASP Up Ack mes-
sage in response to a raeei ASP Up messageven if the ASP is already magkl as ASP-IRCTIVE at the SGP
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If for any local reason (e.g, management lock-out) the SGP cannot respond with an ASP Up Ack message, the SGP |

sponds to an ASP Up message with an Error message with Reason "Refused - Management Blocking".

At the ASR the ASP Up Ack message regesl is mot acknavledged. LayemManagement is informed with an M-
ASP_UP confirm primitie.

When the ASP sends an ASP Up message it starts timer T(ath¢. ASP does not reaa a esponse to an ASP Up
message within T(ack), the AQWAY restart T(ack) and resend ASP Up messages until itvescai ASP Up Ack mes-
sage. T(ack)s provisionable, with a defult of 2 secondsAlternatively, retransmission of ASP Up messa@#aY be put

under control of Layer Managemeri this method, xpiry of T(ack) results in an M-ASP_UP confirm priméicarrying a
negdive indication.

The ASP must wait for the ASP Up Ack message before sendingaher TUA messages (e.g, ASP Aati o REG

REQ). Ifthe SGP recees any aher TUA messages before ASPUP message isveddother than ASPDN - see Section
4.3.4.2), the SGBHOULD discard them.

If an ASP Up message is reoa and internally the remote ASP is in the ASE-HVE state, an ASP Up Ack message

is returned, as well as an Error message (Xpeeted Message), and the remote ASP state is changed to AGFHE in
all relevant Application Serers.

If an ASP Up message is reea and internally the remote ASP is already in the ASRINIVE state, an ASP Up
Ack message is returned and no further action isrtak

4.3.4.1.1. TWA Version Control

If an ASP Up message with an unsupportesion is receied, the receiing end responds with an Error message, indi-
cating the ersion the receing node supports and notifies Layer Management.

This is useful when protocokvsion upgrades are being performed in a adtwA node upgraded to awer \ersion
should support the oldeexsions used on other nodes it is communicating vBacause ASPs initiate the ASP Up proce-
dure it is assumed that the Error messageldvnormally come from the SGP

4.3.4.1.2. IPSRConsiderations

An IPSP may be considered in the ASPAMINIVE state after and ASPUP or ASPUP Ack has beenvetdiom it.
An IPSP can be considered in the ASPVD state after an ASPDN or ASPDN Ack has been veddrom it. The IPSP

may inform Layer Management of the change in state of the remote IPSP using M-ASP_UP or M-ASP_DN indication o

confirmation primitves.

Alternatively, an interchange of ASPUP messages from each end can be perforhigdption follavs the ASP state
transition diagramlt would need four messages for completion.

If for any local reason (e.g, management lock-out) and IPSP cannot respond to an ASP Up message with an ASP |
Ack message, it responds to an ASP Up message with an Error message with Reason "Refused - Management Blocking"

leaves the remote IPSP in the ASP-ININ state.

4.3.4.2. ASPDown Procedures

The ASP will send an ASP Bam message to an SGP when the ASP wishes to besedrfrom service in all Applica-
tion Seners that it is a member and no longer rezeny DATA, SSNM or ASPTM messageslhis actionMAY be initi-

ated at the ASP by an M-ASP_BMN request primitie from Layer Management &dAY be initiated automatically by an
TUA management function.

Whether the ASP is permanently rerad from ary AS is a function of configuration managemeM/hene&er the ASP
previously used the Rygstration procedures (see Section 4.4.1) gister within Application Semers ut has not dergs-

tered from all of them prior to sending the ASPADanessage, the SGRUST consider the ASP as Deistered in all Ap-
plication Serers that it is still a memher
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The SGP marks the ASP as ASPADD, informs Layer Management with an M-ASP vidoindication primitve, and
returns an ASP Den Ack message to the ASP

The SGPMUST send an ASP Den Ack message in response to a reeASP Davn message from the ASRKea if
the ASP is already magk as ASP-D@W/N at the SGP

At the ASR the ASP Davn Ack message reased is not acknaevledged. LayeManagement is informed with an M-
ASP_DONN confirm primitve. If the ASP receies an ASP Davn Ack without haing sent an ASP Den message, the
ASP should n& consider itself as in the ASP-IMIN state. If the ASP vas preiously in the ASP-ETIVE or ASP_IN-
ACTIVE state, the ASP should then initiate procedures to return itself to visysestate.

When the ASP sends an ASPvidbmessage it starts timer T(ackj.the ASP does not reca a esponse to an ASP
Down message within T(ack), the ABFAY restart T(ack) and resend ASPvdomessages until it reses an ASP Davn
Ack messageT(ack) is pr@isionable, with a defult of 2 secondsAlternatively, retransmission of ASP D messages
MAY be put under control of Layer Managemeht.this method, xpiry of T(ack) results in an M-ASP_D®N confirm
primitive arrying a ngative indication.

4.3.4.3. ASPActive Procedures

Anytime after the ASP has regeil an ASP Up Ack message from the SGP or IRB® ASPMAY send an ASP Acte
message to the SGP indicating that the ASP is ready to start process$ing Thaé actionMAY be initiated at the ASP by
an M-ASP_ACTIVE request primitie rom Layer Management &iAY be initiated automatically by an PFUmanagement
function. Wheneer an ASP wishes to process the fimfor more than one Application Setvacross a common SCTP as-
sociation, the ASP Acte message(spPHOULD contain a list of one or more Routing Coriteto indicate for which Appli-
cation Serers the ASP Actie nessage appliedt is not necessary for the ASP to include all Routing Castef interest in
a sngle ASP Actve nessage, thus requesting to becomevaati dl Routing Contats at the same timeMultiple ASP Ac-
tive messagesd/IAY be used to actite within the Application Seers independentlyor in sets. Wheneer an ASP Active
message does not contain a Routing Cdmarameterthe recerer must knav, via configuration data, which Application
Sener(s) the ASP is a member

For the Application Sersrs that the ASP can successfully \até, the SGP or IPSP responds with one or more ASP
Active Ack messages, including the associated Routing €gsteand reflecting anTraffic Mode Type \alues present in
the related ASP Aate message. ThRouting Contgt parameteMUST be included in the ASP Aet Ack message(s) if
the receied ASP Active message containedwaRouting Cont&ts. Dependingn ary Traffic Mode Type request in the ASP
Active message or local configuration data if there is no request, the SGRB tne@ ASP to the correct ASP ftfiaf state
within the associated Application Ser(s). LayeManagement is informed with an M-ASP_Astiindication. Ifthe SGP
or IPSP receies any Data messages before an ASP y¥etiressage is reogd, the SGP or IPSMAY discard them.By
sending an ASP Aate Ack message, the SGP or IPSP isvmeady to recee and send trdic for the related Routing Con-
text(s). TheASP SHOULD NOT send Data messages for the related Routing ifseoefore receing an ASP Actie
Ack message, or it will risk message loss.

Multiple ASP Active Ack messageMAY be used in response to an ASP ¥e&tiressage containing multiple Routing
Contets, allaving the SGP or IPSP to independently ackiedge the ASP Acte message for diérent (sets of) Routing
Contexts. TheSGP or IPSRMUST send an Error message (/#id Routing Contgt") for each Routing Conxe value that
cannot be successfully acted.

Wheneer an "out-of-the-blue" ASP Actie message is reoaid (i.e., the ASP has notgistered with the SG or the SG
has no static configuration data for the ASP), the meddad€be silently discarded.

The SGPMUST send an ASP Aate Ack message in response to a reaiASP Active message from the ASP the
ASP is already ma#dd in the ASP-ETIVE state at the SGP

At the ASRthe ASP Actve Ack message reaed is not acknevledged. LayeManagement is informed with an M-
ASP_ACTIVE confirm primitve. It is possible for the ASP to resei Data message(s) before the ASP yethck message
as the ASP Actie Ack and Data messages from an SG or IPSP may be senfareifSCTP streamdViessage loss is
possible, as the ASP does not consider itself in the ASPME state until reception of the ASP Aati Ack message.
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When the ASP sends an ASP Aetinessage it starts timer T(ackf.the ASP does not reaa a esponse to an ASP
Active message within T(ack), the AS®AY restart T(ack) and resend ASP Aetimessages until it recsis an ASP Ac-
tive Ack messageT(ack) is preisionable, with a defult of 2 secondsAlternatively, retransmission of ASP Aet mes-
sagesMAY be put under control of Layer Managemeht. this method, xpiry of T(ack) results in an M-ASP GV IVE
confirm primitive arrying a ngative indication.

There are three modes of Application Sertrafic handling in the SGP TAJlayer: Owerride, Load-share and Broad-
cast. Whernncluded, the Taffic Mode Type parameter in the ASP Aati message indicates the fiafhandling mode to be
used in a particular Application Serv If the SGP determines that the mode indicated in an ASReAttssage is unsup-
ported or incompatible with the mode currently configured for the AS, the SGP responds with an Error message ("Unsu
ported/Ivalid Traffic Handling Mode"). If the trafic- handling mode of the Application Servis not already kmen via
configuration data, then the tiiafhandling mode indicated in the first ASP Aetimessage causing the transition of the Ap-
plication Serer state to AS-E&TIVE MAY be used to set the mode.

In the case of an @vride mode AS, reception of an ASP Aetitessage at an SGP causes the (re)direction of dit traf
for the AS to the ASP that sent the ASP »etimessage. Ay previously actve ASP in the AS is ne considered to be in
state ASP-IMCTIVE and SHOULD no longer recee taffic from the SGP within the ASThe SGP or IPSP theilUST
send a Notify message ("Alternate ASP #e€t) to the preiously actve ASP in the AS, an@HOULD stop trafic to or
from that ASP The ASP receing this Notify MUST consider itself na in the ASP-INACTIVE state, if it is not already
awae of this via interASP communication with the @xriding ASP

In the case of a Load-share mode AS, reception of an ASPeAntissage at an SGP or IPSP causes the direction of
traffic to the ASP sending the ASP Adinessage, in addition to all the other ASPs that are currentie atctihe AS. The
algorithm at the SGP for load-sharing fi@fvithin an AS to all the acte ASPs is implementation dependeiithe algo-
rithm could, for @ample, be round robin or based on information in the Data message (e.g, the SLS or SSN).

An SGP or IPSRupon reception of an ASP Aeg message for the first ASP in a Load-share M8,Y choose not to
direct trafic to a navly active ASP until it determines that there arefisidnt resources to handle thepected load (e.g, un-
til there are "n" ASPs in state ASFEAIVE in the AS).

All ASPs within a load-sharing mode AS must be able to procgsPata message rewed for the AS, to accommo-
date agy potential fil-over or re-balancing of the &red load.

In the case of a Broadcast mode AS, reception of an ASPeAmntissage at an SGP or IPSP causes the direction of traf-
fic to the ASP sending the ASP Adtimessage, in addition to all the other ASPs that are currentieattihe AS. The al-
gorithm at the SGP for broadcasting fiafvithin an AS to all the acte ASPs is a simple broadcast algorithm, wheesye
message is sent to each of thevacASPs. AnSGP or IPSRupon reception of an ASP Agt nmessage for the first ASP in a
Broadcast ASMAY choose not to direct tifid to a nevly active ASP until it determines that there arefisignt resources
to handle thexpected load (e.g, until there are "n" ASPs in state AGFIXE in the AS).

Wheneer an ASP in a Broadcast mode AS becomes ASP-WE, the SGRMUST tag the first BTA message broad-
cast in each SCTP stream with a unique Correlation Id paranfdterpurpose of this Correlation Id is to permit thevige
active ASP to synchronize g’processing of trdiic in each ordered stream with the other ASPs in the broadcast group.

4.3.4.3.1. IPSRConsiderations

Either of the IPSPs can initiate communicatidhen an IPSP recgis an ASP Actve, it should mark the peer as ASP-
ACTIVE and return an ASP Aate Ack messageAn ASP receiing an ASP Actie Ack message may mark the peer as
ASP-Active, ifitis not already in the ASP-@TIVE state.

Alternatively, an interchange of ASRC messages from each end can be performidis option follavs the ASP state

transition diagram andgs the additional adantage of selecting a particular AS to bevabdd from each endlt is espe-
cially useful when an IPSP is serving more than one la&ould need four messages for completion.

4.3.4.4. ASHnactive Procedures

When an ASP wishes to withadverom receving trafic within an AS, the ASP sends an ASP Inaxtiressage to the
SGP or IPSP This action MAY be initiated at the ASP by an M-ASP ANTIVE request primitre from Layer
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Management oMAY be initiated automatically by an PUmanagement functionWheneser an ASP is processing the traf-

fic for more than one Application Servacross a common SCTP association, the ASP yracBssage contains one or
more Routing Contds to indicate for which Application Seas the ASP Inaate message appliesWheneer an ASP In-
active message does not contain a Routing Cdnparameterthe recerer must knav, via configuration data, which Appli-
cation Serers the ASP is a member andwadhe ASP to the ASP-INCTIVE state in each all Application Sams. Inthe

case of an Oarride mode AS, where another ASP has alreadgntaker the trafic within the AS with an ASP Acte
("Override") message, the ASP that sends the ASP eattissage is already considered by the SGP to be in state ASP-IN-
ACTIVE. An ASP Inactve Ack message is sent to the Agfer ensuring that all tré€ is stopped to the ASP

In the case of a Load-share mode AS, the SGresritbe ASP to the ASP-INCTIVE state and the AS trfid is re-allo-
cated across the remaining ASPs in the state ASIPME, as per the load-sharing algorithm currently used within the AS.
A Notify message ("Institient ASP resources aeti in AS") MAY be sent to all inacte ASPs, if required An ASP Inac-
tive Ack message is sent to the ASP after alffitaé halted and Layer Management is informed with an M-ASP_IN-
ACTIVE indication primitive.

In the case of a Broadcast mode AS, the SGesihe ASP to the ASP- INCTIVE state and the AS trfid is broad-
cast only to the remaining ASPs in the state ASPFHWVE. A Notify message ("Insfitient ASP resources aeti in AS")
MAY be sent to all inaate ASPs, if required An ASP Inactve Ack message is sent to the ASP after alfitréad halted and
Layer Management is informed with an M-ASPABITIVE indication primitive.

Multiple ASP Inactve Ack messageBIAY be used in response to an ASP Inactiessage containing multiple Rout-
ing Contets, alloving the SGP or IPSP to independently asiedge for diferent (sets of) Routing Contts. TheSGP or
IPSP sends an Error messagev@dia Routing Contgt") message for eachvaid or unconfigured Routing Contevalue
in a recered ASP Inactie message.

The SGPMUST send an ASP Inas Ack message in response to a res®iASP Inactve message from the ASP and
the ASP is already magkl as ASP-IRCTIVE at the SGP

At the ASRthe ASP Inactie Ack message reaaid is not acknavledged. LayeManagement is informed with an M-
ASP_INACTIVE confirm primitive. If the ASP receies an ASP Inactve Ack without haing sent an ASP Inast nmessage,
the ASP should ne consider itself as in the ASP-RCTIVE state. If the ASP vas preiously in the ASP-ETIVE state,
the ASP should then initiate procedures to return itself to itdque state.When the ASP sends an ASP Ineetiressage
it starts timer T(ack).If the ASP does not rec@ a esponse to an ASP Inaai message within T(ack), the ASRAY
restart T(ack) and resend ASP Inaetimessages until it recss an ASP Inactve Ack message.T(ack) is praisionable,
with a defult of 2 secondsAlternatively, retransmission of ASP Inagé messageMAY be put under control of Layer
Management. Ithis method, xpiry of T(ack) results in a M-ASP_Inaeti onfirm primitive arrying a ngaive indication.

If no other ASPs in the Application Servare in the state ASP-CAIVE, the SGRVIUST send a Notify message ("AS-
Pending") to all of the ASPs in the AS which are in the state AR TWE. The SGPSHOULD start lffering the in-
coming messages for T(r) seconds, after which mes$ag&sbe discarded.T(r) is configurable by the nebrk operatar
If the SGP recees an ASP Actve message from an ASP in the AS befoxeigy of T(r), the luffered trafic is directed to
that ASP and the timer is canceld@lT(r) expires, the AS is mad to the AS-INACTIVE state.

4.3.4.4.1. IPSRConsiderations

An IPSP may be considered in the ASPMINIVE state by a remote IPSP after an ASP Ivactr ASP Inactie Ack
message has been reeeifrom it.

Alternatively, an interchange of ASPIA messages from each end can be perfofithisdoption follavs the ASP state
transition diagram and s the additional adantage of selecting a particular AS to be deaietd from each endlt is es-
pecially useful when an IPSP is serving more than onelfA8ould need four messages for completion.

4.3.4.5. NotifyProcedures

A Notify message reflecting a change in the AS SWIST be sent to all ASPs in the ASxaept those in the ASP-
DOWN state, with appropriate Status Information angA8P Identifier of thediled ASP At the ASPLayer Management
is informed with an M- NOIFY indication primitve. The Notify message must be sent whether the AS state chaisge w
result of an ASPdilure or reception of an ASP State management (ASPSM) or A&Fc TManagement (ASPTM)
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message. Inhe second case, the Notify messjdST be sent after anASP State or rRffic Management related ac-
knowledgments messages (e.g, ASP Up Ack, ASRiDAck, ASP Actve Ack, or ASP Inactie Ack).

Wheneer a Notify ("AS-PENDING") message is sent by an SGP that has no ASPs acte 1o service the tréfc, or
where a Notify ("Insufcient ASP resources ae#i in AS") messag®UST be sent in the Load-share or Broadcast mode,
the Notify message does notpéicitly compel the ASP(s) reogng the message to become a&tiThe ASPs remain in
control of what (and when) tifaf action is takn.

Wheneer a Notify message does not contain a Routing Cdnparameterthe receier must knav, via configuration
data, of which Application Seevs the ASP is a member andedke appropriate action in each AS.

4.3.4.5.1. IPSFConsiderations (NTFY)

Notify works in the same manner as in the SG-AS c&s®e of the IPSPs can send this messageyoamote IPSP
that is not in the ASP-D@N state.

4.3.4.6. HeartbeatProcedures

The optional Heartbeat proceduidaY be used when operatingas transport layers that do notueatheir avn heart-
beat mechanism for detecting loss of the transport association (i.e., other than SCTP).

Either TUA peer may optionally send Heartbeat messages periodigaiject to a preisionable timer T(beat)Upon
receving a Heartbeat message, theATpeerMUST respond with a Heartbeat Ack message.

If no Heartbeat Ack message (oyasther TUA message) is recad from the TWA peer within 2*T(beat), the remote
TUA peer is considered uwalable. Transmission of Heartbeat messages is stopped and the signalling @dc#sED
attempt to re-establish communication if it is configured as the client for the disconneéteediU

The Heartbeat message may optionally contain an opaque Heartbeat Data paramétdSThae echoed back un-
changed in the related Heartbeat Ack message. senderupon examining the contents of the returned Heartbeat Ack mes-
sageMAY choose to consider the remote A'Peer as unailable. Thecontents and format of the Heartbeat Data parame-
ter is implementation-dependent and only of local interest to the original sérecontents may be used, fomeple, to
support a Heartbeat sequence algorithm (to detect missing Heartbeats), or a time-stamp mech=zaisate(thetays).

Note: Heartbeat relatedents are not shen in Figure 4 "ASP state transition diagram".
4.4. RoutingKey Management Pocedures
4.4.1. Registration

An ASPMAY dynamically rgister with an SGP as an ASP within an Application S&eusing the REG REQ message.
A Routing Key mprameter in the REG REQ message specifies the parameters associated with the Bputing K

The SGP gamines the contents of the re@ei Routing Key parameter and compares it with the currentlygioned
Routing Keys. If the recaied Routing Key matches anasting SGP Routing By entry, and the ASP is not currently in-
cluded in the list of ASPs for the related Application 8erthe SGPMAY authorize the ASP to be added to the AS, if
the Routing Ky des not currently»aést and the receed Routing Key data is \alid and unique, an SGP supporting dynamic
configurationMAY authorize the creation of awdrouting Key and related Application Seev and add the ASP to thewe
AS. Ineither case, the SGP returns gyR&ation Response message to the,ABRtaining the same Local-RK-ldentifier as
provided in the initial request, and a digtration Result "Successfully fetered". Aunique Routing Conie value as-
signed to the SGP Routingellis included. Thenethod of Routing Conké value assignment at the SGP is implementation
dependent it must be guaranteed to be unique for each ApplicatioreSenRouting Ky supported by the SGPIf the
SGP determines that the raagi Routing Key data is ivalid, or contains imalid parameter &lues, the SGP returns agre
tration Response message to the ASRtaining a Registration Result "Error - kalid Routing Key"', "Error - Invalid DPC",
"Error - Invalid Network Appearance™ as appropriate.

If the SGP does not support thgistration procedure, the SGP returns an Error message to thevit8&n error code
of "Unsupported Message/fe".
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If the SGP determines that a unique Routiry Kannot be created, the SGP returns giRetion Response message
to the ASPwith a Reistration Status of "Error - "Cannot Support Unique Routing." An incoming signalling message re-
ceived a& an SGP should not match amst more than one Routingeik

If the SGP does not authorize thgistration request, the SGP returns a REG RSP message to the ASP containing the
Registration Result "Error - Permission Denied".

If an SGP determines that a re@ei Routing Key des not currentlyxést and the SGP does not support dynamic con-
figuration, the SGP returns a dRgtration Response message to the ,ABRtaining a Reistration Result "Error - Routing
Key not Currently Praisioned".

If an SGP determines that a re@ei Routing Key des not currently»ést and the SGP supports dynamic configuration
but does not hee the capacity to add meRouting Key and Application Serer entries, the SGP returns agidration Re-
sponse message to the ASbhtaining a Rgistration Result "Error - Insfi€ient Resources".

If an SGP determines that one or more of the Routeygpgdrameters are not supported for the purpose of creating ne
Routing Key entries, the SGP returns adrgtration Response message to the , ABRtaining a Registration Result "Error -
Unsupported RK parameter fieldThis resultMAY be used if, for eample, the SGP does not support RK Address parame-
ter.

A Regstration Response "Error - Unsupportadffic Handling Mode" is returned if the RoutinggKin the REG REQ
contains a Taffic Handling Mode that is inconsistent with the presently configured mode for the matching Application
Sener.

An ASP MAY register multiple Routing Kys & once by including a number of RoutingeK parameters in a single
REG REQ messagelhe SGPMAY respond to each gestration request in a single REG RSP message, indicating the suc-
cess ordilure result for each Routingeit in a £parate Rgistration Result parameteAlternatively the SGPMAY respond
with multiple REG RSP messages, each with one or mogéstRation Result parameter3he ASP uses the Local-RK-
Identifier parameter to correlate the requests with the responses.

An ASPMAY modify an &isting Routing Ky by including a Routing Conké parameter in the REG REQ. the SGP
determines that the Routing Coxttepplies to an»asting Routing Ky, the SGMAY adjust the ®isting Routing Ky ©
match the n@ information preided in the Routing Ky parameter A Registration Response "Routing Coxtt@&egistration
Refused" is returned if the SGP does not accept the modification of the Roeying K

Upon successful gistration of an ASP in an AS, the SGP cawsend related SS7 Signalling Nairk Management
messaging, if this did not preusly start upon the ASP transition to state ASRAINIVE

4.4.2. Deegistration

An ASP MAY dynamically dergister with an SGP as an ASP within an Application &ensing the DEREG REQ
message. ARouting Contgt parameter in the DEREG REQ message specifies which Routiysgtd<deregister An ASP
SHOULD move b the ASP-INACTIVE state for an Application Segv before attempting to dejister the Routing By
(i.e., dergister after recging an ASP Inactie Ack). Also,an ASPSHOULD derggister from all Application Sears that it
is a member before attempting towado the ASP-Davn state.

The SGP ramines the contents of the re@ei Routing Cont&t parameter andalidates that the ASP is currentlygig
tered in the Application Seev(s) related to the included Routing Comtg). If validated, the ASP is degestered as an ASP
in the related Application Sezv

The dergistration procedure does not necessarily imply the deletion of Routingrid Application Serer configura-
tion data at the SGROther ASPs may continue to be associated with the ApplicatioreiSerwhich case the Routingey
dataMUST NOT be deleted.If a Deragistration results in no more ASPs in an Application 8een SGPMAY delete the
Routing Key data.

The SGP ackneledges the degistration request by returning a DEREG RSP message to the requestingheSte-
sult of the dergistration is found in the Degéstration Result parameténdicating success oaifure with cause.
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An ASP MAY deragister multiple Routing Conkés at once by including a number of Routing Crt#tén a single
DEREG REQ messagd&.he SGPMAY respond to each degistration request in a single DEREG RSP message, indicating
the success oailure result for each Routing Cortén a separate Degestration Result parameter

4.4.3. IPSPConsiderations (REG/DEREG)

The Ra@istration and Deggstration proceduresavk in the IPSP cases in the samayvas in AS-SG case#\n IPSP
may rajister an RK in the remote IPSRn IPSP is responsible for deistering the RKs that it hasgistered.

4.5. Procedures to Support Pint Code and Subsystem State
4.5.1. Atan SGP

On receiing an N-SRTE, N-PCSRATE, N-COORD indication primitie from the nodal inteworking function at an
SGPR the SGP TW layer will send a corresponding SS7 Signalling NekwManagement (SSNM) DUN DAVA, DUPU,
DRST or SCON message (see Section 3) to th& fiékrs at concerned ASP$he TUA layer must fill in arious fields of
the SSNM messages consistently with the informationved@i the primitives.

SSNM messageSHOULD NOT be sent on stream "0" alAY use ordered deféry.
4.5.2. Atan ASP
4.5.2.1. SinglesG Configurations

At an ASR upon recering an SS7 Signalling Netwk Management (SSNM) message from the remotA Peker the
TUA layer irvokes the appropriate primite indications to the resident TC-Usetsocal management is informed.

Wheneer a local eent has caused the wability or congestion status of SS7 destinations, user parts or subsystems,
the TUA layer at the ASSSHOULD pass up appropriate indications in the privegito the TUA User as though equialent
SSNM messages were raasl. For example, the loss of an SCTP association to an SGP may cause \thiéahitity of a
set of SS7 destinations, user parts or subsystBRBBCSTATE indication primitves to the TUA User are appropriate.

4.5.2.2. Multiple SG Configurations

At an ASR upon receiing a SS7 Signalling Netwk Management (SSNM) message from the remotA Per the
TUA layer updates the status of thieafed route(s) via the originating SG and determines, whether or notetiadl avail-
ability or congestion status of thefexfted destination(s) or subsystem(s) has chantesb, the TWA layer irvokes the ap-
propriate primitve indications to the resident TC-Users [1Qpcal management is informed.

4.5.3. ASPAuditing

An ASP may optionally initiate an audit procedure to inquire of an SGwtilalality and, if the national congestion
method with multiple congestionves and message priorities is used, congestion status of an SS7 destination or set of des
tinations. Inaddition, the ASP may inquire of an SG thailability and congestion status of a subsystemDestination
Audit (DAUD) message is sent from the ASP to the SGP requesting the cuwditatiility and congestion status of one or
more SS7 destinations or subsystems.

The DAUD messagdMAY be sent with unordered dedry. The ASPMAY send the BUD in the following cases:

- Periodic: A Timer originally set upon reception of a DANSCON or DRST message hagpieed without a subse-
quent DAVA, DUNA, SCON or DRST message updating thkeilability and congestion status of the af-
fected destinations or subsysterisie Timer is reset upon issuing @ADD. In this case the BUD is £nt
to the SGP that originally sent the SSNM message [11].

- Isolation: TheASP is navly ASP-ACTIVE or has been isolated from an SG for ateeded period The ASPMAY

request theailability and congestion status of one or more SS7 destinations or subsystems to which it e
pects to communicate.
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The SGPMUST either respond to aAUD messages with SSNM messages indicating tagahility and congestion
status of the destination or subsystemM&iST respond with an ERR ("Destination Status Unkn®) or ERR ("Subsys-
tem Status Unknen") message for each destination or subsystem requested iAtH2 message.

The status of each SS7 destination or subsystem requested is indicated iR ar@sBage (if unailable), a DAVA
message (ifilable), or a DRST (if restricted and the SGP supports this featlir)e SS7 destination or subsystem is
awailable and congested, the SGP responds with an SCON message in additior®étineddsage. Ithe SS7 destination
is restricted and congested, the SGP responds with an SCON message in addition to thié fBBRSIGP cannot return in-
formation on theailability or congestion status of the SS7 destination or subsystem, the SGP responds with an ERR ("Des
tination Status Unknen") or ERR ("Subsystem Status Unkwd') with a list of all the destinations and subsystems for
which the SGP cannot priale information.

In some cases, the SGRAY chose not to respond to ADD message or a component of AID message on the ba-
sis of polig [12].

Any DUNA or DAVA message in response to AlDD messageéMAY contain a list of Afiected Point Codes.

4.5.4. TCAP- TUA Interworking at the SG

On the SG, the TCAP routing or inteavking function determines that the message must be sent to an AS viathe TU
stack, based on information in the incoming message. TUA outgoing mapping function identifies the appropriate Appli-
cation Serer (AS) and selects an aai ASP from the list of ASPs servicing this AShe appropriate ASP can be deter
mined based on the routing information in the incoming message, local load sharing informatidheetppropriate TR
message is then constructed and sent to the appropriate endpoint, via the correct SCTP association and stream.

45.4.1. Primitives receved from the local TC-User

These support the TAJtransport of TC-User boundary primigs. Thesame services as supported by TCAP are to be
provided by TLA. The TC-users at the SG should be able to use the same peimiterface to TCAP/TWA without ary
changes. Th&@ CAP-TUA interworking function taks care of selecting the appropriate stack.

The TUA needs to setup and maintain the appropriate SCTP association to the selected ehdipoalto manages
the usage of SCTP streaniBhe address information passed by theAT$er at an ASP must contain: .npaid SS7 ad-
dress to reach a destination in the SS7 adtwia the appropriate SCTP association to a SG .radiéh NP address or host
name to reach another ASP in the IP mekwia the appropriate SCTP association.

4.5.4.2. Segmentingnd Reassembly of Components

5.

When it is &pected that TCAP signalling messages will not fit into the maximum PDU size of the underlying transport
(e.g, SCCPMTP), then sgmentation and reassemi8HOULD be performed by the TC-Usen the event that the SG re-
ceives a TQRY, TCNV and TRSP message with included or associated componentsdbetl ¢he maximum PDU size of
the underling transport, the SGP will respond with a TN@ssage with "Sgnentation Not Supported” or "@mentation
Faled" or "Destination cannot perform reassembly" indicated irRéygort Causevithin the TNOI message considering lo-
cal SG SCCP procedures [13].

Examplesof TUA Procedures

5.1. Establishmentof Association and Taffic between SGPs and ASPs

5.1.1.1. SinglASP in an Application Server ("1+0" sparing)

This scenario shves the @ample TIA message flas for the establishment of tfiaf between an SG and an AS#ere
only one ASP is configured within an AS (no backup)s assumed that the SCTP association is already set-up.
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SG ASP
| |
TR T T ASP Up------------ |
[T ASP-Up Ack---------- >|
| |
| <------- ASP Active------------- |
|----- ASP Active Ack------------ >|

5.1.1.2. o ASPs in Application Server ("1+1" sparing)

This scenario shves the gample TWA message flas for the establishment of tfiaf between an SG and tASPs in
the same Application Sezy where ASP1 is configured to be "aetiand ASP2 a "standby" in thevent of communication
failure or the withdraval from service of ASP1ASP2 may act as a hotawn, or cold standby depending on tiéeat to
which ASP1 and ASP2 share call or transaction state or can communicate call stateiluneer fwithdraval events. The
example message flois the same whether the ASP-A&imessages are @wide or Load-share mode although typically
this example wuld use an Carride mode.

|------ ASP- Active Ack---->|

SG ASP1 ASP2
| | |
| <-e-me--- ASP Up---------- | |
|------- ASP-Up Ack------- >| |
| | |
| oo ASP Up---------------- |
R ASP-Up Ack------------ >|
| | |
| | |
| <=------ ASP Active------- | |

|
|

5.1.1.3. ™o ASPs in an Application Server ("1+1" sparing, load-sharing case)

This scenario shves the gample TWA message flas for the establishment of tfiaf between an SG and tASPs in
the same Application Sezy where the tw ASPs are brought to "ae#i' and load-share the tifiéd load. In this case, one
ASP is suficient to handle the total tféd load.

SG ASP1 ASP2
| | |
| <--mmmm--- ASP Up--------- | |
|-------- ASP-Up Ack------ >| |
| | |
SRR ASP Up--------------- |
R ASP Up Ack------------ >

<--ASP Active ----------- |
|----- ASP- Active Ack----- >|

S T T ASP Active ------------ |
R L TP ASP- Active Ack------ >|

5.1.1.4. Thee ASPs in an pplication Server ("n+k" sparing, load-sharing case)
This scenario shws the gample TIA message flas for the establishment of tfaf between an SG and three ASPs in

the same Application Sesy where two of the ASPs are brought to "aai and share the loadn this case, a minimum of
two ASPs are required to handle the totaffizdbad (2+1 sparing).
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| |
| |
| <--ASP Act --------- | |
| ----ASP- Act Ack---->| |
| |
|

5.1.2. ASPTr affic Fail-over Examples
5.1.2.1. (1+1Sparing, withdrawal of ASP, Back-up Override)
ASP1 withdravs from service:
SG ASP1 ASP2
| <----- ASP | nactive------- | |
|----ASP Inactive Ack---->| |

R LT NTFY(ASP- | nact.) (Optional ) -->|

SR LT ASP Active---------- |
R R ASP- Active Ack------- >|

Note: Ifthe SG detects loss of the Alpeer (TUA heartbeat loss or detection of SCTHre), the initial SG-ASP1 ASP
Inactive messagexxhange wuld not occur

5.1.2.2. (1+1Sparing, Back-up Owerride)

ASP2 wishes toverride ASP1 and takover the trafic:

SR LT ASP Active---------- |
R L TP ASP- Active Ack------ >|
| ----NTFY(Alt ASP-Act)--->|

| | |

5.1.2.3. (n+kSparing, Load-sharing case, withdrawal of ASP)

ASP1 withdravs from service:

SG ASP1 ASP2 ASP3

| | |
<----ASP |l nact.----- | |

|
| |
| ---ASP-1 nact Ack--->| | |
| |
|

|
R e TP NTFY(I ns. ASPs)(Optional)->

The Notify message to ASP3 is optional, as well as the ASReAtim ASP3. The optional Notify can only occur if
the SG maintains kmdedge of the minimum ASP resources required - xangle if the SG knws that "n+k" = "2+1" for
a load-share AS and "n" currently equals "1".

B. Bidulock Version 0.0 Page 88



Inter net Draft SS7 TCAP-User Adaptation Layer January 10, 2002

Note: Ifthe SG detects loss of the ASP1A Peer (TWA heartbeat loss or detection of SCTdre), the first SG-ASP1
ASP Inactve messagexxhange wuld not occur

5.1.3. TCAP/TC-UserSelrvice Translation Examples

When the T layer on the ASP has a DH message to send to the SG, it will do thrfgtlo

(1) Determinghe correct SGP

(2) Findthe SCTP association to the chosen SGP

(3) Determinghe correct stream in the SCTP association based on the DID

(4) Buildthe DH message, fill TN M essage Headdill Common Header

(5) Sendhe DH message to the remoteA peer in the SG,\@r the SCTP association
When the T layer on the SG has a DH message to send to theitA@IPdo the following:

(1) Determinghe AS

(2) Determinghe Active ASP (SCTP association) within the AS

(3) Determinghe correct stream in the SCTP association based on the DID

(4) Buildthe DH message, fill in TM essage Headdill in Common Header

(5) Sendhe DH message to the remoteA peer in the ASPover the SCTP association

An example of the message Wle for establishing a dialogue service iswhdelav. An active association between
ASP and SG is established (Section 5.1) prior to theWoilp message fles.

SG ASP
Semmmmeiooes I nvoke Request
Rty Query(Begi n) Request
Conver sat i on( Conti nue)
Indication = ---------- >
Result Indication ~ ---------- >
Semmmmeiooes I nvoke Request
Dy Conver sat i on(Cont i nue) Request
End(response)lndication ----------- >
Result Indication ----------- >

An example of the message e for a filed attempt to establish a dialogue on the signalling channelvis dfedaw.
In this case, theajevay has a problem with its gisical connection , so it cannot establish a dialogue on the signalling chan-

nel.
SG ASP
R I nvoke Request
Semmmmmeees Query(Begi n) Request
Abort Indication ---------- >
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5.2. IP-IP Architecture
The sequences belooutline logical steps for aaviety of scenarios within an IP-IP architectuRlease note that these
scenarios oger a Rimary/Backup configurationWhere there is a load-sharing configuration then the AS can decéilre a
ability when 1 ASP issues ABE but can only declare umalability when all ASPs hee issued ASPIA.
5.2.1. Establishmenbf TUA connectvity
The following shavs an &ample establishment of Uconnectvity. In this exkample, each IP SP consists of a Manage-
ment Instance (MI) and wvASPs. TheManagement Instance handles the address mapping mechanisms and monitors the
states of the remote pedror simplicity, the Management Instances and ASPs are considered as a separatdtantity
not a requirement, as thean be collocated with an ASP

The folloving must be established before A'traffic can flav. A connection-less flo is shown for simplicity.

Each node is configured (via MIB, faxample) with the connections that need to be setup

IP SEP A IP SEP B
ASP- al ASP- a2 M a M b ASP- b2 ASP- b1
(Primary) (Backup) (Backup) (Primary)

Est abl i sh SCTP Connectivity
|-- Est. SCTP Ass.--|
|------ Establ i sh SCTP Association ------- |
|- - Establ i sh SCTP Association -------------
|- - - Establ i sh SCTP Association ------------------
| --- Establish SCTP Assoc. ----|
|------- Establ i sh SCTP Association -------- |
|- Establ i sh SCTP Association ------------- |

| -- Establish SCTP Association -|
|------- Est abl i sh SCTP Association ------ |

Est abl i sh TUA Connectivity

R ASP Up-----------mmmm oo - >
R ASP Up Ack--------nm-mnmnn +
EEEEEEEEEE P ASP Up----------- >
S L ASP Up Ack------- +
R R ASP Up------------- +
R ASP Up Ack--------- >
R T ASP Up----------mmm oo - +
R L ASP Up Ack-------mmmmmmann >
R ASP ACt--------mmma - >
S ASP Act Ack-------------- +
R T ASP ACt-------mmmmi e +
R L ASP Act Ack-----------mnno- >

Traffic can now flow directly between ASPs.

5.2.2. Ril-over scenarios

The following sequences addresslfover of ASP
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5.2.2.1. SuccessflASP FRail-over scenario

The following is an &ample of a successfuhif-over scenario, where there is aiffover from ASP-al to ASP-a2, i.e,
Primary to Backup.Since data transfer passes directly between peer ASPs, ASP-b1l is notifiedailfaber bf ASP-al
and must bffer outgoing data messages until ASP-a2 beconsiialale.

IP SEP A |P SEP B
ASP- al ASP- a2 M a M b ASP- b2 ASP- b1l
(Primary) (Backup) (Backup) (Primary)
L ASP lnact----------------- >
R ASP | nact Ack------------- +

<----NTFY (ASP-al |nactive)---+

LSRR ASP Act------------ >
SR ASP Act Ack-------- +

5.2.2.2. UnsuccessflASP Fail-over scenario

The sequence is the same as 5.2.2ckm that, since the backuail§ to come in then, the Notify messages declaring
the availability of the backup are not sent.

6. Security
6.1. Introduction

TUA is designed to carry signalling messages for telephone senAsesuch, TW invdves the security needs ofvse
eral parties: the end users of the services; theanktproviders and the applicationsvilved. Additionalsecurity require-
ments may come from localgelation. Whilehaving some werlapping security needs, yasecurity solution should fulfill
all of the diferent parties’ needs.

6.2. Threats

There is no quick fix, one-size-fits-all solution for securyg a tansport protocol, TH has the folleving security ob-
jectives:

« Availability of reliable and timely user data transport.
« Integrity of user data transport.
Confidentiality of user data.

L]

TUA runs on top of SCTPSCTP prwides certain transport related security features, such as:

L]

Blind Denial of Service Attacks
Flooding

* Masquerade

« Improper Monopolization of Services

L]

When TWA is running in professionally managed corporate or serviceigep netvork, it is reasonable taxpect that
this netvork include an appropriate security pglicameavork. The"Site Security Handbook" [2196] should be consulted
for guidance.

When the netark in which TUA runs in irvolves more than one parfymay not be reasonable tapect that all parties
have implemented security in a $igient manner End-to-end security should be the goal; therefore, it is recommended that
IPSEC be used to ensure confidentiality of user payl@amhsult [2409] for more information on configuring IPSEG ser
vices.

6.3. Pmotecting Confidentiality
Paticularly for mobile users, the requirement for confidentiality may include the masking of IP addresses ard ports.
this case application Vel encryption is not sdicient; IPSEC ESP should be used insteRdgardless of which leel per
forms the encryption, the IPSEC ISAKMP service should be use@jomknagement.
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7. IANA Considerations
7.1. SCTPPayload Protocol ID

IANA has assigned a TAJvalue for the BRyload Protocol Identifier in the SCTRADA chunk. Thefollowing SCTP
Payload Protocol Identifier is gistered:

TUA"4"

The SCTP Ryload Protocol Identifieralue "4"SHOULD be included in each SCTPADA chunk, to indicate that the
SCTP is carrying the TAJprotocol. Thevalue "0" (unspecified) is also alleed hut ary other valuesMUST NOT be used.
This Rayload Protocol Identifier is not directly used by SCTPMAY be used by certain netrk entities to identify the
type of information being carried in @ADA chunk.

The User Adaptation pedlAY use the BRyload Protocol Identifielas a way of determining additional information
about the data being presented to it by SCARequest will be made to I1AAto assign CTP Ryload Protocol IDs.

7.2. Port Number
IANA has r@istered SCTP Port Number 14001 forA.Ult is recommended that SGPs use this SCTP port number for
listening for nev connections. SGPRYAY also use statically configured SCTP port numbers instead.
7.3. Pmotocol Extensions
This protocol may also bexended through IAN in three vays:
« Through definition of additional message classes.
« Through definition of additional message types.

« Through definition of additional message parameters.

The definition and use of wemessage classes, types and parameters is gnainpart of SIGTRAN adaptation layers.
Thus, thesextensions are assigned by IANhrough an IETF Consensus action as definB8G#434

The proposedxensionMUST in no way adersely affect the general arking of the protocol.
A new regstry will be created by IAN to dlow
7.3.1. IETF Defined Message Classes
The documentation for a wanessage claddUST include the follaving information:
(1) Along and short name for the message class;
(2) Adetailed description of the purpose of the message class.
7.3.2. IETF Defined Message yipes
Documentation of the message ty\yE&ST contain the follaing information:
(1) Along and short name for thewnenessage type;
(2) Adetailed description of the structure of the message.
(3) Adetailed definition and description of intended use of each field within the message.

(4) Adetailed procedural description of the use of the message type within the operation of the protocol.
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(5) Adetailed description of error conditions when reicgj this message type.

When an implementation reges a nessage type which it does not supporiMiST respond with an Error (ERR)
message, with an Error Code = Unsupported Messgue T

7.3.3. IETF-definedTLV Parameter Extension
Documentation of the message paramBtgST contain the follaving information:
(1) Nameof the parameter type.

(2) Detaileddescription of the structure of the parameter fielthis structureMUST conform to the general type-
length-value format described earlier in the document.

(3) Detaileddefinition of each component of the parametdue.

(4) Detaileddescription of the intended use of this parameter type, and an indication of whether and under what circum
stances multiple instances of this parameter type may be found within the same message type.
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End Notes

[1]

(2]

3]

[4]

[5]

[6]

[7]

(8]

B. Bidulock

IMPLEMENT ATION NOTE:- Only one SCTP port may be defined for each endpainteéch SCTP endpoint
may hae multiple IP address&§C 2960

IMPLEMENT ATION NOTE:- Where more than one route (or SG) is possible for routing to the SSa@rketw
the ASP could, for>ample, maintain a dynamic table afagable SG routes for the SS7 destinations and subsys-
tems, taking into account the destination and subsysteifalzlity and congestion status reeed from the SG(s),

the availability status of indiidual SGs and configuration changesaikréver mechanisms.

IMPLEMENT ATION NOTE:- When the TC-User selects sequencedvdsliusing the "Sequence Control"
fields in the Quality of Service parametiie DH messag8HOULD be sent on an SCTP stream using ordered de-
livery. When the TC-User does not select sequencededelind does not utilize the optional component handling
interface (i.e. the DH message has components included), the DH mbbS#dgee sent on an SCTP stream using
unordered deliery.

IMPLEMENT ATION NOTE:—- The use of TV in principle allovs the parameters to be placed in a random order
in the messagetHowever, some guidelines should be considered for easy processing in theirgllorder:

(1) parameterseeded to correctly process other message parameters, preferably should precede these paran
ters (such as Routing Cortg mandatory parameters preferably should preceglegtional parameters,

(2) thedata parameter will normally be the final one in the message.

IMPLEMENT ATION NOTE:- An Application Serer Process may be configured to procesfdriafr more than
one logical Application Seer. From the perspeate d an ASE a Routing Contgt defines a range of signalling
traffic that the ASP is currently configured to reeefom the SG.

Additionally, the Routing Contd parameter identifies the SS7 netlwcontet for the message, for the purposes of
logically separating the signalling tfiaf between the SGP and the Application $erRProcess\wer a mommon
SCTP Association, when needefin example is where an SGP is logically partitioned to appear as an element in
several different national SS7 netuks. Itimplicitly defines the SS7 Point Code format used, the SS7dYletin-
dicator \alue and TCAP protocol typedsiant/\ersion used within a separate SS7 oekw It also defines the net-
work contet for the PC and SSNalues. Wherean SGP operates in the corttef a single SS7 netwk, or indi-
vidual SCTP associations are dedicated to each SSonkatantet, this functionality is not needed.

IMPLEMENT ATION NOTE:- Correlation Id parameter can be used for featuresSjkchronization of ASPs
and SGPs in a Broadcast Mode AS or S@@jcamessage duplication and mis-sequencing in casalaivier of as-
sociation from one ASP or SGP to another ASP or, &GP

IMPLEMENT ATION NOTE:- The \alue in the Importance field in the Quality of Service paramdteY be
ignored or modified by a Signalling Gafay if the \alue contained is not consistent with SCCR fbontrol polic
at the SG.

IMPLEMENT ATION NOTE:- The walue in the Message Priority field in the Quality of Service parariveief
be ignored or modified by a Signalling Gasy if the \alue contained is not consistent with MTP congestion yolic
at the SG.

IMPLEMENT ATION NOTE:- The Signalling Gaigay MAY, &t its option, sgment theParametes field into

multiple parameters set to be send in multipieke (Last/Not Last) or Return Result (Last/Not Last) components

in separate TCAP packages to meet the maximum PDU requirements imposed by the underlying SCCP transpo
Otherwise, if the Signalling Gatey finds that the resulting component is togéato fit into an SCCP UNITATA
messag® 13 the SGMAY, at its option, return a TND message indicating to the TC-User that the component
was oo lage.
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[10] IMPLEMENT ATION NOTE:- To accomplish the handling of SSNM messages from multiple SGs in a multiple
SG configuration, the TAllayer at an ASP maintains the status of routes via each SG.

[11] IMPLEMENT ATION NOTE:- In the case of a Periodic audit, the auditing procedure might not/tieeihfor
the case of a reaeidd SCON message containing a congestiorellgalue of "no congestion" or undefined" (i.e.,
congestion Leel = "0"). Thisis because thealue indicates either congestion abatement or that the ITU MTP3 in-
ternational congestion method is being uskdthe international congestion method, the MTP3 layer at the SGP
does not maintain the congestion status gfdastinations and therefore the SGP cannotigeoary congestion in-
formation in response to theADD. For the same reason, in the second of the case® abbAUD message can-
not reveal ary congested destination(s).

[12] IMPLEMENT ATION NOTE:- For example, an SGP may chose to not respond to a request for the destination or
subsystem status of a specific point code in th6D message because the ASP that issued #t¢Dmessage is
not authorized to obtain information concerning the status of the destination as requested.

[13] IMPLEMENT ATION NOTE:- Typically a TC-User is responsible for performing thgnsentation and reassem-
bly of components.
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Appendices
A. Operational Considerations
A.1l. Signalling Network Ar chitecture

A Signalling Gatevay is wised to support the transport of TC-User signallinditraéceved from the SS7 netork to
multiple distrituted ASPs (e.g., MGCs and IP Databas&dgarly, the TUA protocol is not designed to meet the perfor
mance and reliability requirements for such transport by itsédfvever, the conjunction of distrilited architecture and re-
dundant neterks pravides support for reliable transport of signallingftcadver IP. The TUA protocol is fleible enough to
allow its operation and management inaaiety of plysical configurations, enabling Nedvk Operators to meet their perfor
mance and reliability requirements.

To meet the stringent SS7 signalling reliability and performance requirements for carrier graoiis)aietvork Op-
erators might require that no single point afudre is present in the end-to-end netkvarchitecture between an SS7 node
and an IP-based applicatioiihis can typically be achied through the use of redundant SGPs or SGs, redundant hosts, and
the praision of redundant QOS-bounded IP netkwpaths for SCTP Associations between SCTP End Pointsoiy,
the reliability of the SG, the MGC and other IP-based functional elements also needs @nhettaiccountThe distritu-
tion of ASPs and SGPs within theadable Hosts MA’ also be consideredAs an eample, for a particular Application
Sener, the related ASPs could be distribd wer at least tvo Hosts.

One eample of a pisical netvark architecture rel@nt to SS7 carriegrade operation in the IP naivk domain is
shawvn in Figure 7.

In this model, each host MAhavemary application processedn the case of the MGC, an ASP may\pde service
to one or more Application Seks, and is identified as an SCTP end point. One or more Signallinga@&mcesses
malke wp a sngle Signalling Gateay.

This example model can also be applied to IPSP-IPSP signallmghis case, each IPSP MAaveits services dis-
tributed across 2 hosts or more, and maxehmaultiple sener processes on each host.

SGs MGCs
r-TT == N r-TTT== N
[} ] ] [}
Host#1) | scp1.1 [ I_| Asp1 |1 Host#3
[} T T | =
[} | | [}
MGC1
: sGpP2.1 | ! ! ASP2 : GC
L} L}
[} o [} | o [}
! S ! 8 ] ! 3 !
[} [} o o [} [}
: SGPn.1 | ! ! | ASPn :
[} [} [} [}
| /7 | /7
r-TT == N r-T T == N
[} ] ] [}
Host#2, | sgp1.2 [ 7\ | ASPL | ' Host#a
[} T T [}
1 | / \ | 1 =
: sGp2.2 [T ! ASP2 : MGC2
| o | | o |
A o , 0P g
| | S Associations S | |
: sGpPn.2 | ! ' | Aspn :
[} [} [} [}
| /7 | /7

SGP1.1 and SGP1.2 are part of SG1
SGP2.1 and SGP2.2 are part of SG2

Figure 7. Physical Model
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In the kample abwe, each signalling process (SGRSP or IPSP) is the end point to more than one SCTP association,
leading to more than one other signalling proces$esapport this, a signalling process must be able to support distrib
tion of TUA messages to marsimultaneous acte aésociations. Thimessage distrition function is based on the status of
provisioned Routing I€ys, the status of the signalling routes to signalling points in the SSerketand the redundayc
model (verride, loadsharing, broadcast) of the remote signalling processes.

For carrier grade netarks, the &ilure or isolation of a particular signalling process should not cause transactions to be
lost. Thisimplies that signalling processes need, in some cases, to share the transaction state or be able to pass the trar
tion state information between each othioweve, this sharing or communication of transaction state information is out-
side the scope of this document.

This model serws as anxample. TWA imposes no restrictions as to thae layout of the netark elements, the mes-
sage distribtion algorithms and the disttibon of the signalling processemstead, it preides a frameork and a set of
messages that allofor a flible and scalable signalling netvk architecture, aiming to pvie reliability and perfor
mance.

A.2. RedundancyModels
A.2.1. Application Server Redundancy

At the SGPan Application Serer list contains aote and inactve ASPs to support ASP broadcast, loadsharing and
override proceduresThe list of ASPs within a logical Application Servis lept updated in the SGP to reflect thewacti
Application Serer Processes.

For example, in the netark shavn in Figure 7, al messages to SSN x could be sent to ASP1 in Host3 or ASP1 in
Host4. TheAS list at SGP1 in Host 1 might look ékhe following:

Routing Key {SSN=Xx) - "Application Semrr #1"
ASP1/Host3 - State = Actve
ASP1/Host4 - State = Inactie

In this "1+1" redundanccase, ASP1 in Host3 auld be sent anincoming message with SSN=ASP1 in Host4
would normally be brought to the "aeti' state upondilure of, or loss of connewtty to, ASP1/Host1.

The AS List at SGP1 in Hostl might also be set up in loadshare mode:

Routing Key {SSN=Xx) - "Application Semrr #1"
ASP1/Host3 - State = Actie
ASP1/Host4 - State = Actie

In this case, both the ASPsuld be sent a portion of the tiiaf For example the tw ASPs could together form a
database, where incoming queries may be senttectine ASP

Care might need to bexercised by a Netark Operator in the selection of the routing information to be used as the
Routing Key for a particular AS.

For example, where Application Sexs are defined using ranges of GT Addredses, the Operator is implicitly split-
ting up control of the related address groupsme GT addressalue range assignments may interfere with TCAP subsys-
tem management procedures.

In the process ofdflover, it is recommended that in the case of ASPs that transactions dalnd@ofr example, the tw
ASPs may share transaction state via shared meoranay use an ASP to ASP protocol to pass transaction state informa-
tion. Any ASP-to-ASP protocol to support this function is outside the scope of this document.

A.2.2. SignallingGateway Redundancy

Signalling Gateays may also be distnitbed aver multiple hosts. Much like the AS model, SGs may comprise one or
more SG Processes (SGPs), distieldl aver one or more hosts, using anerride, loadshare or broadcast mod8hould an
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SGP lose all or partial SS7 conneityi and other SGPsx&st, the SGP may terminate the SCTP associations to the con-
cerned ASPs or send an unsolicited ASPI@Kafor the concerned Application Sers.

It is possible for an ASP to route signalling messages destined to the S®&rkngtimg more than one SGh this
model, a Signalling Gatey is deployed as a cluster of hosts acting as a single Stoverride redundancmodel is possi-
ble, where the unailability of the SCTP association to a primary SGP could be used to rertedtedftrafic to an alter
nate SGP A loadsharing model is possible, where the signalling messages are loadshared between multigféeh8@Es.
cast model is also possible, where signalling messages are sent to @acBzeiin the SG. The distuibion of the TC-user
messageswa the SGPs should be done in suchay/wo minimize message missequencing, as required by the SS7 User
Pats.

It may also be possible for an ASP to use more than one SG to access a specific SS7 end point, in a model that res
bles an SS7 STP mated paliypically, SS7 STPs are depted in mated pairs, with tfa loadshared between ther@ther
models are also possible, subject to the limitations of the local SS@rhgtmvisioning guidelines.

From the perspeete d the TUA layer at an ASR particular SG is capable of transferring fi@fo a praisioned SS7
destination, subsystem or application X if an SCTP association with at least one SGP of the SG is established, the SGP
returned an ackmdedgement to the ASP to indicate that the ASP is@gthandling trafic for that destination, subsysstem
or application X, and the SGP has not indicated that the destination, subsystem or application X is inadtéssibda
ASP is configured to use multiple SGPs for transferrinf¢raf the SS7 netark, the ASP must maintain kwtedge of the
current capability of the SGPs to handleficato destinations, subsystems and applications of intefémss. information is
crucial to the werall reliability of the service, forverride, loadsharing and broadcast models, in tleateof failures, rece-
ery and maintenance agties. TheASP TUA may also use this information for congestimoidance purposesThe distri-
bution of the TC-user messagegenthe SGPs should be done in suchaywo minimize message missequencing, as re-
quired by the some TCAP applications.
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